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Control loop failure, initiating event, 56(2.4.1), 67(2.4.3)
Counting multiple functions in risk analysis, 47(2.3.1), 52(2.3.3), 120(3.5.3), 146(3.6.5)
Discussion, 37(2.2.1), 153(4.0)
Inherently safer automation, 104(3.4)
Mirroring (a.k.a. shadowing), 238(5.2.5), 412(C.7)
See Alarm system, Application program, Controller technologies, Cybersecurity, Interface, Separation, Systematic error

Process operating mode
Batch, 96(3.3.5.1), 99(3.3.6), 164(4.2.4), 172(4.4), 196(4.5.3), 198(4.5.4), 281(6.4.7), 329(A.0)
Continuous process operation, 96(3.3.5.1), 99(3.3.6), 172(4.4), 176(4.4.3), 196(4.5.3), 329(A.0), 370(A.2.4)

Process safety time
Discussion, 109(3.5.1.2)
Examples, 227(5.2.3), 230(5.2.4.2), 238(5.2.5)
Influence on alarm design, 429(D.3.4), 436(D.4)

Proof test
See As good as new, Fit for purpose, Monitoring and metrics, Prior use, Procedure, Testing

Quality assurance
See Monitoring and metrics

Quantitative risk assessment (QRA)
Types of methodologies, 67(2.4.3), 73(2.4.5)

Redundancy
Control, 191(4.4.7.4)
Safety, 230(5.2.4.2)
Schemes, 230(5.2.4.2)
Uncertainty, 244(5.3), 524(F.2.4)
See Diversity, Hardware fault tolerance
Reliability
   As a core attribute, 51(2.3.2), 128(3.5.6)
   Designing for, 99(3.3.6), 153(4.0), 173(4.4.1), 184(4.4.6.3), 191(4.4.7.4), 227(5.2.3), 460(E.2.2)
   See Monitoring and metrics, Specification
Remote access
   Cybersecurity, 103(3.3.6.2)
   External connectivity, 103(3.3.6.1-2), 258(5.3.6), 293(6.5.2)
Response time
   Control, 190(4.4.7.2)
   Safety, see IPL Response time
   Simulation, 185(4.4.6.4)
   See Specification
Risk
   ALARP, 23(2.1), 61(2.4.2)
   Analysis, 61(2.4.2)
   Assessment, 67(2.4.3)
   Management, 70(2.4.4)
   Monitoring, 73(2.4.5)
   Process hazard identification, 56(2.4.1)
   Uncertainty, 47(2.3.1), 67(2.4.3), 73(2.4.5)
   See Inherently safer
Risk Reduction
   See Alarm system, Competency under Automation organization, Integrity, Management system, Monitoring and metrics, Risk
Safe state
   Discussion, 39(2.2.2), 211(5.0), 228(5.2.4), 253(5.3.3)
   Energized-to-trip/de-energized-to-trip, 259(5.3.7)
   Loss of communications, 404(C.5.5), 419(C.8)
   Verification during SAT, 593(J.4.5)
   See Application program, Compensating measures, Equipment selection, Independent protection layer, Inherently safer practices, Specification
Safeguard
   Discussion, 1(1.0), 23(2.1), 42(2.3), 47(2.3.1), 51(2.3.2), 61(2.4.2), 67(2.4.3), 70(2.4.4)
   See Administrative control, Engineered system, Inherently safer, Instrumented protection layer, Safety control, alarms, and interlocks (SCAI)
Safety controls, alarms, and interlocks (SCAI)
   Classification, 39(2.2.2), 211(5.0), 215(5.1)
   Critical features, 83(3.0)
   See Separation
Safety instrumented system (SIS), 120(3.5.3), 146(3.6.5), 215(5.1), 216(5.1.1), 217(5.1.2-3), 218(5.1.4), 221(5.2.1), 225(5.2.2), 229(5.2.4.1), 230(5.2.4.2), 242(5.2.7), 244(5.2.8-5.3), 271(6.3.2)
Safety manual
   See Equipment selection
Safety systems
   Discussion, 39(2.2.2)
Sensors
   Accuracy, 460(E.2.2)
   Discussion, 248(5.3.1)
   Flow measurement technologies, 465(E.3)
   Level measurement technologies, 476(E.5)
   On-stream analyzer technologies, 489(E.7)
   Pressure measurement technology, 475(E.4)
   Response time, 109(3.5.1.2), 248(5.3.1), 460(E.2.2)
   Smart transmitters, 459(E.2.1)
   Temperature measurement technologies, 487(E.6)
   See Equipment selection
Separation
   Designing for, 133(3.6), 221(5.2.1), 293(6.5.2), 518(F.2.1)
   Functional, 52(2.3.3), 120(3.5.3), 133(3.6), 142(3.6.2), 165(4.3), 221(5.2.1), 412(C.7), 518(F.2.1)
GUIDELINES FOR SAFE AUTOMATION OF CHEMICAL PROCESSES

Setpoint
- Uncertainty, 109(3.5.1.2)
- See IPL response time, Process safety time

Signal types
- Analog, 161(4.1.1), 248(5.3.1), 339(A.1.2.3)
- Binary, 161(4.1.2), 339(A.1.2.3)
- Converter, 181(4.4.5), 339(A.1.2.3), 404(C.5.4)
- Differences between signal types, 161(4.1.3)
- Digital, 161(4.1.3)
- I/O, 161(4.1), 248(5.3.1), 299(6.5.6.1), 350(A.1.3.6.1), 443(E.1.2), 454(E.1.4), 460(E.2.2)
- Safety, 441(E.1), 443(E.1.2)

Software
- Advantages/disadvantages of programmable technologies, 176(4.4.3), 341(A.1.3)
- Change management, 122(3.5.4), 301(6.5.8.2), 316(6.7)
- Communication system connections, 410(C.6.2)
- Diversity, 234(5.2.4.3), 519(F.2.2)
- Intelligent device revision level, 294(6.5.3)
- Process control databases, 188(4.4.6.5), 438(D.6)
- Role in controller selection, 193(4.4.7.5)
- Types, 551(H.1)
- Verification during FAT, 582(J.3)

Specification
- Functional, 23(2.1), 70(2.4.4), 91(3.2), 96(3.5.1)
- Process control, 83(3.1), 153(4.0), 165(4.3), 194(4.5), 270(6.3.1)
- Safety requirements, 83(3.1), 220(5.2), 244(5.3), 271(6.3.2)
- See Access security, Alarm system, Application program, Cybersecurity

Spurious trip rate
- See Monitoring and metrics

Systematic error
- Discussion, 303(6.6), 315(6.6.8)
- Equipment selection, 515(F.1.2), 524(F.2.5)
- See Application program, Diversity, Hardware fault tolerance, Inherently safer design, Management systems, Monitoring and metrics, Separation, Staffing, Verification

Testing
- Application program, 302(6.5.8.3)
- Controller, 300(6.5.8.1)
- Cybersecurity, 280(6.4.5), 295(6.5.4), 311(6.6.5)
- Factory acceptance, 310(6.6.4), 582(J.3)
- Interval, 70(2.4.4), 73(2.4.5), 91(3.2), 230(5.2.4.2), 241(5.2.6), 271(6.3.2), 298(6.5.6), 316(6.7), 520(F.2.3), 525(F.2.6)
- Off-line, 299(6.5.6.1)
- On-line, 299(6.5.6.2)
- Proof, 298(6.5.6)
- Site acceptance, 589(J.4)
- Time constraints, 298(6.5.5)
- See Equipment selection, Fit for Purpose, Monitoring and metrics, Prior use, Safety manual under Equipment selection

The way things are done
- Discussion, 1(1.0), 7(1.1), 13(1.5), 23(2.1), 78(2.5), 93(3.3.1), 269(6.3), 572(1.6)
See Good engineering practices

Training
Importance of, 33(2.1.3), 47(2.3.1), 70(2.4.4), 257(5.3.4), 267(6.2.14), 268(6.2.2.1), 273(6.4), 278(6.4.3), 287(6.4.10), 291(6.5), 318(6.7.1)
Safety, 283(6.4.8), 285(6.4.8.3), 319(6.7.2)
Simulators, 70(2.4.4), 185(4.4.6.4), 290(6.4.10.2), 309(6.6.3)
See Management systems

Useful life
Discussion, 104(3.4), 228(5.24), 295(6.5.4), 441(E.1), 551(H.1)
See As good as new, Fit for purpose, Prior use

Validation
Discussion, 78(2.5), 83(3.1), 128(3.5.6), 311(6.6.5)

See Management system, Testing

Valves
Discussion, 253(5.3.3)
Instrument air quality, 371(B.1.1.), 455(E.1.6)
Response time, 109(3.5.1.2), 493(E.8)
Seat leakage, 253(5.3.3), 493(E.8)
Valve technologies, 493(E.8)
See Equipment selection, Safe state

Verification
See Management system

Wear-out
Discussion, 241(5.2.6)
See As good as new, Fit for purpose, Prior use

Wireless
See Communication