Index

Note to the Reader: Throughout this index **boldfaced** page numbers indicate primary discussions of a topic. *Italicized* page numbers indicate illustrations.

### A

**A G D L P strategy**, 407–408, 408
Access Control Entries (ACEs), 373
Access This Computer From The Network right, 493
accessibility settings in Internet Explorer, 564
account events logging, 490
Account Lockout Duration setting, 487
Account Lockout Policy node, 484–487, 486
Account Lockout Threshold setting, 487
Account Policies node, 484–485, 484, 487–488
Accounts: Administrator Account Status right, 494
Accounts: Rename Administrator Account right, 494
ACEs (Access Control Entries), 373
acknowledgments for DHCP leases, 323
Action Center
- overview, 228–230, 229
  - User Account Control, 232–234, 234
Action menu, 40
Action page
  - batch files, 148
  - firewall rules, 509
activation process, 42–43
  - grace period, 43–46, 44
  - KMS, 51–53
  - MAKs, 48–50
  - timing, 46
  - volumes, 47–49, 49
Activation window, 44
active content, 568
Active Directory
  - object permissions, 371
  - recovery, 503–505, 503, 505
Active Directory Domain Services (AD DS)
  - BitLocker recovery data, 502–503, 502
    - components, 394
  - WDS requirements, 88, 91–92
  - Active Directory Recovery Password Viewer Tool, 503–505, 503, 505
  - Active Directory Users and Computers
    - logon hours, 414
    - OUs and containers, 438–439, 438
    - user profiles, 422
AD DS (Active Directory Domain Services)
  - BitLocker recovery data, 502–503, 502
  - components, 394
  - WDS requirements, 88, 91–92
ad hoc networks, 517–519, 518
adapters
  - settings, 344, 531
  - troubleshooting, 351, 351
  - wireless, 247
Add A Local Printer option, 369
Add A Network, Wireless, Or Bluetooth Printer option, 369–370
Add A Virtual Hard Disk page, 37
Add Boot Image option, 97
Add Images To The Windows Deployment Server option, 96
Add New Hardware Wizard, 272
add-ons, Internet Explorer
  - crash detection, 575
  - managing, 573–574
  - troubleshooting, 572–573, 573
/Add-Package switch, 77
Add permission option, 380
Add Printer Wizard, 369–370, 370
Add Roles Wizard, 92, 93
Add Workstations To Domain right, 493
Additional Domain Controller Options page, 400
addresses, IP
  - See IP addresses
Adjust Plan Brightness setting, 245
Admin Approval Mode, 477
Admin Approval Mode For The Built-in Administrator Account setting, 480
administrative permissions, 291–292, 291
Administrative Templates node, 434, 471, 471
administrative vulnerabilities, 195
administrator access tokens, 477
Administrator Account Status right – asterisks (*) in command prompt

Administrator Account Status right, 494
Administrators groups, 405
Advanced Boot Options screen, 277–278
accessing, 249–250, 249
Safe Modes, 280–281, 281
settings, 281–282
Advanced Encryption Standard (AES), 496, 513, 515
Advanced page
Internet Explorer, 563–564, 564, 567, 571, 574
performance, 265–266
printers, 365, 368, 391
Startup And Recovery, 285
Advanced Security Settings screen, 379, 379, 381
Advanced Settings page, 246
Advanced Sharing dialog box, 364
Advanced Sharing Settings page, 348–349, 348, 361
Advanced Update Services Options settings, 196
AES (Advanced Encryption Standard), 496, 513, 515
AIK (Automated Installation Kit). See Windows Automated Installation Kit (AIK)
aliases in PowerShell, 152–153
All Networks setting, 346–347, 347
/All switch, 322
All Users profiles, 417
Allow Active Content From CDs To Run On My Computer option, 568
Allow Active Content To Run In Files On My Computer option, 568
Allow All Users To Install Updates On This Computer option, 187
Allow Image Capture page, 111
Allow Local Admin To Choose Setting option, 213
Allow Log On Locally right, 492, 492
Allow Log On Through Remote Desktop Services right, 493
Allow permissions, 371, 372
Allow Software To Run Or Install Even If The Signature Is Invalid option, 567
Allowed To Format And Eject Removable Media right, 494
AllSigned setting, 158
Always Notify setting, 233, 480
AMD Virtualization Compatibility Check Utility, 30, 30
answer files, 84–87, 85–86
anti-malware software, 426–428, 427
anti-spyware software, 426
antivirus software, 426
APIPA (Automatic Private IP Addressing), 326–327, 326
App-V server (Application Virtualization server), 301, 301
/append switch, 73
Application Compatibility mode, 311
Application log, 225, 226
Application Virtualization server (App-V server), 301, 301
applications, 290
access restrictions, 467–468, 468
assigning, 303, 466
checking and repairing, 305–307, 305–306
compatibility, 310–314, 311, 313
configuring, 467
delivery strategies, 299–301, 300–301
deploying, 301–304, 466–467, 467
digital signing, 292–296, 293–295
distribution, 290–291
essentials, 314–315
features, 296–298, 297
installation permissions, 291–292, 291
installing, 63
killing, 169
licensing restrictions, 292, 292
logs for, 307–308, 308
packages, 302
previous versions, 313–314
Problem Steps Recorder, 309–310, 309
publishing, 34–35, 34–35, 466, 467
Safe Mode, 310
summary, 314
virtualization, 31–33, 33
Windows XP mode, 33–36, 34–35
WSUS, 204
AppLocker feature, 5, 467–468, 468
Apply Group Policy permission, 456–457
/apply switch, 70
arguments in PowerShell, 157
assigning applications, 303, 466
asterisks (*) in command prompt, 125
Audit-only AppLocker mode, 468
Audit Policies node, 489–492, 489, 491
Auditing tab, 491–492, 491
Audits
  licensing compliance, 49
  MBSA. See Microsoft Baseline Security
  Analyzer (MBSA)
updates, 182–183
Authenticated Users group, 100–101
authentication
digital signing, 293
domains, 402
Kerberos, 496–497, 496
NTLM settings, 494–495, 495
VPN connection protocols, 539
authorization for domains, 402–403
auto-cast transmissions, 103
Auto Download and Notify for Install option, 212
Auto Download and Schedule the Install option,
  212–213
AutoComplete feature, 554
Autoconfiguration Enabled setting, 327
Automated Installation Kit (AIK). See Windows
  Automated Installation Kit (AIK)
Automatic (Delayed Start) setting, 236
Automatic Private IP Addressing (APIPA),
  326–327, 326
Automatic setting for services, 236
Automatic Update method, 182
automatic updates
  checking for, 214–215, 214
description, 182
  Group Policy settings, 212–213, 212
Automatic Updates Detection Frequency settings,
  214–215, 214
Automatically Manage Paging File Size For All
  Drives option, 264–265
Automatically Restart option, 286
Automatically Unlock With Logon option, 501
automating IPv4 settings, 144
AutoPlay dialog box, 38

Backup Operators group, 405
bad disk sectors, 267–269, 267
Balanced (Recommended) power plan, 245, 245
bandwidth for updates, 190
banners, logon, 462
baselines, images as, 61
basic input/output system (BIOS)
  managing, 271
  virtualization option, 31
basic NTFS permissions, 376–377, 376
batch files
  creating, 145–147
  scheduling, 147–149
USMT, 18–19
Battery power setting, 247
BCD (boot configuration data) store, 261–263
BCDEdit command, 262–263
BDD (Business Desktop Deployment), 107
Behavior Of The Elevation For Administrators In
  Admin Approval Mode setting, 481
Behavior Of The Elevation Prompt For Standard
  Users setting, 481
biometrics, 402
BIOS (basic input/output system)
  managing, 271
  virtualization option, 31
BitLocker encryption, 5, 499–500
  Active Directory Recovery Password Viewer
  Tool, 503–505, 503, 505
  BitLocker Drive Encryption feature, 5, 499
  BitLocker to Go feature, 5, 499
data drives, 501
recovery keys, 502–503, 503
and TPMs, 500–501
BitLocker Recovery Password, 505
BitLocker Recovery tab, 503, 503
BITS (Background Intelligent Transfer
  Service), 471
blocking GPO inheritance, 450–451, 450
Blue circle with exclamation mark icon, 197
Blue Screen of Death (BSOD), 266, 279–280
BOOT Advanced Options page, 283
boot configuration data (BCD) store, 261–263
boot images, 59, 90–91, 96–98, 105
boot.ini file, 261–262
boot issues, 276
  Advanced Boot Options screen, 249–250, 249,
    280–282, 281

Background Intelligent Transfer Service
  (BITS), 471
backing up recovery keys, 502
MSConfig, 282–285, 283–284
phases, 276–277
  initial startup, 277
  kernel-loading, 279–280, 279
  logon, 280
  POST, 277
  Windows Boot Loader, 278–279
  Windows Boot Manager, 277–278, 278
Safe Modes, 280–281, 281
Startup and Recovery page, 285–286, 285
/Boot switch, 449
Boot tab, 283, 284
boot.wim file, 251
bootable media
  creating, 80–84, 82
  VHDS, 27–28, 27
WinRE access for, 251–254
Bootrec tool, 261–262
braces ({}), in PowerShell, 157, 172
brackets ([[]], in PowerShell, 157
BranchCache feature, 545–546, 545
  description, 5–6
  modes, 546
  requirements, 546–547
branding Internet Explorer, 568–569, 568
broadcasts
  defined, 320
  DHCP packets, 322–323, 325–326
  name resolution, 337
  SSID, 520–521
brokered VDI connections, 26
browsing settings in Internet Explorer
  InPrivate, 556–557, 556–557
  page display, 564
BSOD (Blue Screen of Death), 266, 279–280
built-in groups, 403–405, 404
Business Desktop Deployment (BDD), 107
Bypass signing setting, 158
clearing, 554–556, 554
viewing, 552–555, 553
NetBIOS, 340
proxy servers, 334–335
Cancel option for NTFS permission
  inheritance, 380
Capture Image Metadata page, 98–99
/capture switch, 69
capturing
  images, 69–70, 96, 98–99, 104–107, 105–106
  output command prompt, 135–136
case sensitivity of command prompt, 125
CD command, 131–132
CDs, bootable, 81–84
central server application deployment, 303
certificate authorities (CAs), 274, 295–296, 296,
  534, 565–566
Certificate Import Wizard, 534, 535
Certificate Revocation Lists (CRLs), 566
Certificate Store page, 535
certificates
  drivers, 274
  Internet Explorer, 565–567, 565–567
  VPN connections, 534–535, 535
Challenge Handshake Authentication Protocol (CHAP), 539
Change Adapter Settings link, 344, 351
Change Advanced Power Settings link, 246
Change Advanced Sharing Settings link, 344, 348, 361
Change option for applications, 306
Change permission, 383
Change Permissions permission, 375–376, 388
Change The System Time right, 493
Change The Time Zone right, 493
changes
  detecting, 45
  managing, 191
CHAP (Challenge Handshake Authentication Protocol), 539
Check Disk program, 267–269, 267
Check For Publisher’s Certificate Revocation option, 567
Check For Server Certificate Revocation option, 567
Check For Signatures On Downloaded Programs option, 567
Check For Updates, But Let Me Choose Whether To Download And Install Them option, 186
Check This Website option, 559
checking
  application installations, 305–307, 305–306
  vulnerabilities, 195–196
CheckService script, 175–176
CHKDSK command, 269
Choose A Network Authentication Method option, 514
Choose A Recovery Tool page, 255
Choose Classifications page, 210, 210
Choose Languages page, 210
Choose Products page, 210
Choose Upstream Server page, 209, 209
CIDR (Classless Inter-Domain Routing) notation, 330
cipher suites, 496
classes
  IP addresses, 328–329
  Win32, 166–167
Classless Inter-Domain Routing (CIDR) notation, 330
Clear Virtual Memory Pagefile right, 494
clearing Internet Explorer cache, 554–556, 554
client machine identification designation (CMID) records, 52
clients
  application deployment, 303
  DirectAccess, 544
  IP address issues, 329–330, 329
  KMS, 51
  VPN issues, 535–536, 536
  WDS, 89
  Windows Update, 184–185, 184
clipboard for VPCs, 38
Close menu, 40
cmdlets, 152
CMID (client machine identification designation) records, 52
collections for scripts, 160–161
color in command prompt, 123–124, 123
Colors page, 123, 123
command prompt, 121
  batch files, 145–149
  capturing output, 135–136
  case sensitivity, 125
  copy and paste with, 134–135, 135
  Copy command, 137–138
DIR command, 136–137
DOSKEY utility, 126–127
drag and drop, 133, 133
DriverQuery command, 140–142
Echo command, 143
essentials, 176–177
executables, 129–133, 131, 133
help, 124
launching, 12, 123–124, 123
NET command, 140
overview, 122–123
paths, 128–129
quotes, 126
SET command, 139–140
spelling errors, 124
summary, 176
switches, 124–125
system variables, 127–128
SystemInfo command, 140–142
wildcards, 125
WinRE, 261–263
commented Group Policy filters, 470
comments in scripts, 163
/commit switch, 73
/Commit-Wim switch, 76
comparison operators in PowerShell, 155–157
compatibility
  applications, 310–314, 311, 313
  Internet Explorer views, 576, 576
Compatibility tab, 313
compliance for licensing, 42–43, 43, 49
Computer Configuration node, 447, 569–570, 569
computer Group Policy settings, 447–448, 448
computer groups in WSUS, 218–219
Computer Name tab, 401
Computer Name/Domain Changes page, 401, 401
%computername% system variable, 127–128
Config.xml file, 22
Configuration node, 447
Configure Computers for Microsoft Update And Scanning Prerequisites option, 196
Configure ConfigMgr Integration tool, 110
Configure The DHCP With Option 60 option, 94
configured Group Policy setting, 470
Confirm Installation Selections page, 93
Confirm Your Restore Point page, 257
conflicts in GPOs, 436–437, 437
Connect To A Network option, 531
Connect To A Workplace option, 523, 529–530, 530–531
Connect To The Internet option, 522
Connect to Upstream Server page, 210
connections
  printer, 370–371, 370
  proxy servers, 336, 572, 572
  VPNs. See VPN connections wireless networks, 522–523, 523
Connections tab, 336, 572, 572
connectivity
  networking, 318–320, 319
  troubleshooting, 349–354, 350–351, 353
  wireless. See wireless connectivity
content filtering, 335, 335
Content tab, 565
course, logon, 412–413, 413
Control Panel Home link, 344
cookies, 553
copy and paste at command prompt, 134–135, 135
Copy command, 137–138
copying files, 137–138, 259
CopyPE.cmd file, 81–82
count, activation, 52
Create Files/Write Data permission, 375
Create Folders/Append Data permission, 375
credentials
  cached, 411, 411
  entering, 32
critical severity-level events, 227
CRLs (Certificate Revocation Lists), 566
Ctrl+Alt+Del keys, 42
cumulative permissions, 372
cumulative service packs, 183
curly braces ({}) in PowerShell, 157, 172
custom images, 62, 112
customer experience improvement program settings, 231
data drives, BitLocker encryption for, 501
data encryption setting for VPN connections, 538–539
data encryption standard (DES), 496
data recovery agents (DRAs), 502
database options page, 208
Date And Time values in logs, 226
%date% system variable, 128
DC (domain controller) hosts, 319
DCPromo Wizard, 399–400
Debugging Mode option, 282
default Domain Controllers Policy, 439–440
default Domain Policy creation of, 438
  enforced, 452
default - Notify Me Only When Programs Try To Make Changes To My Computer setting, 480
default User profiles
  description, 417
  modifying, 423–425, 424
defaults
  gateways, 319, 349
  printers, 366, 367
  UAC settings, 477
defragmenting drives, 269–270, 270
Delegation tab, 456–457
Delete Browsing History setting, 570–571
Delete Cached Copies Of Roaming Profiles option, 462
Delete permission, 375
Delete Personal Settings option, 575
Delete Subfolders and Files permission, 375
/delete switch, 73
Delete User Profiles Older Than A Specified Number Of Days On System option, 461
deleting images, 73
delivery strategies for applications, 299–301, 300–301
Deny Access To This Computer From The Network right, 493
Deny Execute Access right, 498
Deny permissions, 371–372, 372
Deny Read Access right, 498
Deny Write Access right, 498
dependencies tab for services, 240
DACLs (Discretionary Access Control Lists), 373–374, 373
data forms, 552
migrating. See user state migration
deployment, 57–58
  applications, 301–304, 466–467, 467
  DISM tool, 75–80
  essentials, 120
  images. See images
  installations comparison, 66–67
  MDT. See Microsoft Deployment Toolkit (MDT) 2010
  preinstallation environment, 80–84, 82
  service packs and rollups, 183
  SIM tool, 84–87, 85–86
  strategy, 65
  summary, 119–120
  tools, 67–68
  updates, 182
Deployment Image Servicing and Management (DISM) tool, 62, 75
  get commands, 75–76
  image operations, 78–80
  mounting and unmounting images, 76
  packages and features, 76–78
deployment shares
  creating, 108, 110–113, 111, 113
  updating, 118–119, 119
Deployment Tools Command Prompt link, 12
Deployment Wizard, 118–119, 119
DES (Data Encryption Standard), 496
designing images, 60
Desktop Background power settings, 247
Destination Host Unreachable message, 353
diagnosing tab for logs, 227, 228
Detect Application Installations And Prompt For Elevation setting, 481
device installation Settings page, 272, 272
Device Manager, 272–273, 273
  rolling back drivers, 275–276, 276
  signed drivers, 273–275, 274
  updating drivers, 275
devices
  drivers. See drivers
  managing, 271–272, 272. See also Device Manager
Devices: Allowed To Format And Eject Removable Media right, 494
Devices and Printers applet, 364–365, 365
DHCP. See Dynamic Host Configuration Protocol (DHCP)
  DHCP Option 60 page, 95, 95
  DHCPACK (Acknowledge) packets, 323
  DHCPDiscover packets, 323
  DHCPOffer packets, 323
  DHCPRequest packets, 323
Diagnosing tab, 542
dial-up connections, 527–532, 528, 530–531
digital signing, 292–296, 293–295
DIR command, 136–137
/dir switch, 73–74
direct connections in VDI, 26
directories
  contents listing, 136–137
  vs. folders, 128
Directory Services Restore Mode option, 282
Disable Automatic Restart On System Failure option, 282
Disable Driver Signature Enforcement option, 282
/Disable-feature switch, 78
Disable Mandatory Profile GPO, 440
Disable This Step option in task sequences, 115
Disabled option
  GPOs, 434–435
  services, 236
disabling
  add-on crash detection, 575
  features, 296–298, 297
  images, 101
  Teredo, 544
discover images in WDS, 97
discovery of DHCP leases, 323
Discretionary Access Control Lists (DACLs), 373–374, 373
Disk Defragmenter tool, 270, 270
Disk Management tool, 270–271
disk space
  VDI, 25
  WSUS, 205
diskpart command, 8, 27–28, 270–271
disks, 267
  bad sectors, 267–269, 267
  defragmenting, 269–270, 270
  partitioning, 270–271
DISM. See Deployment Image Servicing and Management (DISM) tool
Display power setting, 247
/DisplayDNS switch, 322

Displaying
license information, 46, 46
text, 143
distributed cache mode in BranchCache, 546
distribution groups, 407
DNS. See Domain Name System (DNS) servers
Do Not Listen On Port 67 option, 94
Do Not Respond To Any Client Computer option, 94
Do While loops, 159
Documentation link, 13
documenting scripts, 163–164
dollar signs ($)
PowerShell filters, 171
PowerShell variables, 155
shares, 359
Domain Admins group, 405
domain controllers (DCs)
hosts, 319
promoting servers to, 399–400
Domain Name System (DNS) servers
description, 318
hostname resolution, 337
KMS publication, 51–52
troubleshooting, 349
WDS, 88, 91
domains, 344–345, 394
anti-malware software, 426–428, 427
authentication, 402
authorization, 402–403
creating, 396
essentials, 429
GPO precedence, 441
GPO scope, 438–439, 438
groups
built-in, 403–405, 404
creating, 405–406, 406, 409–410, 409
scope and type, 406–408, 407–408
joining, 400–402, 401
logon issues. See logons
Network Discovery, 345
summary, 428
test beds, 394–395, 395
user profiles. See user profiles
Virtual PCs for, 395–398, 397
Windows Firewall, 346
Windows Server 2008 for, 396–399, 397, 399
Dormant state in Teredo, 543
DOSKEY utility, 126–127
dotted decimal format, 328, 330
Download Updates, But Let Me Choose Whether To Install Them option, 186
downstream servers for WSUS, 203
drag and drop with command prompt, 133, 133
DRAs (data recovery agents), 502
driver stores, 271
DriverQuery command, 140–142
drivers
listing, 142
printers, 367–369, 369, 390–391
rolling back, 275–276, 276
signed, 273–275, 274
updating, 275
Drivers tab, 367
dual-boot environments, 26
DVD
Windows 7 installation from, 7–10, 7–9
WinRE access from, 250, 250
Dynamic Host Configuration Protocol (DHCP), 318, 321
APIPA settings, 327
leases, 322–323, 323
RFC 1542, 325–326
scopes, 324–325, 324–325
WDS with, 89–90, 94–95

e
EAP (Extensible Authentication Protocol), 539
ECC (elliptic curve cryptography), 497
Echo command, 143
Edit Settings permission, 457
editions, choosing, 2–4
Effective Permissions tab, 379, 379
EFI (Extensible Firmware Interface), 277
EFS (Encrypting File System), 497
802.1x security type, 515
elliptic curve cryptography (ECC), 497
Else clauses in PowerShell, 172
Elseif clauses in PowerShell, 172
Enable Boot Logging option, 281
/Enable-feature switch, 78
Enable Logging option, 541–542
Enable Low-Resolution Video (640X480) option, 281–282
Enabled option for GPOs, 434–435
   enabling features, 296–298, 297
Encrypting File System (EFS), 497
   encryption
      BitLocker. See BitLocker encryption
      Kerberos, 496
      VPN connections, 538–539
      wireless connectivity, 513–515
default GPO gateway, 319, 349
   enforced GPOs, 451–452, 451
Enter System Audit Mode action, 64
Enter System Out-Of-Box Experience (OOBE) action, 64
Enterprise Admins group, 405
Enterprise edition, 3–4
   environment variables
      common, 127–128
      setting, 139–140
   EPROM (erasable programmable read-only memory), 271
   -eq comparison operator, 155–156
   error severity-level events, 226
   %errorlevel% system variable, 128
   EULA (end-user license agreement), 292
   Event Viewer, 225–228, 226–227, 308, 308
   Exclude Directories In Roaming Profile option, 462
   .exe files, 291
   executables, paths to, 129–133, 131, 133
   expiration
      licenses, 47
      passwords, 412, 412
Explain tab, 488–489
Extensible Authentication Protocol (EAP), 539
Extensible Firmware Interface (EFI), 277
File Signature Verification tool, 274, 274
files
   answer, 84–87, 85–86
   batch, 18–19, 145–147
   copying, 137–138
   host, 338
   in images, 73–74
filters
   GPOs, 455–458, 456–457
   Group Policy, 469–472, 469, 471
   InPrivate, 558, 558
   PowerShell output, 171
   proxy servers, 335, 335
   SmartScreen, 559, 559
firewalls, 235–236, 235, 505–506
   description, 319–320
   ports and protocols, 507–508, 507
   rules, 346, 508–509, 508
   status, 506–507, 506
/FixBoot switch, 261
/FixMbr switch, 261
flash drives, 18–19
/FlushDNS switch, 322
Folder Options dialog box, 553, 553
folders
   vs. directories, 128
   user profiles, 417–418, 418
font for command prompt, 124
/Force switch, 449
forcing Group Policy updates, 449
ForEach loops, 159, 161–163, 172
formats in application distribution, 290–291
formatting PowerShell output, 170–171
forms
   data and passwords, 552
   printers, 367
Forms tab, 367
Forwarded Events log, 225
Full Control permission, 376–377, 383
full desktops, RDS on, 300
Function Discovery Provider Host service, 345
functions in PowerShell, 153

F
   -f format operator, 170–171
F8 key, 249, 280
   features
      DISM, 76–78
      enabling and disabling, 296–298, 297
File And Printer Sharing setting, 349, 361
File Sharing Connections setting, 349

G
   Games feature, 298
gateways, default, 319, 349
-ge comparison operator, 156

General tab
  batch files, 148, 148
  Internet Explorer, 555
  printers, 365, 390, 390
  services, 236–237, 237
  System Configuration utility, 282–283, 283
  VPN connections, 537, 537
  Windows Defender, 168
/get generalize switch, 65

Generate Application Migration File step in task sequences, 115

geographic images, 62
Get-Alias cmdlet, 153
Get-Command cmdlet, 152, 164–165
get commands in DISM, 75–76
Get-EventLog cmdlet, 160–161, 171
Get-ExecutionPolicy cmdlet, 158–159
/Get-FeatureInfo switch, 78
/Get-Features switch, 78
Get-Help cmdlet, 165
/Get-Packages switch, 77
Get-Service cmdlet, 154, 163, 174–175
Get-WMIObject cmdlet, 153, 166–169
global groups, 407–408, 408
global unicast addresses, 332
GPMC (Group Policy Management console), 432–434, 433
GPResult tool, 217–218
GUpdate command, 449
grace period in activation process, 43–46, 44
granular permissions in NTFS, 374–379, 375, 378–379
greater than signs (>)
  command prompt, 135–136
  PowerShell, 154
Green shield with check mark icon, 197
Group Policy, 187, 431–432
  application deployment, 302–304,
    466–467, 467
  AppLocker, 467–468, 468
  certificates, 535
  essentials, 473
  features, 298
  filters, 335, 469–472, 469, 471
  GPMC for, 432–434, 433
  GPOs, 432–433
    blocking inheritance, 450–451, 450
    enforced, 451–452, 451
    filtering, 455–458, 456–457
    loopback processing, 452–455, 453
    multiple, 436–437, 437
    order of precedence, 441–443
    scope, 438–441, 438–441, 457, 457
    settings, 434–436, 434, 436
  Group Policy Editor, 435, 448
  Group Policy Inheritance tab, 446, 446
  Group Policy Management console (GPMC), 432–434, 433
  OUs, 439, 439
    with RSAT, 444–447, 444, 446
  Group Policy Management Editor
    filters, 471, 471
    user rights, 492
  Group Policy Modeling tool, 460
  Group Policy Object Editor, 298
  Group Policy objects (GPOs). See Group Policy
  Group Policy Results tool, 458–460, 459
  Group Policy Results Wizard, 459
  groups
    built-in, 403–405, 404
    creating, 405–406, 406, 409–410, 409
    scope and type, 406–408, 407–408
  -gt comparison operator, 156
InPrivate browsing, 557
Internet Explorer, 555, 569–571, 569–570
vs. Local Security Policy, 483, 483
logon scripts, 462–465, 463–465
RSAT, 444–447, 444, 446
searching, 469–472, 469, 471
security settings, 482, 482
services, 237–238, 237
settings, 460
summary, 472–473
UAC, 480–481
updates, 449
user profiles, 461–462, 461
user vs. computer settings, 447–448, 448
WSUS settings, 211–218, 212–217
Group Policy Editor, 435, 448
Group Policy Inheritance tab, 446, 446
Group Policy Management console (GPMC), 432–434, 433
OUs, 439, 439
with RSAT, 444–447, 444, 446
Group Policy Management Editor
  filters, 471, 471
  user rights, 492
Group Policy Modeling tool, 460
Group Policy Object Editor, 298
Group Policy objects (GPOs). See Group Policy
Group Policy Results tool, 458–460, 459
Group Policy Results Wizard, 459
  groups
    built-in, 403–405, 404
    creating, 405–406, 406, 409–410, 409
    scope and type, 406–408, 407–408
  -gt comparison operator, 156
H

Hard Disk power setting, 246
hard drives
  bad sectors, 267–269, 267
defragmenting, 269–270, 270
partitioning, 270–271
virtual, 26–28, 27, 38
hardening systems, 498–499, 499
hardware
  logon issues, 410
  memory, 263–266, 263, 265
  networking, 350–351, 350–351
  virtualization considerations, 24, 29–31, 30
Hardware page, 272, 272
hashes in digital signing, 294–295, 294
help
  command prompt, 124
  PowerShell, 153, 165
Help command, 153, 165
  “Hey, Scripting Guy!” site, 164
hibernate mode, 243
HiddenShare Properties page, 364
Hide Programs And Features Page option, 298
Hide The Programs Control Panel option, 298
Hide Windows Features setting, 298
hiding updates, 187, 188
High Performance power plan, 245
High Touch Installation with Retail Media method, 66
High Touch Installation with Standard Image method, 66
history
  Internet Explorer, 553, 570–571
tasks, 148
  updates, 189, 189
History page
  Internet Explorer, 553
tasks, 148, 148
Home Basic edition, 3
home networks, 345
Home Premium edition, 3
HomeGroup Connections setting, 362
host IDs, 327
hosted cache mode in BranchCache, 546
hosts
domain controllers, 319
KMS, 51–52
name resolution, 337–342, 354
hours, logon, 414–415, 414–415
HTML (Hyper Text Markup Language), 576
HTTP 1.1 Settings, 564
HTTPS sessions, 565–566
hybrid images, 108
hybrid sleep mode, 243
Hyper Text Markup Language (HTML), 576
I
IANA (Internet Assigned Numbers Authority), 331
ICMP (Internet Control Message Protocol), 352
IE. See Internet Explorer (IE)
IE Customization Wizard 8, 568, 568
IE Forms AutoComplete key, 554
IE Password AutoComplete key, 554
IE Typed URLs key, 554
IEAK 8 (Internet Explorer Administration Kit 8), 568–569
IF statements in PowerShell, 171–172
IIS
  administrative vulnerabilities, 195
  roles, 205–207, 206–207
IKEv2 (Internet Key Exchange version 2), 528–529
Image Capture Description page, 106
Image Capture Source page, 105, 106
Image File page, 99
images, 58–59
  access to, 100–101, 100
  as baselines, 61
designing, 60
MDT 2010, 108, 118–119, 119
online vs. offline servicing, 62
on reference computers, 62–63
SIM tool, 84–87, 85–86
Sysprep for, 63–65, 64
types, 61–62
WDS. See Windows Deployment Services (WDS)
Windows AIK. See Windows Automated Installation Kit (AIK)
ImageX tool, 62, 69–75
implicit deny philosophy, 372
important updates, 180–181
in-place migration, 10, 13, 13
portable USMT batch files, 18–19
ScanState and LoadState, 14–18
incremental service packs, 183
/info switch, 71
information
objects, 166–169, 168
system, 140–142
information severity-level events, 226
inheritance
GPOs, 450–451, 450
NTFS permissions, 380–382, 380
Initial Configuration Tasks screen, 397–399
initial startup boot phase, 277
InPrivate Browsing, 556–557, 556–557
InPrivate Filtering, 558, 558
InPrivate mode, 571
install images, 59
Install Updates Automatically (Recommended) option, 186
install.wim file, 59, 71, 251
Install Windows screen, 7, 7, 28
installation
activation. See activation process
AppLocker feature, 5
BitLocker Drive Encryption feature, 5
BranchCache feature, 5–6
devices, 272, 272
edition selection, 2–4
essentials, 55–56
licensing. See licensing
local, 7–10, 7–9
MBSA, 198
MDT 2010, 109–110
migration. See user state migration
permissions, 291–292, 291
printers, 368–369, 368
Report Viewer, 207
Software Assurance program, 6
summary, 54–55
updates, 187, 188
virtualization. See virtualization
Windows Server 2008, 396–398, 397
Windows XP mode, 6
WSUS, 208–211, 208–211
x86 vs. x64, 4–5
installation DVD
Windows 7 installation from, 7–10, 7–9
WinRE access from, 250, 250
installed device drivers listing, 142
Integrated Scripting Environment (ISE), 151–152, 151
integration components in virtualization, 38–39, 41
Integration Components option, 41
integrity for digital signing, 293
Intel Processor Identification Utility, 30
Intel Virtualization Technology, 30
internal certificate authorities, 534
international settings in Internet Explorer, 564
Internet Assigned Numbers Authority (IANA), 331
Internet Control Message Protocol (ICMP), 352
Internet Control Panel node, 571
Internet Explorer (IE), 550–551
active content, 568
add-on crash detection, 575
advanced settings, 563–565, 564
branding, 568–569, 568
cache, 551–556, 552–554
certificates, 565–567, 565–567
compatibility view, 576, 576
essentials, 577
Group Policy filters, 471
Group Policy settings, 569–571, 569–570
InPrivate browsing, 556–557, 556–557
InPrivate Filtering, 558, 558
network settings, 572
plug-ins and add-ons, 572–574, 573
Protected Mode, 562–563, 562
proxy servers, 336, 336, 572, 572
restoring original settings, 574–575, 575
security zones, 561–562, 561
SmartScreen Filter, 559, 559
summary, 576
troubleshooting, 571–576, 572–573, 575–576
Internet Explorer Administration Kit 8 (IEAK 8), 568–569
Internet Key Exchange version 2 (IKEv2), 528–529
Internet Options dialog box
advanced settings, 564
caches, 552, 552, 554, 554
Protected Mode, 563–565
proxy servers, 572, 572
security zones, 561, 561
Internet Security Accelerator (ISA), 334
Internet security zone, 561
Internet Settings/AutoComplete node, 571
Intlcfg.exe tool, 75
inventory audits, 49
IP addresses, 327
CIDR notation, 330
classfull, 328–329
IPv6, 331–332
misconfigured clients, 329–330, 329
name resolution, 337–342
network IDs, 327–328
NICs, 332–334
private ranges, 331
troubleshooting, 349
IPConfig command, 320–322
IPv4 Address setting, 327
IPv6
DirectAccess, 544
overview, 331–332
ISA (Internet Security Accelerator), 334
ISE (Integrated Scripting Environment), 151–152, 151
.iso files, 81

J
joining domains, 400–402, 401

K
KDCs (Key Distribution Centers), 415, 488
Kerberos authentication, 415, 496–497, 496
Kerberos Policy node, 484, 488–489
kernel-loading boot phase, 279–280, 279
Key Distribution Centers (KDCs), 415, 488
Key Management Service (KMS), 43
activation process, 51–53
licensing infrastructure, 50–51
volume activation, 47–48
working with, 53
keys
certificates, 565
digital signing, 293–294
recovery, 502–503, 503
keywords, filters on, 470
killing applications, 169

L
L2TP (Layer 2 Tunneling Protocol), 528–529
last GPO applied wins rule, 436–437
Last Known Good Configuration (Advanced) option, 282
launching command prompt, 123–124, 123
Layer 2 Tunneling Protocol (L2TP), 528–529
-le comparison operator, 156
leases in DHCP, 322–323, 323
Lee, Thomas, 171
licensing
change detection, 45
compliance audits, 49
expiration data, 47
Key Management Service, 50–51
restrictions, 292, 292
Software Licensing Manager Tool, 45–47, 46
strategy and compliance, 42–43, 43
virtualization, 54
Liebendorfer, Craig, 164
-le comparison operator, 156
Limit Profile Size option, 462
Link-Layer Topology Discovery Mapper service, 345–346
Link-Layer Topology Discovery Responder service, 345
link-local unicast addresses, 332
LIST DISK command, 271
List Folder Contents permission, 377
List Folder/Read Data permission, 374
LIST PARTITION command, 271
listing
   directory contents, 136–137
   installed device drivers, 142
Lite Touch Installation (LTI), 58, 66, 107
LMHosts file, 340
Load Drivers option, 254
LoadState command, 14–18, 20
Local Area Connection Properties page, 333, 333
Local Computer Policy
   Group Policy configuration, 432–433, 432, 483
   precedence, 441
   settings, 435–436
Local Group Policy, 298
Local Group Policy Editor, 472
local installation, 7–10, 7–9
Local Intranet security zone, 561
Local Policies node, 489
Local Security Policy vs. Group Policy, 483, 483
   user rights, 403, 403
Local Service account, 238
local storage for migrated data, 22
Local System account, 238
localization-based images, 62
lockout, account, 486–487, 486
Log On tab, 239
/logfile switch, 74
/Logoff switch, 449
logon boot phase, 280
Logon Properties page, 465, 465
logons, 410
   cached credentials, 411, 411
   computer access restrictions, 415
   context, 412–413, 413
   hardware vs. network, 410
   hours, 414–415, 414–415
   logging, 490
   password expiration, 412, 412
   scripts, 462–465, 463–465
   services, 238–239, 239
   time synchronization, 415–416, 416
logs
   applications, 307–308, 308
   auditing, 490
   Event Viewer, 225–228, 226–227
   ImageX results, 74
   VPN connections, 541–542
loopback processing, 452–455, 453
looping in scripts, 159–160
low-power states, 243–244, 243–244
-lt comparison operator, 156
LTI (Lite Touch Installation), 58, 66, 107

M
Magic Packets, 248
Maintenance section in Action Center, 230
Make All Boot Settings Permanent option, 283
MAKs (Multiple Activation Keys), 43
   proxies, 49–50
   volume activation, 47–49
malware
   anti-malware software, 426–428, 427
   phishing, 560
   repairing infections from, 307
   UAC for, 232
Manage Add-ons screen, 573, 573
Manage Auditing And Security Log right, 493
Manage Default Printers screen, 366, 367
Manage Documents permission, 387
Manage This Printer permission, 387
Manage Wireless Networks link, 344
managed Group Policy filters, 470
Managed service accounts, 238
mandatory profiles, 421–422, 422
Manual setting for services, 236
Manually Connect To A Wireless Network option, 522–523
Map Network Drive window, 359, 360
mapping network drives, 359–360, 360
   masks, subnet, 328–330, 349
Maximum Lifetime For Service Ticket setting, 488
Maximum Lifetime For User Ticket setting, 488
Maximum Lifetime For User Ticket Renewal setting, 488
Maximum Password Age setting, 485
Maximum Tolerance For Computer Clock Synchronization setting, 489
MBSA. See Microsoft Baseline Security Analyzer (MBSA)
MBSA command-line interface (MBSACLI), 183, 195
   in isolated environments, 202
location, 199
running, 199
switches, 200–202
MDT. See Microsoft Deployment Toolkit (MDT) 2010
Media Center Extender Devices, 345
Media Streaming setting, 349
Member Of tab, 410
memory
managing, 263–266, 263, 265
testing, 260–261, 260
x86 vs. x64, 4–5
Merge option in GPO loopback processing, 452
messages in Action Center, 228–234, 229–230, 232, 234
.mhtml extension, 309
Microsoft Baseline Security Analyzer (MBSA), 183, 192–193, 192
computer selection, 193–195, 193–194
EULA, 292
installing, 198
running, 198
vulnerability checks, 195–197, 196–197
Microsoft CHAP Version 2 (MS-CHAP v2), 539
deployment shares, 110–113, 111, 113
installing, 109–110
task sequences, 113–118, 114–117
Windows PE images, 118–119, 119
Microsoft Deployment Toolkit Documentation tool, 110
Microsoft Deployment Toolkit Setup Wizard, 109
Microsoft Point-to-Point Encryption (MPPE), 528–529
Microsoft Report Viewer Redistributable 2008, 205, 207
Microsoft Update, 182
Microsoft Update Improvement Program page, 209
MigApps.xml file, 22
MigDocs.xml file, 21
migration. See user state migration
MigUser.xml file, 22
Minimize contention with the C: drive setting, 264
Minimize space used on the C: drive setting, 264
Minimum Password Age setting, 485
Minimum Password Length setting, 485
Minimum Session Security For NTLM SSP Based (Including Secure RPC) Clients setting, 495
Minimum Session Security For NTLM SSP Based (Including Secure RPC) Servers setting, 495
minus signs (-) in command prompt, 124
misconfigured network clients, 329–330, 329
MOBIKE feature, 529
mobile users, 512
BranchCache, 545–547, 545
DirectAccess, 544–545
eessentials, 547–548
remote access. See remote access summary, 547
wireless. See wireless connectivity
Modify permission, 377
/mount switch, 71–72
/Mount-Wim switch, 76
mounting images, 62, 71, 76
/mountrw switch, 71–72
MPPE (Microsoft Point-to-Point Encryption), 528–529
MS-CHAP v2 (Microsoft CHAP Version 2), 539
MSCconfig (System Configuration utility) tool, 282–285, 283–284
msgbox command, 463
.msi files, 290–291, 302
.mst files, 302
.msu files, 76, 185, 290
multicasts
description, 320
WDS, 102–103
multifactor authentication, 402
Multimedia power settings, 247
multimedia settings in Internet Explorer, 564
Multiple Activation Keys (MAKs), 43
proxies, 49–50
volume activation, 47–49
multiple GPOs, 436–437, 437
Muus, Michael, 352

N
named networks, 346
names
hostname resolution, 337–342, 354
NetBIOS, 331, 337, 340
-ne comparison operator, 156
NET command, 140
Net Meeting, 471
NetBIOS names, 331, 337, 340
netsh (Net Shell) command, 126, 144, 544
netsh branchcache command, 546
netsh int teredo command, 543–544
netsh ras diag set command, 542
netsh wlan show drivers command, 526
network adapters
  settings, 344, 531
  troubleshooting, 351, 351
Network and Sharing Center
  ad hoc networks, 518
  Advanced Sharing Settings page, 348–349, 348
  cached credentials, 411, 411
  connections, 522–523, 523
dial-up connections, 530
Network Diagnostics, 526
Network Discovery, 345–346
Network List Manager Policies, 346–348, 347
  overview, 342–344, 343–344
  profiles, 520–522, 521
  public vs. private networks, 344–345
  security, 524
  signal strength, 524
  VPN connections, 533
  Windows Firewall exceptions, 346
Network Connections page, 350
Network Diagnostics tool, 525–526, 526
Network Diagnostics Wizard, 526
Network Discovery feature, 345–346, 348
Network Discovery Protocol, 345
network IDs, 327–328
network interface card (NICs), 25, 332–334
Network List Manager Policies, 346–348, 347
network loads
  staggered deployments, 104
  VDI environment, 25
Network Security: Minimum Session Security For NTLM SSP Based (Including Secure RPC)
  Clients setting, 495
Network Security: Minimum Session Security For NTLM SSP Based (Including Secure RPC)
  Servers setting, 495
Network Service account, 238
Networking tab, 540–541, 541
networks and networking, 317–318
APIPA, 326–327, 326
application deployment, 302
bandwidth for updates, 190
connectivity
  overview, 318–320, 319
  troubleshooting, 349–354, 350–351, 353
DHCP. See Dynamic Host Configuration Protocol (DHCP)
  essentials, 355–356
  hardware and cabling, 350–351, 350–351
Internet Explorer settings, 572, 572
IP addresses. See IP addresses
IPConfig command, 320–322
logon issues, 410
Network and Sharing Center. See Network and Sharing Center
Ping tool, 352–354, 353
proxy servers, 334–336
RDS on, 300, 300
resources, 358
  essentials, 392
  permissions. See permissions
  pointing to, 359–360, 359–360
  printers. See printers
  share creation, 360–364, 361–364
  summary, 391–392
RFC 1542, 325–326
  summary, 355
unicast, multicast, and broadcast, 320
VPN connections, 540–541, 541
wireless. See wireless connectivity
Never Check For Updates (Not Recommended) option, 187
Never Notify setting, 234, 480
New Technology Directory Services Utility (NTDSUtil), 145
New Technology File System (NTFS) permissions, 371, 374
  basic, 376–377, 376
  granular, 374–379, 375, 378–379
  inheritance, 380–382, 380
  with share permissions, 384–386
WDS, 100, 100
New Technology LAN Manager (NTLM) authentication, 494–495, 495
NICs (network interface cards), 25, 332–334
No Authentication (Open) security type, 514, 519
Normal Startup option, 282–283
Not Configured option, 434–435
data area on taskbar, 228
Notify for Download and Notify for Install option, 212
Notify Me Only When Programs Try To Make Changes To My Computer setting, 234
Notify Me Only When Programs Try To Make Changes To My Computer (Do Not Dim My Desktop) setting, 234, 480
notlike comparison operator, 156
nouns in PowerShell, 153–154
NSLookup tool, 340–342
ntbtlog.txt file, 281
NTDSUtil (New Technology Directory Services Utility), 145
NTFS. See New Technology File System (NTFS) permissions
NTLM (New Technology LAN Manager) authentication, 494–495, 495
ntuser.dat file, 421, 423
NVIDIA driver, 229

Object page for permissions, 378
objects
  access logging, 490
  information on, 166–169, 168
  in OUs, 447–448, 448
OCSP (Online Certificate Status Protocol), 566
offers for DHCP leases, 323
offline image servicing, 62
Offline state in Teredo, 543
Online Certificate Status Protocol (OCSP), 566
online image servicing, 62
Only Allow Local User Profiles option, 462
Only Elevate Executables That Are Signed And Validated setting, 481
Only Restore Previous Versions of Files option, 256
OOBE (Out-Of-Box Experience) selection, 64–65
/oobe switch, 65
Open option for previous versions, 259
Open Command Window Here option, 133
Operating System Compatibility screen, 399
operating systems
  Group Policy filters, 470–471
  installing, 62
  MDT 2010 deployment shares, 109, 112–113
  WSUS, 204
operators for PowerShell comparisons, 155–157
optional updates, 181
Options tab for VPN connections, 537–538, 538
Orange shield with exclamation mark icon, 197
order of GPO precedence, 441–443, 442
Organizational Unit Group Policy, 442
OSCDImg command, 81
OUs
  computer and user objects, 447–448, 448
  Group Policy, 442
  scope, 439–440, 439
Out-File cmdlet, 154
Out-Of-Box Experience (OOBE) selection, 64–65
out-of-cycle updates, 180
output
  command prompt, 135–136
  PowerShell, 154, 170–171
Overview Of Windows Deployment Services page, 93
Owner page for permissions, 378–379, 378

PA (Protected Admin) account, 233
packages
  application, 290–291, 302
  DISM, 76–78
packet-filtering firewalls, 506
paging files, 264
paging virtual memory, 264
PAP (Password Authentication Protocol), 539
Param command, 176
parameters in PowerShell, 157, 176
parentheses () in PowerShell, 157
partitions
disks, 270–271
installation, 8
Password Authentication Protocol (PAP), 539
Password Must Meet Complexity Requirements setting, 486
Password Policy node, 412, 412, 484–486
Password Protected Sharing setting, 362
Password Settings objects (PSOs), 485
passwords
  authentication, 402
  BitLocker, 501–502
  checking, 195
  expiration, 412, 412
  forms, 552
  groups, 409
  installation, 9
  policies, 484–486
  task sequences, 117
  Windows Server 2008, 397
pasting at command prompt, 134–135, 135
Patch Tuesday, 180
PATH command, 129
Path System variable, 131, 131
PATHEXT system variable, 129
paths
  command prompt, 128–129
  to executables, 129–132
PCI Express power setting, 247
PDC (primary domain controller) emulators, 415
PEAP (Protected Extensible Authorization Protocol), 514–515
PEimg.exe tool, 75
Per Group rules in AppLocker, 468
Per User rules in AppLocker, 468
percent signs (%) in system variables, 127–128
performance issues, 223–224
  Action Center, 228–234, 229–230, 232, 234
  BIOS, 271
  boot. See boot issues
devices, 271–276, 272–274, 276
disks, 267–271, 267, 270
essentials, 287
logs for, 225–228, 226–227
memory, 263–266, 263, 265
power settings, 242–248, 242–246
services, 234
  accessing, 235–236, 235
  configuring, 236–240, 237, 239–240
  Service Control command, 241–242
summary, 286
WinRE. See Windows Recovery Environment (WinRE)
Performance Options page, 266
permissions, 371–372, 372
  DACLS, 373–374, 373
  groups, 408
  installation, 291–292, 291
  NTFS. See New Technology File System (NTFS) permissions
  printer, 386–388, 386–387
  Protected Admin account, 233
  vs. rights, 403
  share, 364, 382–384, 382–383
  SIDs, 372–373
  WDS, 100, 100
Permissions dialog box, 364
phishing, 560
Ping Request Could Not Find Host message, 352
Ping tool, 352–354, 353
pipelining, 154
pipes with command prompt, 142, 154
Pkgmgr.exe tool, 75
PKI (Public Key Infrastructure), 293
plug-ins for Internet Explorer, 572–574, 573
Point-to-Point Tunneling Protocol (PPTP), 528–529
policies, 482, 482
  account, 484–485, 484, 487–488
  account lockout, 486–487, 486
  audit, 489–492, 489, 491
  enforced, 451–452, 451
  group. See Group Policy
  Kerberos, 488–489
  local, 489
  Local Security Policy vs. Group Policy, 483, 483
  password, 484–486
  removable storage access, 498–499, 499
  Security Options node, 494–497, 495–496
  system services, 497, 497
  user rights assignment, 492–494, 492
policy change events logging, 490
Policy Events tab, 458
portable USMT batch files, 18–19
ports
  printers, 365, 367
  Windows Firewall, 507–508, 507
  Ports tab, 365, 367
POST (Power On Self Test), 277
potato chip cans, 524
pound signs (#) in scripts, 163
Power Buttons And Lid power setting, 247
Power On Self Test (POST), 277
Power Options page, 242, 242, 244
power plans, 244–245, 245
Power Saver plan, 245
power settings, 242, 242
advanced, 246–248, 246
low-power states, 243–244, 243–244
power plans, 244–245, 245
Wake On LAN, 248
Power Users group, 405
Powercfg tool, 242
PowerShell, 121, 150–151
aliases, 152–153
cmdlets, 152
command overview, 164–165
comparison operators, 155–157
essentials, 176–177
functions, 153
help, 165
IF statements, 171–172
ISE, 151–152, 151
output
filtering, 171
formatting, 170–171
to text files, 154
parentheses, brackets, and braces, 157
scripts, 157–164, 175–176
summary, 176
Switch statements, 172–174, 174
syntax, 154–155
variables, 155
verbs and nouns, 153–154
WMI cmdlets, 166–169, 168
PowerShell Execution Policy, 158–159
PPTP (Point-to-Point Tunneling Protocol), 528–529
pre-shared keys (PSKs), 515
Preboot Execution Environment (PXE), 67
capturing images, 104–105, 105
clients, 89–90, 90, 94, 96–97
server settings, 95, 96
precedence of GPOs, 441–443, 442
prefixes for IPv6, 332
preinstallation environment, 80–84, 82
Prevent Roaming Profile Changes From
Propagating To The Server option, 462
previous versions
applications, 313–314
files, 259, 259
Previous Versions tab, 259, 259
primary domain controller (PDC) emulators, 415
Pringles potato chip cans, 524
Print permission, 387
Print Server Properties screen, 366–367
Printer Properties page, 365, 390, 390
Printer Spooler service, 387
printers, 364–365, 365–366
common problems, 389–390
connecting to, 370–371, 370
default, 366, 367
drivers, 367–369, 369, 390–391
hardware failures, 390, 390
installing, 368–369, 368
Internet Explorer setting, 564
network, 388–390, 388
permissions, 371, 386–388, 386–387
print queue, 366
server issues, 391
server properties, 366–367
sharing, 369, 369
VPCs, 38
Printing Preferences settings, 365
private keys
certificates, 565
digital signing, 293
private networks
Network Discovery, 345
vs. public, 344–345
Windows Firewall, 346
privilege use events logging, 490
Probe state in Teredo, 543
Problem Reporting Settings in Action Center, 231–232, 232
Problem Steps Recorder, 309–310, 309
process tracking events logging, 490
Processor Power Management setting, 247
product keys, 42–43, 43, 46
Professional edition, 3–4
Profile tab, 419–420, 422, 422, 425, 425
profiles

user. See user profiles
wireless connectivity, 519–522, 520–521
Program Compatibility Wizard, 312–313, 313
%ProgramFiles% system variable, 128
programs. See applications
Programs and Features applet, 305
promoting servers to domain controllers, 399–400
properties and Properties page
batch files, 148
Group Policy filters, 470
printers, 365, 366
Protected Admin (PA) account, 233
Protected Extensible Authorization Protocol (PEAP), 514–515
Protected Mode in Internet Explorer, 562–563, 562
protocols
VPN connections, 539
Windows Firewall, 507–508, 507
proxies
Internet Explorer settings, 572, 572
MAK, 49–50
proxy servers, 320, 334–336
PSKs (pre-shared keys), 515
PSOs (Password Settings objects), 485
public certificate authorities, 534
Public folder, 349, 361–362, 362
Public Folder Sharing setting, 349, 361–362, 362
Public Key Infrastructure (PKI), 293
public keys
certificates, 565
digital signing, 293–294
public networks
Network Discovery, 345
vs. private, 344–345
Windows Firewall, 346
%Public% system variable, 128
publishing applications
Group Policy, 303–304, 466, 467
Windows XP mode, 34–35, 34–35
PXE (Preboot Execution Environment), 67
capturing images, 104–105, 105
clients, 89–90, 90, 94, 96–97
server settings, 95, 96
PXE Filter tool, 110
PXE Server Initial Settings page, 95, 96

Q
Qualified state in Teredo, 543
question marks (?) in command prompt, 125, 144
queues, print, 366
QuickEdit mode, 134–135, 135
/quiet switch, 65
Quit option, 64
quotes (") for strings with spaces, 126

R
RAM
managing, 263–266, 263, 265
testing, 260–261, 260
x86 vs. x64, 4–5
RDS (Remote Desktop Services), 300, 300
Read permission, 376, 383
GPOs, 456–457
printers, 388
Read & Execute permission, 376–377
Read Attributes permission, 374
Read Extended Attributes permission, 374
Read Permissions permission, 374
real-time spyware protection, 427
Reboot option, 64
/RebuildBCD switch, 262
recommended updates, 181
recovery
BitLocker encryption. See BitLocker
encryption
services, 239–240, 240
WinRE. See Windows Recovery Environment (WinRE)
recovery mode setting, 286
Recovery tab, 239–240, 240
Red shield with an X icon, 197
reference computers, images on, 62–63
Refresh Remaining Count command, 49
Registry
Internet Explorer, 553–554
user profiles, 417–418
Release Notes file, 110
/Release switch, 322
/Release6 switch, 322
Remember Credentials (Recommended) option – Run Script icon

Remote Access Preferences dialog box, 542–543, 542
Remote Desktop Services (RDS), 300, 300
Remote Installation Folder Location page, 95
Remote Server Administration Tools (RSAT), 297, 444–447, 444, 446
remote storage for migrated data, 22
Remote Wake-up feature, 248
RemoteSigned signing, 158
Removable Storage Access policy, 498–499, 499
Remove option for NTFS permission inheritance, 380
/Remove-Package switch, 77
Remove_WmiObject cmdlet, 169
Rename Administrator Account right, 494
/Renew switch, 322
/Renew6 switch, 322
Repair option for applications, 306
Repair Your Computer option, 249–250, 278
repairing application installations, 305–307, 305–306
Replace option in GPO loopback processing, 452
Report Unsafe Website option, 559
Report Viewer, 207
reports
MBSA, 196–197, 196–197
WER, 231–232, 232
WSUS, 220–221, 221
Request Timed Out message, 352
requests for DHCP leases, 323
Require A Password On Wakeup setting, 246
requirements in Group Policy filters, 470–472
Reset Account Lockout Counter After setting, 487
resolving names to IP addresses, 337–342, 354
Respond Only To Known Client Computers option, 94, 96
Respond To All (Known And Unknown) Client Computers option, 94–95
Restart option, 40
Restart The Computer action, 240
Restart The Service action, 240
Restore option for previous versions, 259
restore points, 258, 258
Restore Previous Versions option, 259
Restore System Files And Settings page, 257–258
Restore System Settings And Previous Versions Of Files option, 256
Restore User State phase in task sequences, 115
Restore Your Computer Using A System Image You Created Earlier option, 254
restoring
files, 259, 259
Internet Explorer settings, 574–575, 575
updates, 187, 188
Restricted signing, 158
Restricted Sites security zone, 562
Review Your Update History page, 189, 189
RFC 1542, 325–326
rights
vs. permissions, 403
policies, 492–494, 492
risk scores in MBSA, 197, 197
roaming profiles, 418–419, 419
Group Policy settings, 462
implementing, 419–420, 420–421
role-based images, 62
roles
WDS, 92–96, 93, 95–96
Web Server, 205–207, 206–207
rolling back drivers, 275–276, 276
rollups, 183
routers
description, 319
wireless, 516–517, 516
RSAT (Remote Server Administration Tools), 297, 444–447, 444, 446
rules
AppLocker, 468, 468
dial-up connections, 530
Windows Firewall, 508–509, 508
Run A Program action, 240
Run All Administrators In Admin Approval Mode setting, 480
Run Script icon, 152
Safe Modes, 280–281, 281
- applications running in, 310
- Safe Mode With Command Prompt mode, 281
- Safe Mode With Networking mode, 281
- SC (Service Control) command, 241–242
- Scan Multiple Computers link, 194
- Scan Using Assigned Windows Server Update Services (WSUS) Servers Only option, 196
- Scan Using Microsoft Update Only option, 196
- /ScanOS switch, 262
- ScanState command, 14–18, 20
- SCCM (System Center Configuration Manager), 58–60, 107, 166
  - application deployment, 302–304
  - description, 67
  - updates, 182, 190
- SCDPM (System Center Data Protection Manager), 68
- SCE (System Center Essentials), 68
- scheduled-cast transmissions, 103
- scheduling
  - application deployment, 302–303
  - batch files, 147–149
  - staggered deployments, 104
  - updates, 190
- SCOM (System Center Operations Manager), 67
- Scope tab, 457, 457
- scopes
  - DHCP, 324–325, 324–325
  - GPOs, 438–441, 438–441, 457, 457
  - groups, 406–408, 407–408
- scripts, 157
  - application deployment, 303
  - AppLocker, 468, 468
  - automating IPv4 settings, 144
  - batch files, 147–149
  - Group Policy, 462–465, 463–465
- PowerShell, 157
  - collections, 160–161
  - creating, 161–163
  - documenting, 163–164
  - looping, 159–160
  - PowerShell Execution Policy, 158–159
  - reusability, 175–176
  - for user profiles, 425–426, 425
- SCVMM (System Center Virtual Machine Manager), 68
- Search From The Address Bar option, 564
- searching Group Policy, 469–472, 469, 471
- Secure Shell Tunneling Protocol (SSTP), 528–529
- security, 475–476
  - Action Center, 230, 233
  - authentication, 402
  - authorization, 402–403
  - BitLocker, 499–505, 502–503, 505
- essentials, 510
- groups
  - built-in, 403–405, 404
  - creating, 405–406, 406, 409–410, 409
  - scope and type, 406–408, 407–408
- images, 63
- Internet Explorer, 563, 565–567, 565–567
- permissions. See permissions policies. See Group Policy; policies
- printers, 367
- summary, 509–510
- UAC, 292, 476–479, 477
  - digital signing, 293, 293
  - Group Policy, 480–481
  - settings, 232–234, 234, 479–480, 479
- updates. See updates
- user state migration, 23
- Windows Firewall, 506–509, 506–508
- wireless networks, 513–515, 514, 525
- Security Features node, 571
- security groups, 407
- security identifiers (SIDs), 45, 372–373
- Security log, 225
- Security Options node, 494–497, 495–496
- Security page
  - GPOs, 455–457, 456
  - Internet Explorer, 561, 561, 563, 565, 568, 571
  - permissions, 373, 373, 377–379, 381–382
  - printers, 365
  - VPN connections, 538–539, 539
- Security Settings node, 482, 482
- Security Support Provider (SSP), 494
- security zones, 561–562, 561
- SELECT DISK command, 271
- Select Role Services page, 93
- Select Rule Type page, 509
- Select Server Roles page, 92, 93
Select statement, 168
Select Update Source page, 208
Select Users or Groups dialog box, 377
Selective Startup option, 283
Server Operator group, 405
servers
  DirectAccess, 544–545
  DNS. See Domain Name System (DNS) servers
  printer, 366–367, 391
  promoting to domain controllers, 399–400
  proxy, 334–336, 572, 572
  WINS, 319
  WSUS, 204–205
Service Control (SC) command, 241–242
service packs, 183
Service Set Identifiers (SSIDs), 519–522
services, 234
  accessing, 235–236, 235
  configuring, 236–240, 237, 239–240
  Service Control command, 241–242
Services applet, 168, 168
Services console, 235, 235
Services tab, 283
Set A Password For Your Account screen, 9
Set As Default Printer settings, 365
SET command, 139–140
Set-ExecutionPolicy cmdlet, 158–159
Set-Location cmdlet, 153, 162
SET PATH command, 129–130
Set Roaming Profile Path For All Users Logging
  Onto This Computer option, 462
Set Synch Schedule page, 210
Set Up A Dial-up Connection option, 523
Set Up A New Network option, 522
Set Up A Wireless Ad Hoc (Computer-To-
  Computer) Network option, 523
settings, migrating. See user state migration
Settings option, 41
Settings tab, 458
Setup log, 225
severe risks in MBSA, 197
severity levels for logs, 226
Shared security type, 514
shares and Sharing tab, 358–359
  creating, 360–364, 361–364
  deployment
    creating, 108, 110–113, 111, 113
    updating, 118–119, 119
files, 364–365, 364
Network and Sharing Center. See Network
  and Sharing Center
permissions, 371, 382–386, 382–383
printers, 369–371, 369–370
for roaming profiles, 419
VPNs, 536
Shut Down button, 248
Shut Down The System right, 494
Shutdown: Clear Virtual Memory Pagefile
  right, 494
Shutdown options, 64
/shutdown switch, 65
side-by-side migration, 11, 20–21, 20
SIDs (security identifiers), 45, 372–373
signal strength in wireless networks, 524–525, 524
signed drivers, 273–275, 274
signing, digital, 292–296, 293–295
sigverif.exe tool, 274
SIM (System Image Manager), 84–87, 85–86
Simple Services Discovery Protocol, 345
Site Group Policy, 441
site scope of GPOs, 440–441, 440–441
slashes (/) in command prompt, 124
sleep mode, 40, 243, 243, 247
slmgr.vbs (Software Manager Licensing Manager
  Tool), 45–47, 46, 53
small-office networks
  Network Discovery, 345
  wireless routers, 516–517
smart cards
    BitLocker, 501
description, 497
ECC for, 497
SmartScreen Filter, 559, 559
SMS (Systems Management Server), 60, 166
software. See applications
Software Assurance program, 6
Software Licensing Manager Tool (slmgr.vbs),
  45–47, 46, 53
Software Settings node, 433
SOHOs (small offices, home offices) wireless
  routers, 516–517
Source Files setting for MDT 2010
deployment, 112
spaces, strings with, 126
Specify A Product Key page, 117
Specify Intranet Microsoft Update Service
   Location Properties setting, 213, 213, 215
Specify Proxy Server page, 210
spelling errors in command prompt, 124
/split switch, 74
splitting images, 74
spooler service, 387
spyware, 426–428, 427
SQL administrative vulnerabilities, 195
SSIDs (Service Set Identifiers), 519–522
SSP (Security Support Provider), 494
SSTP (Secure Shell Tunneling Protocol), 528–529
staggering deployments, 103–104
staging devices, 271
Standard Client Task Sequence template, 114, 115
standard images, 62
standard profiles, 417–418, 418
standard user access tokens, 477
Start menu
   Administrative Tools, 235, 445
   application compatibility, 311
   assigned applications, 303, 466
   low-power states, 243
   printers, 364–365
   Shut Down button, 248
   VPCs, 36
   Windows AIK, 12
   Windows XP mode applications, 6, 29, 34–35, 299
Start-Service cmdlet, 174
Start This Connection Automatically option, 520
Starter edition, 2
Startup and Recovery page, 285–286, 285
Startup Repair tool, 255, 279, 279
startup scripts, 462
Startup tab in System Configuration utility, 283
Startup Type setting, 236–237
State Capture phase in task sequences, 115
State Restore phase in task sequences, 115
stateful firewalls, 506
status of Windows Firewall, 506–507, 506
stop errors, 266
Store Passwords Using Reversible Encryption setting, 486
storing BitLocker recovery data, 503–505, 503, 505
strings with spaces, 126
subdirectories, copying, 138
subnet masks, 328–330, 349
Summary tab for Group Policy Results tool, 458
super-mandatory profiles, 422–423
swapping virtual memory, 264
Switch statements in PowerShell, 172–174, 174
Switch To The Secure Desktop When Prompting
   For Elevation setting, 481
switches for command prompt, 124–125
synchronization, logon, 415–416
syntax
   command prompt errors, 124
   PowerShell, 154–155
Sysprep (System Preparation) tool
   running, 63–65, 64
   SID removal, 45
   user profiles, 424
system audit mode, 64
System Center Configuration Manager (SCCM), 58–60, 107, 166
application deployment, 302–304
description, 67
updates, 182, 190
System Center Data Protection Manager (SCDPM), 68
System Center Essentials (SCE), 68
System Center Operations Manager (SCOM), 67
System Center suite, 67–68
System Center Virtual Machine Manager (SCVMM), 68
System Cleanup Actions, 64
System Configuration utility (MSConfig) tool, 282–285, 283–284
system events, logging, 490
System Failure settings, 286
System Image Manager (SIM), 84–87, 85–86
System Image Recovery, 260
System log, 225
System page for Windows activation, 44
System Preparation (Sysprep) tool
   running, 63–65, 64
   SID removal, 45
   user profiles, 424
System Properties dialog box, 256, 256, 258, 265
System Protection tab, 256, 256, 258
System Recovery Options screen, 249, 254, 254, 257, 260, 260
System Restore, 255–257, 256
  performing, 257
  previous versions, 259, 259
  restore points, 258, 258
System Services node, 497, 497
System Settings page, 244, 244
system variables
  common, 127–128
  setting, 139–140
%systemdrive% system variable, 127
SystemInfo command, 140–142
%systemroot% system variable, 127
Systems Management Server (SMS), 60, 166
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Take Ownership Of Files Or Other Objects
  right, 494
Take Ownership permission
  description, 376
  printers, 388
/Target switch, 449
Task Scheduler, 147–149
  task sequences in MDT 2010, 109, 113–118, 114–117
  taskbar notifications, 212, 228
TCP/IP (Transmission Control Protocol/Internet Protocol) suite, 318
TechNet Script Center Gallery, 164
templates for task sequences, 114, 115
Temporal Key Integrity Protocol (TKIP), 515
Temporary Internet Files folder, 553
Teredo tunneling protocol, 543–544
test beds for domains, 394–395, 395
Test Compatibility Settings For The Program screen, 312
test pages, printing, 390
testing
  memory, 260–261, 260
  updates, 190–191
  user state migration, 23
text, displaying, 143
text files, output to, 154
TGTs (ticket-granting tickets), 415
The Following System Components Depend On
  This Service list, 240
thick images, 108
thin images, 108
third-party anti-malware software, 428
This Service Depends On The Following System Components list, 240
thresholds
  account lockout, 487
  activation, 51
ticket-granting tickets (TGTs), 415
time synchronization for logons, 415–416, 416
%time% system variable, 128
Title tab, 40
TKIP (Temporal Key Integrity Protocol), 515
tokens in UAC, 477
Tools And Settings page, 427
Tools menu, 41–42, 41
Tools tab
  drive management, 267, 267, 270
  System Configuration utility, 283–284, 284
  TPMs (Trusted Platform Modules), 500
  transforms to package files, 302
Transmission Control Protocol/Internet Protocol (TCP/IP) suite, 318
transmitting WDS images, 102–103, 103
Traverse Folder/Execute File permission, 375
Trigger page for batch files, 148
troubleshooting
  boot issues. See boot issues
  Internet Explorer, 571–576, 572–573, 575–576
  network connectivity, 349–354, 350–351, 353
  VPN clients, 535–536, 536
  wireless connections, 523–526, 524, 526
  trusted certificate authorities, 295–296, 296
  Trusted Platform Modules (TPMs), 500
  Trusted Root Certification Authorities store, 296, 565–566
  Trusted Sites security zone, 562
tunneling
  Teredo protocol, 543–544
  VPN connections, 528–529
Turn Off SmartScreen Filter option, 558–559
Turn Off System Protection option, 257
Turn On TPM Backup To Active Directory Domain Services setting, 502, 502, 504
Type The Internet Address page, 533
Type Your Product Key For Activation screen, 396
UAC. See User Account Control (UAC)
Ultimate edition, 3–4
/unattend switch, 65
unattended answer files, 84–87, 85–86
UNI (Universal Naming Convention) paths, 21, 110, 140, 358–360
unicast transmissions
defined, 320
prefixes, 332
WDS, 102, 103
unidentified networks settings, 346–348, 347
unique local unicast addresses, 332
Universal groups, 407
Universal Naming Convention (UNC) paths, 21, 110, 140, 358–360
unmanaged clients, 195
/unmount switch, 72–73
/Unmount-Wim switch, 76
unmounting images, 72, 76
Unrestricted signing option, 158
updates, 179–180
auditing, 182–183
deploying, 182
deployment shares, 109, 118–119, 119
drivers, 275
essentials, 222
Group Policy, 449
images, 76, 101
MBSA. See Microsoft Baseline Security Analyzer (MBSA)
rollups, 183
service packs, 183
summary, 221
testing, 190–191
tools, 190
types, 180–181
Windows Update 184–185, 184
history, 189, 189
installing, hiding, and restoring updates, 187, 188
settings, 185–187, 186
WSUS. See Windows Server Update Services (WSUS)
upstream servers for WSUS, 203
URL filtering, 335
USB devices
bootable drives, 81–84
flash drives, 18–19
power settings, 247
selecting, 41, 41
VPCs, 38
USB menu, 41, 41
Use Recovery Tools That Can Help Fix Problems
Starting Windows option, 254
Use SSL 2.0 and Use SSL 3.0 option, 567
User Account Control (UAC), 232
digital signing, 293, 293
Group Policy, 480–481
overview, 476–479, 477
settings, 232–234, 234, 479–480, 479
User Accounts Control Settings screen, 233–234, 234, 479–480, 479
user accounts for roaming profiles, 419
User Configuration node, 569–570, 570
user Group Policy settings, 447–448, 448
user profiles, 14, 416–417
default, 423–425, 424
Group Policy, 461–462, 461
mandatory, 421–422, 422
roaming, 418–420, 419–421
scripts for, 425–426, 425
standard, 417–418, 418
super-mandatory, 422–423
User Profiles page, 423–424, 424
User Rights Assignment node, 492–494, 492
User Rights Assignment page, 403, 403
user state migration, 10–11
local vs. remote storage considerations, 22
preservation guidelines, 21–22
security, 33
testing, 23
USMT. See User State Migration Toolkit (USMT)
wipe-and-load vs. side-by-side, 20–21, 20
User State Migration Toolkit (USMT)
batch files, 16–19
in-place migration, 13, 13
migration types, 10–11
preparing, 11–13, 12
ScanState and LoadState, 14–18
%username% system variable, 128
users, groups for
  built-in, 403–405, 404
  creating, 405–406, 406, 409–410, 409
  scope and type, 406–408, 407–408
Users folder, 417
USMT. See User State Migration Toolkit (USMT)
USMT folder, 18

V
validity intervals for activation, 52
VAMT (Volume Activation Management Tool),
  13, 48–50, 49
VAMT 1.2 folder, 13
variables
  PowerShell, 155
  system, 127–128, 139–140
  .vbs extension, 463
VDI (Virtual Desktop Infrastructure), 24–25, 54
VECD (Virtual Enterprise Centralized
  Desktop), 54
verbs in PowerShell, 153–154
versions of applications, 313–314
vertical bars (|) in command prompt, 142, 154
VHD (virtual hard drive) strategies, 26–28, 27
View Full Screen option, 40
View tab, 552–553, 553, 555
Virtual Desktop Infrastructure (VDI), 24–25, 54
Virtual Enterprise Centralized Desktop
  (VECD), 54
virtual hard drive (VHD) strategies, 26–28, 27
virtual memory, 264–266, 265
Virtual Memory page, 266
Virtual PC (VPC), 24, 299–300
  application delivery, 299–300
  creating, 36–37, 37
  domains, 395–398, 397
  installing, 31–33
  integration components, 38–39
  menu, 39–40, 39–40
    Action, 40
    Ctrl+Alt+Del keys, 42
    Tools, 41–42, 41
  USB, 41, 41
  networks, 25, 395–398, 397, 400–401
  for previous Windows versions, 314
virtualization, 24
application delivery, 299–301, 301
direct connections vs. brokered, 26
licensing, 54
VDI environment, 24–25
VHD strategies, 26–28, 27
VPC. See Virtual PC (VPC)
Windows XP mode, 29
  applications in, 33–36, 34–35, 299
  hardware, 29–31, 30
  software, 31–33, 33
Virtualize File And Registry Write Failures To
  Per-User Locations setting, 481
viruses
  antivirus software, 426–428, 427
  repairing infections, 307
Volume Activation Management Tool (VAMT),
  13, 48–50, 49
volume activation methods, 47–49, 49
VPC. See Virtual PC (VPC)
VPN connections, 527–528, 528, 532–533,
  532–533
  certificates, 534–535, 535
  diagnostics, 542–543, 542
  General settings, 537, 537
  logging, 541–542
  Networking settings, 540–541, 541
  Options settings, 537–538, 538
  Security settings, 538–539, 539
  troubleshooting, 535–536, 536
vulnerability checks in MBSA, 195–197

W
Wake On LAN feature, 248
WAPs (wireless access points), 516, 516
Warn About Certificate Mismatch option, 567
warning severity-level events, 226
WDS. See Windows Deployment Services (WDS)
weak passwords, checking for, 195
Web Server roles, 205–207, 206–207
Web Services Dynamic Discovery service, 345
Web Site Selection page, 208, 208
WEP (Wired Equivalent Privacy), 513, 519
WER (Windows Error Reporting), 231–232, 232
“What Does USMT Migrate” article, 22
Where-Object command, 171–172
whoami command, 413, 478–479
WHQL (Windows Hardware Quality Labs), 273–274
Wi-Fi drivers, Network Diagnostics for, 526
Wi-Fi Protected Access (WPA), 513
Wi-Fi Protected Access 2 (WPA2), 513
wildcards in command prompt, 125
Wilson, Ed, 164
.wim files, 58–59, 62, 69–71
Win32 classes, 166–167
Win32_Computersystem class, 166–167
Win32_Service class, 167–168
Win32_Share class, 166
%windir% system variable, 127
Windows Automated Installation Kit (AIK) bootable media, 66
images, 59–60, 60, 66–68
capturing, 69–70
creating, 73
deleting, 73
deploying, 70
file lists, 73–74
ImageX tool, 69–75
information about, 70–71
logging results, 74
modifying, 72–73
mounting, 71, 76
splitting, 74
unmounting, 72
updating, 76
installing, 11–13, 12
Windows Boot Loader boot phase, 278–279
Windows Boot Manager program, 263, 277–278, 278
Windows command prompt. See command prompt
Windows Defender, 426–427, 427
Windows Deployment Services (WDS), 58, 67, 88, 437
adding and configuring, 91–92
application deployment, 304
clients, 89
images
adding, 96–100, 97, 99
capturing, 104–107, 105–106
deploying, 89–91, 90, 101–104
restricting access, 100–101, 100
updating, 101
requirements, 88–89
role, 92–96, 93, 95–96
Windows Deployment Services Configuration Wizard, 95–96, 95–96
Windows Deployment Services Image Capture Wizard, 105–106, 106
Windows Deployment Services Image File setting, 112
Windows Error Reporting (WER), 231–232, 232
Windows Features tool, 296–298, 297, 444, 444
Windows Firewall, 235–236, 235, 505–506
ports and protocols, 507–508, 507
rules, 346, 508–509, 508
status, 506–507, 506
Windows Firewall service, 235–236, 235
Windows Hardware Quality Labs (WHQL), 273–274
Windows Installer, 471
Windows Internet Name Service (WINS) servers, 319, 340
Windows Management Instrumentation (WMI), 144–145, 195
application deployment, 303
filtering, 458
Windows Media Player, 471
Windows Memory Diagnostic, 260–261, 260
Windows Network Diagnostics page, 351
Windows PowerShell. See PowerShell
Windows Preinstallation Environment (WinPE), 91
bootable media, 80–84, 82
ImageX in, 69
packages in, 77
Windows Recovery Environment (WinRE), 80, 248
accessing, 249–254, 249–250
command prompt, 261–263
partition for, 8
Startup Repair tool, 255
System Image Recovery, 260
System Restore, 255–259, 256, 258–259
Windows Memory Diagnostic, 260–261, 260
working with, 254
Windows Search Properties page
General tab, 236–237, 237
Recovery tab, 239–240, 240
Windows Server 2008
configuring, 398–399, 399
installing, 396–398, 397
Windows Server Update Services (WSUS), 60, 166, 202–204, 203–204

application deployment, 304

computer groups, 218–219

Group Policy settings, 211–218, 212–217

installing, 208–211, 208–211

Report Viewer, 207

reports, 220–221, 221

requirements, 205

updates, 182, 190, 204, 220

Web Server roles, 205–207, 206–207

Windows Server Update Services Configuration Wizard, 208–211, 208–211

Windows Service Hardening process, 238

Windows Settings node for Group Policy, 433

Windows System Image Manager, 13, 84–87, 85–86, 424

Windows Update 184–185, 184

Action Center, 231

history, 189, 189

installing, hiding, and restoring updates, 187, 188

settings, 185–187, 186

Windows Virtual PC. See Virtual PC (VPC)

Windows XP mode, 6, 29

applications in, 33–36, 34–35, 299

hardware, 29–31, 30

software, 31–33, 33

/winfile switch, 75

Winlogon.exe program, 280

WinPE (Windows Preinstallation Environment), 91

bootable media, 80–84, 82

ImageX in, 69

packages in, 77

WinRE. See Windows Recovery Environment (WinRE)

WinRE.wim file, 251–252

WINS (Windows Internet Name Service) servers, 319, 340

wipe-and-load migration, 11, 20–21, 20

Wired Equivalent Privacy (WEP), 513, 519

wireless access points (WAPs), 516, 516

Wireless Adapter power settings, 247

wireless connectivity, 512–513

ad hoc networks, 517–519, 518

connections, 522–523, 523

Network Diagnostics, 525–526, 526

profiles, 519–522, 520–521

routers, 516–517, 516

security, 513–515, 514, 525

signal strength, 524–525, 524

troubleshooting, 523–526, 524, 526

wireless access points, 516, 516

WMI_cmdlets, 166–169, 168

WMI (Windows Management Instrumentation), 144–145, 195

application deployment, 303

filtering, 458

WMI Query Language (WQL), 458

Wmic command, 144–145

WPA (Wi-Fi Protected Access), 513

WPA-Enterprise security type, 515

WPA-Personal security type, 514

WPA2 (Wi-Fi Protected Access 2), 513

WPA2-Enterprise security type, 515

WPA2-Personal security type, 515, 519

WQL (WMI Query Language), 458

Write An Event To The System Log option, 286

Write Attributes permission, 375

Write Debugging Information option, 286

Write Extended Attributes permission, 375

Write permission, 377

WSUS. See Windows Server Update Services (WSUS)

WSUS Options page, 220

WSUS statistics server, 213

wsusscn2.cab catalog, 194–195, 202

Wuredist.cab catalog, 202

X

x86 edition vs. x64, 4–5

XCopy command, 138
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Your Folder Is Shared screen, 363
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Zero Touch Installation (ZTI), 58, 67, 304

.zip files, 71

zones, security, 561–562, 561