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server racks, 328
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Smurf attacks, 636, 692
SNMP (Simple Network Management Protocol), 711
network switches and, 387
Snort, 573–574, 693
Snort IDS
configuration file, 362–377
running, 378–382
social engineering exploits, 635, 693
phishing attacks, 600–603
sockets, 693
soft targets, 693
softphone, 693
software
antispyware, 221–222
antivirus programs, 220–221, 256
exploitation, 223–224, 248
exploits, 693 (See also vulnerabilities)
anti-malware and, 599
antivirus and, 599
exercises, 616–626
Flash and, 593
FREAK exploits, 615
Java, 597–599
LDAP attacks, 597
logjam attacks, 615
networks, session hijacking, 604–606
PHP and, 592–593
plugins and, 592
social engineering, phishing attacks, 600–603
SQL injection, 594–597
TLS (Transport Layer Security) exploits, 614–615
firewalls, 261, 693
malware
adware, 219
botnets, 220
logic bombs, 219–220
ransomware, 219
rootkits, 218–219
spyware, 219, 221–222
Trojans, 218
viruses, 218
worms, 218
zombies, 220
security software, 253
software-defined networks, 494–495
SOHO (small office/home office), 490
SolarWinds, 572, 693
solenoid-operated deadbolts, 18–19
spam, 612
authentication and, 613
e-mail blacklists, 614
notification for e-mail volumes, 613
outgoing recipient limits, 613
webmail server restrictions, 613–614
spammers, 637
spanning-tree attack, 693
SPDT (single-pole, single-throw) relay, 21
spear phishing attacks, 602–603, 635, 693
spoofing attacks, 395, 431, 694
ARP, 652
IP addresses, 674
spyware, 219, 221–222, 247, 694
SQL injection attacks, 594–597, 635, 694
SQLi (SQL injection), 711
SRK (Storage Root Key), 711
SRP (Secure Remote Password), 541, 690, 711
SSH (Secure Shell), 570, 690, 711
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