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Strategic Health IT Advanced Research Programs (SHARP), 10
Strategic IT investment, 238
Strategy formulation: of IT alignment mission and goals, 398–399; knowing when it isn’t needed, 421
Strategy implementation: knowing when it isn’t needed, 421; making decisions related to, 399–400
Stratification, 109
Structure quality measure, 336t
Support and evaluation phase (SDLC), 144fig, 145–146
Syndromic surveillance system case study, 494–496
System acquisition: definition of, 142; dermatology practice case study on selecting an EHR, 480–481; Doctors’ Hospital case study on, 477–478; evaluation of, 276; process of, 146–165; purchased or leased form cloud-based computing services, 144, 158–160; strategic IS planning process prior to decision for, 143; things that can go wrong during, 167–169; understanding information technology (IT) architecture for, 169–174; University Physician Group (UPG) case study on, 497–498; Watson Community Hospital (WCH) case study on, 482–487
System acquisition process: conduct contract negotiations, 165; cost-benefit analysis, 164fig; define project objectives and scope of analysis, 151–152; determine and prioritize system requirements, 154–155; determine system goals, 153–154; develop and distribute the RFP or RFI, 155–157; evaluate vendor proposals, 160; exploring other acquisition options, 158; hold vendor demonstrations, 161–162; make site visits and check references, 162; option to contract with system developer or build in-house, 160; option to contract with vendor for cloud computing services, 158–160; other strategies for evaluating vendors, 163; overview of the, 146–147e; prepare a vendor analysis, 163–164; project steering committee established, 147, 150–151; on replacing an EHR system, 148–151; screen the marketplace and review vendor profiles, 152–153; summary report and recommendations, 164–165; usability testing, 162, 163fig
System champions, 182
System developers, 160
System implementation: case study on syndromic surveillance system, 494–496; description of, 180; Health Matters case study on CPOE, 492–494; Leonard Williams Medical Center (LWMC) case study on planning and, 496–497; managing change and the organizational aspects, 198–210; process of, 181–198; syndromic surveillance system, 494–496; system support and evaluation during, 210–211, 276; systems development life cycle (SDLC) phase of, 144fig, 145; Westend Hospital case study on ED tele-psychiatry, 498–502. See also Implementation team
System implementation process: clearly define project scope and goals, 183; communications, 197–198; conversion, 196–197; establish and institute a project plan, 187–188; identify accountability for successful completion of project, 185–187; organize implementation team and identify a champion, 182–183; overview of, 181–182; preparation for system go-live, 198; project timeline with project phases, 189fig; Rutledge Retirement Community case study, 183, 184; St. Luke’s Medical Center case study, 183, 184; staff training, 194–196; system downtown procedures, 198; system installation, 193–194; workflow and process analysis, 188, 190–193
System support: continuous evaluation as part of, 210–211; need for ongoing, 210
Systematic errors, 54
Systematized Nomenclature of Medicine—Clinical Terms (SNOMED CT), 370, 371, 372–373
Systems acquisition process: determine and prioritize system requirements, 154–155; determine system goals, 153–154; develop and distribute the RFP or RFI, 155–157; develop evaluation criteria for RFP responses, 161t; evaluate vendor proposals, 160; exploring other acquisition options, 158; Gantt chart of the, 166–167fig; hold vendor demonstrations, 161–162; make site visits and check references, 162; option to contract with system developer or build in-house, 160; option to contract with
vendor for cloud computing services, 158–160; other strategies for evaluating vendors, 163; prepare a vendor analysis, 163–164; project repository on the, 165–166; project steering committee established, 147, 150–151; on replacing an EHR system, 148–151; screen the marketplace and review vendor profiles, 152–153; summary report and recommendations, 164–165; system acquisition process overview, 146–147; usability testing, 162, 163
Systems analyst, 262–263
Systems development life cycle (SDLC): description of, 143–144; design phase, 144; implementation phase, 144; 145, 180–212; planning and analysis phase, 144–145; 146–175; support and evaluation phase, 144; 145, 145–146
Systems programmers, 263

T
Target populations: identifying and stratifying, 109; providing high-quality care and care management interventions for, 109–110
Team-based health care plan, 131
Technology Med (TechMed), 506–507
Technology trigger phase (hype cycle), 422
Telemedicine and telehealth systems: description of, 69; 126; Grand Hospital case study on implementing, 478–480; IT alignment and assessment of strategic opportunities, 413; population health management (PHM) applications of, 123, 126–128; Westend Hospital case study on implementing tele-psychiatry in ED, 498–502
Tele-psychiatry: process of selecting the strategy of, 500–501; Westend Hospital case study on implementing, 498–502
The Joint Commission: Comprehensive Accreditation Manual, 332; first named Joint Commission on Accreditation of Hospitals, 330; the mission and general functions of, 324, 330–331; National Patient Safety Goals of, 343–344; ORYX program, 337; Quality Check of, 343. See also Accreditation
The Joint Commission standards: Joint Commission Information Management (IM) standards, 332–333; Joint Commission Record of Care (RC), Treatment, and Services standards, 332
Threats: related to IT security systems, 288; to three categories of health care information, 305–306; viruses, Trojans, spyware, worms, ransomware, 305–306
Title I (HIPAA), 291
Title II (HIPAA), 291
To Err Is Human: Building a Safer Health Care System (IOM), 5, 6–7, 71, 334, 345
Top 10 Tips for Cybersecurity in Health Care (ONC), 312–313
Train the trainer, 195
Transactional IT investment, 238
Triple-S Management Corp (Blue Cross/Blue Shield licensee in Puerto Rico), 303
Trojans (or Trojan Horses), 305
Trough of disillusionment phase (hype cycle), 422
Twitter, 120, 121
UB-04 billing form, 35–36
Uber: Changing the Way the World Moves (Moo), 519–520
UMLS Metathesaurus, 375
UMLS Semantic Network, 375–376
UMLS (Unified Medical Language System), 370, 375–376
Unintended consequences of CPOE, 208, 209
Union Health Center (UNC) case study: care team model, 474; challenges and lessons learned, 475–476; eHealth strategies, 474–475; innovation impact, 476
United Kingdom’s National Health Service (NHS), 373
University Health Care System case study: assessing value and impact of CPOE focus of, 502–504; information systems challenge, 503
University Health Network: The MOE-MAR Initiative (Meister and Mark), 523
University of Mississippi Medical Center, 303
University of Washington Medicine (UWM), 304
University Physician Group (UPG) case study: information systems challenge, 498; replacing practice management system focus of, 497–498; UPG merger with Northern Affiliated Medical Group (NAMG), 497–498
Unsafe conditions, 345
US Department of Health and Human Services (HHS): Office for Civil Rights (OCR) enforcement of HIPAA, 301–304; Office of Inspector General (OIG), 42; value-based payments and alternative payment models (APMs) goals of, 349
Usability testing, 162, 163
User resistance, 204–205
Utilization management systems, 68

V
Valley Practice case study: replacing an EHR system, 148–151; on systems acquisition process, 146
Value-based care: Bon Secours case study on transition to, 470–473; transitioning from volume-based to, 100
Value-based payment methods: CMS’s pursuit of implementation of, 12; HSS goals for alternative payment models (APMs) and, 349; Medicare Access and CHIP Reauthorization Act (MACRA) timeline for implementing MIPS, 13, 101
Value Modifier (VM) program, 348
Value realization, 240
Vendors: conducting contract negotiations with, 165; cost-benefit analysis of systems, 164/fig; evaluating proposals of, 160–162; holding demonstrations by, 161; make site visits and check references, 162; option to contract with cloud computing services, 158–160; other strategies for evaluating, 163; preparing summary report and systems recommendations of, 164–165; preparing a vendor analysis of, 163–164; screening marketplace and reviewing profiles of, 152–153; system implementation and strong working relationships with, 208, 210; system usability testing, 162, 163/fig; Technology Med (TechMed), 506–507
Veterans Administration (VA): EHR system used by, 74; Informatics Patient Safety Office of, 91–92
Viruses (computer), 305
Visio (software), 166
Vocabulary and terminology standards:
Vulnerabilities: HIPAA Security Administrative Safeguards on risk analysis of, 296; security program development consideration of, 309–311

W
Watson Community Hospital (WCH) case study: committee development, 483–484; EHR project plan, 483; plan of work, 485–487; project organization, 483; project scope and objectives, 484–485; steering committee’s communication during, 485; on transiting to ambulatory EHR, 482–487
Webinar: Engaging Physicians in the Health Care Revolution (Lee), 519
Westend Hospital case study: challenge facing, 499–500; implementation plan, 501–502; implementing tele-psychiatry in ED focus of, 498–502; selecting tele-psychiatry as strategy, 500–501
Williams Medical Services (WMS), 496
Workflow and process analysis: CPOE (computerized provided order entry), 190–192; Guide to Reducing Unintended Consequences of Electronic Health Records on, 190; system implementation project, 188–192
Workflow engines, 115–116
World Health Organization (WHO), 37
World Wide Web Consortium (W3C), 363
Worms (computer), 305

X
X-ray reports (patient records), 31

Y
YouTube, 120