INDEX

A
Abysmal science, 81
Active plan for cost savings, 11
Administrative business functions, 5
Airline passenger reservation systems, 84
Airlines, 162
Alternate dispute resolution (ADR), 30
Asking the wrong question, 74
Associations and agencies, 3
Assumptions, 9, 97
Audit concerns, 16
Auditors’ comments, 103

B
Backup, 19
Backup computer hot sites, 72
Backup computer hot sites, warm sites and cold sites, 79
Banks and communications providers, 161

Benefits of a good program development methodology, 98
Boards of Directors, 70
Boards of directors and workplace violence, 25
Building codes, 70
Building evacuation, 70
Business as usual, 13, 74
Business continuity, 97
Business continuity concerns, 1
Business impact analysis, 124

C
Cash flow, 111
Characteristics of a good program methodology, 99
Characteristics of a sound program, 9
Clarify program expectations, 96
Common contingency planning problems, 72
Common disaster recovery plan problems, 8
Communicate corporate contingency program strategy, 100
Communicate policy, strategy, and methodology to senior management, 95
Compliance audits, 97
Computer disaster recovery plans, 72
Computer hot-site costs, 74
Computer processing alternatives, 140
Computer processing fallback strategy, 6
Conceptual business continuity strategies for loss of computer operations, 189
Consulting firms, 83
Containing program development costs, 14, 96
Contingency planning process, 13
Contingency program building blocks, 90
Contingency program components, 76
Prevention, 76
Incident recovery, 76
Interim processing, 76
Contingency program objectives, 108
Contingency program phases
Prevention, 86
Incident recovery, 86
Interim processing, 86
Resume normal operations, 86
Contingency program policy statement, 78
Contingency programs must be preventive and forward focused, 75
Continuing education and preparedness reviews, 168
Convincing others
Organizational needs, 119
Personal needs, 119
Corporate benefits, 152
Corporate contingency program, 9
Corporate headquarters, 75
Corporate issue, 85
Cost benefits, 150
Cost-conscious executives, 19
Cost-effective, 69
Cost-effective contingency programs, 85
Cost-reduction opportunities, 10
Critical incident stress debriefing, 31
Current plan may not work, 8
Customer service, 112

D
Damage assessment, 15
Data center restoration, 16
Department managers, 17
Department managers, 94
Department/functional managers, 79
Detecting profile behavior patterns that could lead to workplace violence, 76
Develop what if interim processing strategies, 95
Developing a contingency program,
How much market share will it cost you?, 81
Management’s responsibility, 81
Protect against what?, 82
Developing contingency programs at multiple locations
Documentation standards, 182
Organization, 174
Standards for developing interim processing strategies, 179
Standards for implementation, 176
Developing interim processing strategies, 79
Discretionary expense, 89
Distribution centers, 75
Distribution facility, 82
Distributors, 3

Emergency response, 70
Employee attitude surveys, 75
Employee training for workplace violence, 29
Employee-related programs to protect workplace violence, 78
Employer liability, 21
Ensure a practical approach, 96
Essential business functions, 137
Establish a corporate contingency program policy and strategy, 95
Executive briefings, 122

F
Facility contingency planning, 82
Financial service organizations, 2
Fire protection, 70
Fire resistance and endurance, 70
First responders role, 77
First-line managers, 89
Focus on strategies instead of detail, 96
Foreign Corrupt Practices Act, 10, 71
Functional managers are the architects, 97

E
Education program components, 128
**G**

Game plan, 94
Guidelines for developing contingency programs at multiple locations, 173

**H**

Healthcare, 162
Hot-site subscription fees, 15
How much detail?, 115
How to contain program development costs, 12
How wide an area?, 91
Human Resources department, 75, 78

**I**

Implementation, 154
Implementation process, 160
Incident recovery, 77, 87
Incident response, 31
Incident response plan, 9
Incident response team training, 30
Increased technology dependence, 84
Insurance considerations, 112
Insurance premium rate considerations, 113
Interim processing, 88, 89
Interim processing period, 78
Interim processing strategies, 10, 77, 82, 94
Interim processing strategies approval, 77
Inventory control manager, 74

**L**

Limit the time periods, 92
Line managers, 69, 73
Long range strategic planning, 82
Loss of access to facilities, 85
Loss of communications, 85
Loss of computer processing, 79
Loss of computer processing capability, 85
Loss of efficiency, 97
Loss of facilities or production equipment, 79
Low probability, 97
Low probability of a disaster, 19

**M**

Maintenance and testing, 167
Major steps in program development, 95
Manufacturing, 163
Manufacturing plants, 75
Manufacturing support functions, 3
Market share, 112
Mind-set, 83
Mission-critical facilities, 75

Increased structural integrity
NIST recommendations, 36

N
National Construction Safety Team Act, 34
National Institute of Standards and Technology (NIST), 34
Need for cost-effective solutions, 18
New contingency program paradigm, 69
New methods of fire-resistant design of structures NIST recommendations, 44
Education and training NIST recommendations, 65
Enhanced fire endurance of structures NIST recommendations, 39
Improved active fire protection NIST recommendations, 48
Improved building evacuation NIST recommendations, 52
Improved emergency response NIST recommendations, 57
Improved procedures and practices NIST recommendations, 61

O
Old paradigm, 71
Operating without computer processing capabilities, 2
Organized response, 110
OSHA, 21

P
Pentagon, 70
Personnel policies and practices, 75
Plan development, maintenance, and testing costs, 74
Plan is only a guideline, 97
Plan maintenance, 15
Police and firefighters, 77
Port Authority of New York and New Jersey, 70
Predictors of workplace violence, 24
Preventing workplace violence, 76
Prevention programs, 9, 87
Prioritization, 100
Profiles of workplace violence offenders, 71
Program documentation sections, 144
Protecting employees against workplace violence, 27
Prototype programs, 103

Q
Quality control procedures, 7

R
Reduce program maintenance and testing costs, 96
Reduce the number of issues to be addressed, 96
Reducing exposure to workplace violence, 26
Regulatory agency reporting, 129
Responsibility of corporate executives, 72
Role of a steering committee, 155
Role of department managers, 156
Role of first-line supervisors, 157
Role of outside specialists, 158
Role of senior management, 155

S
Second-choice production alternatives, 7

Security, 22
Selecting a program development methodology, 98
Setting the stage for success, 133
Stabilization, 93
Stabilization period, 87
Starting point, 74
Strategies versus plans, 69
Strategy for replacing computer hardware, 78
Structural integrity, 70
Supervisors, 89
Supervisory training for workplace violence, 29
Surgical process, 93
Survival, 13
Systemic problems, 74

T
Telephone communications, 1
Terrorism, 20, 69
Terrorist incidents, 70
Testing, 15
Threat detection and communications, 77
Transitioning to the new contingency program paradigm, 78
Types of disasters
Envioronmental, 106
   Incited, 106
   Natural, 106
Index

V
Vital facilities, 6

W
Warning signs of violence, 28
Ways to compensate for loss of efficiency, 110
What if interim processing strategies, 16 84, 139
What impacts insurance premiums, 114
Where to look for cost reductions, 14
Which types of disaster?, 91
Why cost-reduction opportunities exist, 11

Windows of expected outages, 17
Workplace violence, 20
Workplace violence incidents, 23
Workplace violence protection, 76
World Trade Center, 22
World Trade Center bombing, 23
World Trade Center Disaster-Final Reports of the Federal Building and Fire Investigation, 33
World Trade Center I, 70
World Trade Center II, 70