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New Connection Security Rule Wizard, 237, 237, 239, 240
New Group dialog box, 328–329, 329
New Inbound Rule Wizard screen, 233, 233, 235, 235
New Object - Group dialog box, 280–281, 281
New Object - User dialog box, 282–283, 283
New-SmbShare cmdlet, 409
New User dialog box, 308–309, 310
New Virtual Machine Wizard, 141, 141
NIC (Near Field Communication), 477–478
NICs. See network interface cards (NICs)
No Authentication (Open) option, 204
nodes in GPOs, 288–289, 289
Non-Administrators LGPOs, 343
nouns in PowerShell, 42–43
NSlookup tool, 189–191, 214
NTFS Auditing, 425–426
NTFS permissions. See permissions

O
Object Access Auditing (OAA), 425–426
Offer packets, 177
offline files in Sync Center, 263, 264
offline image servicing vs. online, 74
one-way sync, 262
OneDrive
configuring, 404–405, 405
restoring files from, 539, 539
online image servicing vs. offline, 74
operating system drives, BitLocker for, 438–439, 439
order of name resolution, 184–185
organizational units (OUs) for GPOs, 286–287
Out-Of-Box Experience (OOBE), 76–77
output
capturing, 34
to text files, 43

Overwrite Events As Needed (Oldest Events First) option, 500
ownership, 418–419

P
packages for drivers, 462–463
packet-filtering firewalls, 225
parent folders, 398
partitions
local installation, 93
multiboot systems, 81–82
partnerships in Sync Center, 262
Password Must Meet Complexity Requirements policy, 349–350
Password Never Expires setting, 309
Password Protected Sharing setting, 196
passwords
account policies, 348–350, 348, 351
BitLocker Drive Encryption, 374
Intune, 333
picture, 15–17, 17, 373
path command, 25–27
%path% system variable, 27, 28–29
paths
command prompt, 24–25
executables, 26–30, 28–29
home folders, 321
PowerShell, 49
user profiles, 317–318
Pause option for snapshots, 156
percent symbol (%) for system variables, 23–24
Perform Volume Maintenance Tasks policy, 361
performance
Event Viewer. See Event Viewer
native VHD boots, 80
overview, 486
Performance Monitor. See Performance Monitor
Resource Monitor, 512–513, 513
system, 434–437, 434–437
Task Manager. See Task Manager
Windows Performance Recorder,
515–517, 516–517
Windows Performance Toolkit, 513–515,
514–515
Performance Log Users group, 326
Performance Monitor, 506–507, 508
counters, 508–509, 509
data collector sets, 509–512, 510–511
overview, 434–435, 434–436
Performance Monitor Users group, 326
permissions. See also authentication and
authorization
copied and moved files, 421
Dynamic Access Control, 424–425
effective, 419–421
file and folder access, 379–380
inheriting, 418
NTFS, 415–418
share, 382–383, 383, 423–424, 424
Permissions dialog box, 403,
423–424, 424
personal identification numbers (PINs), 15
Personal Identity Verification (PIV)
standard, 374
Personalization dialog box, 318
Physical Address value, 187
picture passwords, 15–17, 17, 373
pinch gesture, 4
Ping Request Could Not Find Host message,
189
ping tool
name resolution, 214–215
networks, 213–214
working with, 188–189
PINs (personal identification numbers), 15
PIV (Personal Identity Verification)
standard, 374
planning installation, 60
design considerations, 78–82
hardware and compatibility requirements,
64–66
images. See images, operating system
multiboot systems, 81–82
native VHD boots, 80–81
screen resolution, 65–66
Software Assurance program, 64
tables, 63–64
upgrades and clean installs, 66–70
upgrades vs. migration, 82
versions and features, 60–63
virtualization, 79–80
Windows To Go, 78–79
Plug-and-Play specification, 458
Point-to-Point Tunneling Protocol (PPTP),
242
pointer (PTR) records, 189, 191
policies
account. See account policies
group. See Group Policy and Group
Policy Objects (GPOs)
local. See Local Group Policy objects
(LGPOs)
pools, storage, 432–433,
432
ports
printers, 477
Windows Firewall, 225, 227, 232–234,
233
Power Users group, 280, 326
PowerShell, 37–38
commands
overview, 41–42
running, 46–47
comparison operators, 44–45
help, 40–41
ISE, 38–39, 39
output to text files, 43
parentheses, brackets, and braces, 45–46
Remote Desktop, 250
scripts, 48–49
shares, 409
syntax, 43–46
variables, 44
verbs and nouns, 42–43
PowerShell Execution Policy, 48–49
PPTP (Point-to-Point Tunneling Protocol), 242
predefined rules in Windows Firewall, 232
preferred wireless networks, 205–207, 206
preshared keys (PSKs), 204–205
press and hold gesture, 4
print queues, 467, 469
print spoolers, 467
Printer Server Properties dialog box, 476–477, 476
printers
adding, 467–470, 468–469
connecting to, 467–474
Location-Aware Printing, 474–476, 475
overview, 466–467
servers, 476–478, 476
sharing, 195
version 4 architecture, 467
priority in print queues, 469, 469
Privacy tab in Internet Explorer 11, 372
private networks, profiles in, 193
private ranges for IP addresses, 174–175
private virtual switches, 136
privilege elevation, 363–365, 364–365
Pro edition, 61
processors, VM settings for, 158, 159
production networks for VMs, 157–158
Profile Single Process policy, 361
Profile System Performance policy, 361
Profile tab for user accounts, 315, 317–320, 317
profiles
network location, 193–195, 194
user. See user profiles
Programs tab for Remote Desktop Connection, 254
promoting servers to DCs, 148–151, 150
prompts. See command prompt properties
groups, 329–331, 330
user accounts, 315
group memberships, 316–317, 316
home folders, 321–322
logon scripts, 320
profiles, 317–320, 317
protocols for Windows Firewall, 234–236, 235
proxy servers, 172
PSKs (preshared keys), 204–205
PTR (pointer) records, 189, 191
public folders, 195–196, 402–403, 403
Public Key Policies settings, 347
public networks, 193, 194
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Quarantined Items setting, 370
Query Filter dialog box, 502, 504
queues, print, 467, 469
QuickEdit mode, 32–33
Quit option in Sysprep, 76
quotas, disk, 430, 431
quotes (“) in command prompt, 21–22
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RAID 5 volumes, 429
RAM
Hyper-V requirements, 132–133
VMs, 141
RDP (Remote Desktop Protocol), 161–162
RDS (Remote Desktop Services), 160–162, 161
Read permission, 382, 417
Read & Execute permission, 416
Real-Time Protection setting, 369
Reboot option in Sysprep, 76
Rebuild the Index option, 437
Recommend A Drive For File History dialog box, 532
recovery, 528
recovery drives – rights.

file. See file recovery
options, 518–520, 518–519
System Protection, 528–531, 529–530
recovery drives, 540–541, 540
recovery partitions in multiboot systems, 82
redirection
folders, 107–108, 122
output, 34
reference computers, images on, 74–75
reference images, 74
Refresh Now option, 489
Refresh The PC option, 519
ReFS (Resilient File System), 430
Register option for VM GUIDs, 157
Registry and File Virtualization feature, 366
reliability in native VHD boots, 81
Reliability Monitor, 505, 506
Remote Assistance tool, 243–247, 244–246
Remote Desktop, 247–248, 248, 251–253, 251–252
Remote Desktop Connection, 253–254, 253
Remote Desktop Protocol (RDP), 161–162
Remote Desktop Services (RDS), 160–162, 161
Remote Desktop Users group, 326
remote management, 241
BranchCache, 258–260
DirectAccess, 258
mobile devices, 260–264, 260, 262–264
remote access overview, 241–242
Remote Assistance, 243–247, 244–246
remote authentication, 248–250, 250
Remote Desktop, 247–248, 248
remote system connection, 251–254, 251–253
tools, 242–243
VPNs, 254–258, 255, 257
remote storage in USMT, 120
Remote Wipe function, 261
RemoteFX, 161–162
RemoteSigned setting, 48
removable media, 438–440, 439–440
Remove Computer From Docking Station policy, 361
renaming
snapshots, 156
user accounts, 313–314
Replace a Process Level Token policy, 362
Replace The File In The Destination option, 539
Replicator group, 326
reports in Performance Monitor, 510–512, 510
Request packets, 177
Request Timed Out message, 189
requirements
BranchCache, 259–260
DirectAccess, 258
hardware, 64–66
Hyper-V, 80, 132–133, 134
Windows To Go, 78
Reset Account Lockout Counter After policy, 352–354
Reset option for snapshots, 156
Reset The PC option, 519
Resilient File System (ReFS), 430
Resize option, 6
resolution
name, 182–184, 214–215
screen, 65–66
Resource Monitor, 512–513, 513
resources for DirectAccess, 258
Restore Files And Directories policy, 362
Restore Hidden Updates option, 384
Restore option for VM GUIDs, 157
Restore The PC To An Earlier Point In Time
Using Restore Points option, 519
restores
files, 538–539, 538–539
undoing, 530–531
Restricted setting in PowerShell Execution Policy, 48
Restricted Sites zone, 372
Resultant Set of Policy (RSoP), 342
Resume option for snapshots, 156
reverse lookups, 191
Revert option for snapshots, 156
rights. See authentication and authorization;
permissions
roaming profiles, 105–107, 105, 319

rolling back
  drivers, 464–465, 465
  restore points, 530
  updates, 385, 385

rotate gesture, 4

runas command, 22–23
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ScanState utility, 70
  batch files, 116–118
  local vs. remote storage, 120
  overview, 112–114
  running, 114–115
  wipe-and-load and side by side migration, 119

SCCM (System Center Configuration Manager), 72, 162
  Intune with, 332, 555
  mobile devices, 260–261

Schannel (Secure Channel), 354

scope
  GPO, 286–288, 287
  Windows Firewall IP addresses, 235

screen resolution, 65–66

scripts
  logon, 320
  PowerShell, 48–49

Search charm, 5

Search tab in Folder Options, 378–379, 414, 414

Secure Boot feature, 82, 371

Secure Channel (Schannel), 354

secure desktop, 365

Secure Shell Tunneling Protocol (SSTP), 241–242

Secure SIM feature, 261

security

Action Center, 366–367, 366

authentication and authorization. See
  authentication and authorization configurations, 340–341

Dynamic Access Control, 424–425

encryption. See encryption

file and folder access, 414–418

firewalls. See firewalls

Folder Options, 375–380, 376, 379, 410–414, 411, 414

Internet Explorer 11, 371–372

Intune, 385–386

migration, 121

networks, 380–383, 383

NTFS Auditing, 425–426

passwords. See passwords

permissions. See permissions

policies. See policies

remote management. See remote management

removable media, 438–440, 439–440

Secure Boot, 371

shared folders, 422–423, 422

smart cards, 374–375

SmartScreen, 371

System Center 2012, 386

User Account Control, 363–366, 364–365

VMs, 157–158

Windows Defender, 367–371, 368, 370

Windows Update, 383–385

wireless networks, 203–205, 204

security descriptors, 418–419

security event logging, 425–426, 499

security groups, 281

security identifiers (SIDs)
  computers, 75
  users, 308–309

Security Options folder, 354

security support providers (SSPs), 354

Security tab
  Internet Explorer 11, 372
  printers, 477

Security Type setting, 204

Select Drive window, 534, 534
Select Drives To Create A Storage Pool screen, 432, 432
Select Folder window, 534, 535
Select Group Policy Object dialog box, 345
Select Groups dialog box, 316
Select The USB Flash Drive dialog box, 541
Select Users dialog box, 330–331, 330
Select Users Or Groups dialog box, 362, 417
semantic zoom icon, 2
sensitive data in migration, 121
Server Manager, 145–147, 146, 149
Server Operator group, 280
server-to-server rules for Windows Firewall, 239
servers
  BranchCache, 259–260
  DirectAccess, 258
  print, 476–478, 476
  promoting to DCs, 148–151, 150
Service group, 328
service set identifiers (SSIDs), 192, 207, 210
Set Password dialog box, 315
set path command, 25–27
Set verbs, 42–43
Settings charm, 5
settings preservation in USMT, 119–120
Settings tab in Windows Defender, 369
Share charm, 5
Share Name option, 381, 422
share permissions, 382–383, 383, 423–424, 424
Share This Folder option, 381–382, 422–423
shared folders
  configuring, 400–404, 401, 403
  creating, 380–382, 381, 422–423, 422
shared printers, 470–474, 471–474
shares, PowerShell, 409
Sharing Wizard, 380–382, 381, 422
shortcuts, 10–12, 10
Show Drive Letters option, 378, 413
Show Encrypted Or Compressed NTFS Files In Color option, 378, 413
Show Full Account Name option, 489
Show History For All Processes option, 489
Show Pop-Up Description For Folder And Desktop Items option, 378, 413
Show Preview Handlers In Preview Pane option, 378, 413
Show status bar option, 413
showing extensions, 395
Shut Down The System policy, 362
Shutdown option in Sysprep, 76
Shutdown Options settings, 76
side-by-side migration, 70, 112, 119
SSIDs (service set identifiers)
  computers, 75
  users, 308–309
signed drivers, 455–457, 456–457
signed scripts, 48
signing out, 303
simple volumes, 428
Skip This File option, 539
slide to move gesture, 4
slide to scroll gesture, 4
Smart Card Domain Logon option, 374
smart cards, 373–375
smart firewalls, 225
SmartScreen feature, 371
snapping apps, 9
snapshots, 154–157, 155
Software Assurance program, 64
Software Restriction Policies settings, 347
Software Settings node in Group Policy, 284–285
Something You Are factor, 276
Something You Have factor, 276
Something You Know factor, 276
spaces in command prompt, 21–22
spam, 227
spanned volumes, 429
special groups, 327–328
Special permission, 417
spelling in command prompt, 20
spoolers, 467
SSIDs (service set identifiers), 192, 207, 210
SSPs (security support providers), 354
SSTP (Secure Shell Tunneling Protocol), 241–242
stability index, 505
standard accounts, 13–14
  description, 300
elevated privileges, 363–364
Start charm, 5
Start menu, 6–7, 7
Start screen, 3, 3
  administrative tools on, 7–9, 9
Remote Desktop, 251
startup options in Task Manager, 495–498, 497
stateful configuration for IPv6 addresses, 182
stateful packet-filtering firewalls, 225
stateless configuration for IPv6 addresses, 182
stateless packet-filtering firewalls, 225
Status Values option, 489
stealth mode in Windows Firewall, 225
STOP errors, 505
storage spaces, 432–433, 432–433
Store Passwords Using Reversible Encryption policy, 349–350
stretch gesture, 4
strings with quotes in command prompt, 21–22
striped volumes, 429
subfolders, 396–398, 397
subnet masks
  CIDR notation, 176
  connectivity issues, 210
  IP addresses, 173–174
Subscription Properties dialog box, 502–504, 503
Success Audit events, 501
super mandatory profiles, 319–320
Surface tablet, 63–64
swipe from edge gesture, 4
swipe to select gesture, 4
switches in command prompt, 19
Sync Center, 261–263, 262–264
Synchronize Directory Service Data policy, 362
syntax of PowerShell, 43–46
Sysprep tool, 75–77, 76
System Center 2012, 386
System Center Configuration Manager (SCCM), 72, 162
  Intune with, 332, 555
  mobile devices, 260–261
System Cleanup Action options, 76
System Configuration tool, 518, 518
system event logging, 499
System group, 328
system performance, 434–437, 434–437
System Properties dialog box
domains, 274, 274
  Remote Assistance, 243, 244
  Remote Desktop, 247, 248
  System Protection, 529, 529
system-protected files, showing, 104
System Protection, 528–531, 529–530
system recovery options, 518–520, 518–519
System Summary in Performance Monitor, 507
system variables for command prompt, 23–24
System window for domains, 273, 274
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Take Ownership Of Files or Other Objects policy, 362
tap gesture, 4
tap-to-pair printing, 477–478
Task Manager, 486
  enhancements, 486–487, 487
  performance, 491–495, 492–496
  startup options, 495–498, 497
  views, 488–489, 488
  working with, 490, 490
TCP/IP settings
  Windows Server 2012, 147
  wired network interface cards, 200
TechNet Command-Line Reference page, 19
Temporal Key Integrity Protocol (TKIP), 205
Terminal Server User group, 328
Terminal Services Remote App
  (TSRemoteApp), 162
test networks for VMs, 157–158
Test verbs, 42–43
testing migration, 121
text files, output to, 43
tiles, 5–6
TKIP (Temporal Key Integrity Protocol), 205
TPM (Trusted Platform Module), 78,
372–373, 438–439
Troubleshoot Problems wizard, 212
troubleshooting
boot issues, 517–520, 518–519
networks
basic commands, 185–191
command prompt tools, 213–214, 213
connectivity, 210–211
name resolution, 214–215
user account authentication, 322–323
VPN clients, 256–258, 257
Trusted Platform Module (TPM), 78,
372–373, 438–439
Trusted Sites zone, 372
TSRemoteApp (Terminal Services Remote
App), 162
Tunnel adapter isatap value, 186
Tunnel adapter Teredo Tunneling Pseudo-
Interface value, 186
tunneling
VPNs, 241–242
Windows Firewall rules, 239
Turn Live Tile Off option, 6
two-way sync, 262

unique local addresses, 180
universal groups, 281
Universal Naming Convention (UNC) paths,
106, 321
Unpin From Start option, 6
Unrestricted option
metered bandwidth connections, 264
PowerShell Execution Policy, 48
unsigned drivers, 455–457, 456–457
Update And Recovery screen,
518–519, 519
Update Driver Software dialog box,
461–462, 461–462
Update Speed option, 489
updates
drivers, 460–462, 461–462
rolling back, 385, 385
Upgrade Assistant, 68–69
Upgrade: Install Windows And Keep Files,
Settings, And Applications option, 66
upgrades
vs. clean installs, 66–70
vs. migration, 69–70, 82
paths, 67–68
Upgrade Assistant, 68–69
USB flash drives for Windows Easy Transfer,
110–111
Use Check Boxes To Select Items option,
378, 413
Use Sharing Wizard (Recommended) option,
378, 413
Use with Line-of-Business Applications
option, 375
User Account Control (UAC), 363
LGPOs, 344–345
privilege elevation, 363–365, 364–365
Registry and File Virtualization, 366
user accounts, 298
authentication, 322–323
built-in, 300–301, 300
creating, 307–311, 310
deleting, 312–313, 312
disabling, 311–312
domains, 282–283, 283
elevated privileges, 363–365, 364–365
Intune, 332–333
local and domain, 301–302
Local Users and Groups utility, 304–306, 304–305
logon authentication, 302–303
overview, 298–299
policies. See account policies
properties, 315
group memberships, 316–317, 316
home folders, 321–322
logon scripts, 320
profiles, 317–320, 317
renaming, 313–314
signing out, 303
types, 299–300, 299
User Accounts option, 306–307
User Cannot Change Password option, 309
User Configuration node, 288
user data, migrating. See migration
User Experience Virtualization (UE-V), 109
User GPOs Applied node, 289
User Must Change Password At Next Logon setting, 309–310, 314
User Name setting, 308
user profiles, 103–104
copying, 320
local, 104
mandatory, 106–107
paths, 317–318
roaming, 104–106
user rights, assigning, 358–363, 358
User Rights Assignment folder, 354
User State Migration Tool (USMT), 60, 70, 112
batch files, 116–118
commands, 112–114
data and settings preservation, 119–120
hard-link migration, 114
LoadState, 115–116
local vs. remote storage, 120
ScanState, 114–115
security, 121
side-by-side migration, 119
testing, 121
wipe-and-load migration, 118–119
usernames, 282, 322
rules and conventions, 307–308
security identifiers, 308–309
users. See user accounts
Users group, 327
USMT. See User State Migration Tool (USMT)
USMTutils utility, 112–114

V
Variable option for metered bandwidth connections, 264
variables
PowerShell, 44
system, 23–24
VDIs (virtual desktop infrastructures), 109, 160–161
verbs in PowerShell, 42–43
verifying network hardware and cabling, 211–212, 211
versions, 60–63
VHDS (virtual hard drives)
boots from, 80–81
installation, 99–101
VHDX files, 99–100
View tab in Folder Options, 376–378, 376, 410–413, 411
View Update History option, 384
views in Task Manager, 488–489, 488
virtual desktop infrastructures (VDIs), 109, 160–161
virtual hard drives (VHDS)
boots from, 80–81
installation, 99–101
Virtual Machine Reserve (Percentage) setting, 158
virtual machines (VMs), 79–80
configuring, 158, 159
creating, 138–140, 138–139
logging on to domains, 153–154
promoting servers to DCs,
148–151, 150
snapshots, 154–157, 155
test and production networks, 157–158
Windows 8.1
creating, 140–142, 141
installing, 142–143
joining to domains, 151–153
Windows Server 2012
configuring, 145–148, 146, 148
creating, 143–144
installing, 144–145
virtual private networks (VPNs), 254
client troubleshooting, 256–258, 257
connections, 241–242, 254–256, 255
virtual smart cards, 373
Virtual Switch Manager, 135
virtual switches, 135–137, 136–137
virtualization, 130
App-V, 162
Hyper-V. See Hyper-V
operating system, 79–80
strategies, 159–162, 161
virtual machines. See virtual machines (VMs)
virtual switches, 135–137, 136–137
viruses, 227
VMs. See virtual machines (VMs)
VPN Connection Properties dialog box, 257
VPNs (virtual private networks), 254
client troubleshooting, 256–258, 257
connections, 241–242, 254–256, 255
well-known ports in Windows Firewall, 232
WEP (Wired Equivalent Privacy), 203
WET (Windows Easy Transfer), 110–112,
111
When An Event Occurs setting, 262
When Typing Into List View option, 378, 413
Where Do You Want To Install Windows? page, 91, 91
Wi-Fi, monitoring, 494, 496
Wi-Fi Protected Access (WPA), 203
Wi-Fi Protected Access 2 (WPA2), 203–204
wildcards in command prompt, 20–21
WIM (Windows Imaging) file types, 71
Windows Assessment and Deployment Kit (ADK), 73, 77, 113
Windows Defender, 367, 368
configuring, 369–370, 370
manual scans, 367, 368
Windows Deployment Services (WDS), 72, 172
Windows Easy Transfer (WET), 110–112,
111
Windows Firewall
Advanced Security, 229–232, 231
authenticated exceptions, 236–238, 237–238
connection security rules, 238–240, 239–240
port enabling, 232–234, 233
protocol enabling, 234–236, 235
configuring, 224–226, 226
exceptions, 227–229, 228
Windows Firewall Settings dialog box, 364–365
Windows Firewall with Advanced Security settings, 346
Windows Imaging (WIM) file types, 71
Windows Internet Name Service (WINS), 171, 184
Windows logo key, 3
Windows Management Instrumentation (WMI), 37
Windows Network Diagnostics wizard, 212
Windows.old folder, 90
hard-link migration, 114
overview, 67
USMT, 113
Windows Performance Recorder (WPR), 515–517, 516–517
Windows Performance Toolkit (WPT), 513–515, 514–515
Windows PowerShell. See PowerShell
Windows Remote Assistance window, 245, 245–246
Windows Server 2012, 143–144
configuring on VMs, 145–148, 146, 148
installing on VMs, 144–145
Windows Settings node in Group Policy, 285
Windows To Go, 78–79, 94
command-line tools, 97–99, 98
configuring, 96–97, 97
installing, 95–96
Windows Update
rolling back updates, 385, 385
security, 383–384
Windows Defender definitions, 367
Windows XP Mode, 131
WINS (Windows Internet Name Service), 171, 184
wipe-and-load migration, 70, 112, 118–119
Wired Equivalent Privacy (WEP), 203
wired network interface cards, 200–202, 201–202
wireless network interface cards, 202
connecting to, 207–210, 208–209
managing, 205–207, 206
security, 203–205, 204
WLAN service folder, 264
WMI (Windows Management Instrumentation), 37
Work Folders for mobile devices, 261
workgroups vs. domains, 272
Workplace Join method, 351
WPA-Enterprise authentication, 205
WPA (Wi-Fi Protected Access), 203
WPA2-Enterprise authentication, 205
WPA2 (Wi-Fi Protected Access 2), 203–204
WPR (Windows Performance Recorder), 515–517, 516–517
WPT (Windows Performance Toolkit), 513–515, 514–515
Write permission, 417
Write-PrinterNfcTag cmdlet, 477–478
WWAN Service folder, 264
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x64 considerations, 65
x86 considerations, 65
x86 folder, 113–114
Xbootmgr.exe utility, 514–515, 515
Xperf.exe utility, 513–514
XperView.exe utility, 514, 514
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zeroes in IPv6 addresses, 179
zones in Internet Explorer 11, 372