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Advanced Encryption Standard (AES), 630, 631, 645
Advanced Intrusion Detection Environment (aide), 620–622
AES (Advanced Encryption Standard), 630, 631, 645
aesencrypt, 645
affs filesystem, 303
aide, 620–622
AIGLX (Accelerated Indirect GLX) project, 58–60
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command aliases, 75, 87
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allusers directory, 107, 132
Alt+SysRq keystrokes, 585
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Amazon EC2, 765–766
anaconda installer, 17, 212, 213, 216, 219, 275
Ansible, 344
apache administrative login, 190
Apache Software Foundation (ASF), 450
Apache web server, 449
configuration files, 457–462
installing, 450–454
publishing web content, 464–465
securing, 455–457
SSL/TLS, 465–471
starting, 454–455
troubleshooting, 471–475
virtual hosts, adding, 462–464
apache2.conf file, 457
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OS X vs. Linux, 6
printers, 427, 433
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Applications Menu extension, 42–43
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shell, 95, 784–786
shell scripts, 169, 790–793
starting/stopping services, 422, 810–813
system administration, 199–200, 793–795
text files, 134–135, 787–789
troubleshooting Linux, 587–588, 826–829
user and group accounts, 281–282, 798–802
exim package, 317
exit command, 69, 75, 81, 87, 88
exports file, 186, 528, 529, 531, 532–535
expr command, 158–159
ext filesystem, 302
ext2 filesystem, 302
ext3 filesystem, 302
ext4 filesystem, 302
Extended Multiuser Mode runlevel, 382

F
Facebook, LAMP stack, 3
false positives, 619
fc command, 81–82
PCEDIT environment variable, 86
FCoE (Fibre Channel over Ethernet) devices, 220
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integrity, ensuring, 639–640
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filesystems, 97–116
basic commands, 100–102
copying files, 114
creating, 310–311
directory hierarchy, 97–99
exercises, 115–116, 311–312, 786–787, 802–804
integrity, ensuring, 640–642
listing files/directories, 105–109
metacharacters, 102–105
monitoring, 615–622
mounting, 301–310
moving files, 114
permissions, 109–113, 603–604
removing files, 114–115
scans, 616–618
securing, 603–606
unmounting, 309
filter table, iptables, 713
find commands, 127–132, 343
finding
commands, 74–76
files
  find command, 127–132
grep command, 132–133
  locate command, 125–126
packages, 246–247
fingerprints, 628
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<tr>
<td>Ubuntu</td>
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<td>Apache configuration file</td>
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<tr>
<td>autofs, installing</td>
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<tr>
<td>booting from USB drive</td>
<td>779–780</td>
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<td>614</td>
</tr>
<tr>
<td>Live ISO image</td>
<td>775–776</td>
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<td>716, 724</td>
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<td>701</td>
</tr>
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<td>PAM modules, finding</td>
<td>652</td>
</tr>
<tr>
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<td>670</td>
</tr>
<tr>
<td>SELinux policy packages, checking</td>
<td>682</td>
</tr>
<tr>
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</tr>
<tr>
<td>upgrade options</td>
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</tr>
<tr>
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<tr>
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<td>554–557</td>
</tr>
<tr>
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<td>112–113</td>
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<td>10</td>
</tr>
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<td>UNIX</td>
<td></td>
</tr>
<tr>
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<td>9–11</td>
</tr>
<tr>
<td>foundational elements</td>
<td>8–9</td>
</tr>
<tr>
<td>GNU project</td>
<td>11, 12, 14</td>
</tr>
<tr>
<td>portability</td>
<td>8–9</td>
</tr>
<tr>
<td>UNIX Laboratory</td>
<td>10–11</td>
</tr>
<tr>
<td>UNIX System Laboratories (USL)</td>
<td>10–11</td>
</tr>
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<td>UnixWare</td>
<td>10, 11</td>
</tr>
<tr>
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<td>309, 549</td>
</tr>
<tr>
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<td>164</td>
</tr>
<tr>
<td>untyped variables</td>
<td>158</td>
</tr>
<tr>
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<td>242</td>
</tr>
<tr>
<td>update-rc.d ssh defaults command</td>
<td>325</td>
</tr>
<tr>
<td>updatedb command</td>
<td>125–126, 149</td>
</tr>
<tr>
<td>updating</td>
<td></td>
</tr>
<tr>
<td>Linux</td>
<td>213–214</td>
</tr>
<tr>
<td>packages</td>
<td>249–251</td>
</tr>
<tr>
<td>software packages</td>
<td>607</td>
</tr>
<tr>
<td>Upstart</td>
<td>554</td>
</tr>
<tr>
<td>adding new services</td>
<td>417–419</td>
</tr>
<tr>
<td>backward compatibility to SysVinit</td>
<td>388–392</td>
</tr>
<tr>
<td>checking services for</td>
<td>401–402</td>
</tr>
<tr>
<td>configuring default runlevel</td>
<td>413</td>
</tr>
<tr>
<td>configuring persistent services</td>
<td>409–410</td>
</tr>
<tr>
<td>starting/stopping services</td>
<td>405</td>
</tr>
<tr>
<td>Upstart init daemon</td>
<td>378, 379, 380, 386–392</td>
</tr>
<tr>
<td>upstream software providers</td>
<td>239</td>
</tr>
<tr>
<td>USB drive, booting from</td>
<td>779–780</td>
</tr>
<tr>
<td>use_nfs_home_dirs SELinux file context</td>
<td>539–540</td>
</tr>
<tr>
<td>user accounts</td>
<td></td>
</tr>
<tr>
<td>centralized</td>
<td>278–281</td>
</tr>
<tr>
<td>creating</td>
<td>259–268</td>
</tr>
<tr>
<td>adding users</td>
<td>262–265</td>
</tr>
<tr>
<td>deleting users</td>
<td>268</td>
</tr>
<tr>
<td>modifying users</td>
<td>266–267</td>
</tr>
<tr>
<td>setting user defaults</td>
<td>265–266</td>
</tr>
<tr>
<td>definition in /etc/password</td>
<td>69</td>
</tr>
<tr>
<td>exercises</td>
<td>281–282, 798–802</td>
</tr>
<tr>
<td>/home directory</td>
<td>224</td>
</tr>
<tr>
<td>locking with PAM</td>
<td>665–667</td>
</tr>
<tr>
<td>managing in the enterprise</td>
<td>270–278</td>
</tr>
<tr>
<td>monitoring</td>
<td>612–615</td>
</tr>
<tr>
<td>Nautilus</td>
<td>45</td>
</tr>
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USER environment variable, 85
user-defined state (rc4.d), 185
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userrdel command, 268
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Users & Groups, graphical admin tool, 176
Users window, 259, 261, 262, 279
USL (UNIX System Laboratories), 10–11
/user directory, 99, 223
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/var/autofs directory, 546
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/var/ftp directory, 478, 481, 482, 487, 490
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/var/log/samba directory, 502, 510
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/var/named directory, 373
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/var/stuff directory, 275–276
/var/www/error directory, 451–452
/var/www/html directory, 455
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Very Secure FTP Daemon. See vsftpd
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vimtutor command, 124, 181
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virt-viewer, 734
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VirtualBox, 204, 216
virtualization, 5
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  RHEL OpenStack Platform, 18
  Xen, 5, 204, 216, 730
virus signatures, 618
viruses, 618–622
VMWare, 204, 216
vnc (virtual network computing) installations, 218
vnc boot option, 218
vncconnect=hostname[:port] boot option, 218
vncpassword=password boot option, 218
volume groups, 295–301, 804
vsftpd, 317, 477–479. See also FTP servers
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  Apache web server
    configuration files, 457–462
    installing, 450–454
    publishing web content, 464–465
    securing, 455–457
    SSL/TLS, 465–471
    starting, 454–455
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webalizer package, 453
webalizer package, 317
WebDav, 46
while...do loop, 164
who am i command, 69
who command, 73
Winbind, 279
Window List extension, 42–43
window managers, 31
  Compiz, 50, 51, 58
  Metacity, 50–52
window menu, GNOME 3 desktop, 37
Windows
  file sharing, See Samba
  vs. Linux, 6
  Linux ISO image, burning, 776–777
Workspace Switcher, Metacity, 52, 58
wtmp file, 610

X
X Windowing System, 30–32
X.ORG X11 Log, 610
X11 forwarding, 328–329
xdriver-vesa boot option, 217
Xen, 5, 204, 216, 730
xeyes command, 152
Xfce desktop, 14, 29, 31, 32
xferlog file, 609
XFree86.0.log file, 189
xfs filesystem, 303
xinetd.conf file, 188
Xorg.0.log file, 189, 610
xorg.conf file, 60, 188
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ypserv package, 317
YUM (Yellowdog Updater Modified) project, 240–252
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Zorin OS, 19