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-ne, 76

regular expressions, 75

strings, 75

containment operators

-contains, 81
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packet sniffers, 202

PAM (Privileged Access Management), 319
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EFI system partition, 8
recovery partition, 8
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penetration testing, 288
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Hyper-V, 470
infrastructure servers, 470–472
installation, 466–469
library, 470
network fabric, 472–476
server hardware, 459
storage fabric, 476–477
upgrade path, 458
virtual machines, 478–481
VMware vCenter servers, 470
VMware vSphere host, 470
System Center Configuration Manager
(System Center)
- boundaries, 526–527
  - creating, 527
- boundary groups, 526–527
  - creating, 527–530
- branches
  - current, 499–500
    - LTSB (Long-Term Servicing Branch), 500–501
  - technical preview, 501
- Client Push Installation method
  - configuring, 530–531
  - excluding servers, 531
  - manual installation, 531
- client settings, 532–534
- collections, 535–536
  - uses, 535
- Computer Agent, 532
  - configuration, 517–518
    - Active Directory methods, 521–526
    - discovery methods, 518–521
- discovery methods
  - Active Directory Forest Discovery, 518
  - Active Directory Group Discovery, 519
  - Active Directory System Discovery, 518–519
  - Active Directory User Discovery, 518–519
  - Delta Discovery, 521
  - Heartbeat Discovery, 520–521
  - Network Discovery, 520
- disk space recommendations, 505
- hardware inventory cycle, 532
- hardware recommendations, 505
- primary site servers
  - Active Directory and, 508
    - ADK 1703, 509–510
    - configuration, 510–517
    - installation, 510–517
    - SCCM, 506–507
    - schema extension and, 508
    - WSUS, 509
- server, hardware requirements, 459
- site servers
  - CAS (central administration site), 501–502
    - primary, 502
    - installation, 505–517
    - secondary, 502
- site system roles
  - Application Catalog web service point, 503
  - Application Catalog website point, 503
  - certificate registration point, 503
  - cloud-based distribution point, 503
  - component provider, 502
  - configurations supported, 504
  - distribution point, 503
  - endpoint protection point, 503
  - enrollment point, 503
  - enrollment proxy point, 503
  - fallback status point, 503
  - management point, 503
  - reporting services point, 503
  - services connection point, 503
  - SMS provider, 502
  - software requirements, 503–504
  - software update point, 503
  - state migration point, 503
  - software inventory cycle, 533
  - upgrade path, 458
- System Center Operations Manager, 27
- System Center VMM (Virtual Machine Manager), 221
- system partitions, 8

T
- tables, objects, 61–62
- Task Manager, 29–30
- Task Scheduler, 25–27
- templates, certificate templates, 406–407
  - built-in, 407
  - compatibility, 407–409
  - cryptography, 411–412
  - issuance requirements, 415–416
  - properties, 410
  - publishing certificates, 409–410
  - request handling, 410–411
  - requestors, 416–417
  - security, 413–414
- Test-Cluster cmdlet, 143
- tokens
  - groups, 371–372
  - token bloat, 372
- Trojans, 287
- troubleshooting, Application and System logs, 28–29

U
- UAC (User Account Control), domain
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