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emergency action kits, preparation, 70–71
enhanced threat, 74
FBI definition, 73
scenario, mental preparation (requirement), 82
Active shooter incident
assessment/response, 81–88
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barricades, 84–86
behavioral/motivational factors, 76–80
confrontation, 87–88
danger, avoidance, 83–84
location, percentages, 74
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occurrence, 87–88
potential, 27
survival, 73
Active Shooter Response Training, 211
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Active Shooter Threat Recognition, 211
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Admiration, need, 79
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Airborne hazard (office emergency), planning, 24–26
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presence, 25–26
Airports, soft targets, 98
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Al Qaeda terrorists, training (video), 114–115, 120
Anger, outbursts, 80
Anthrax attacks, 48
ANTIFA (targeting), 189
Antivirus software, installation/update, 181
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Arrival, behavior, 110
Arrogance, 80
Art of War, The (Sun Tzu), 170
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Assaults, commonness, 11
Association for Safe International Travel (ASIRT), 139–140
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Auditory exclusion, 8
effects, 30
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Avoid-Barricade-Fight (A-B-F), 82
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door, tying, 85e, 86e
furniture, usage, 85e
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strategy, 83
Behavior, routine patterns (avoidance), 94
Biohazard, presence, 53
Biological incident/release, incident potential, 27
Blackout/power loss, incident potential, 27
Blindfolds, usage, 166
Bodyguard, protection specialist (contrast), 185–186
Bombing, demands (FBI agreement), 48
Bombers, warnings, absence, 59
Bombs. See Vehicles
blast, threat, 64
bomb–human-borne explosive, incident potential, 27
description, 61
engine compartment, placement, 147–150, 149e
placement, 145–150, 147e
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shrapnel, 57
trunk, placement, 147–150, 148e
Bomb threats, 15, 59–64
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incident potential, 27
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protocol, 59–60
receipt, 47
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Bottlenecks, avoidance, 116–117
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Box, avoidance, 114. See also Vehicles
Bracketing (elicitation technique), 175
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Building
exterior danger, 34–35
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occupants, direction, 62
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Burglary, impact, 183
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plan, information gathering, 212
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Change, stakeholder benefits, 200
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Chief security officer (CSO), 195
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culture differences, bridging, 199–200
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Commercial espionage, background/use, 170–172
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proactive communication, 201
threats, 78
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Countersurveillance, 125–139
instruction, 127
Counterterrorist schools, techniques, 118
Countries, political instability/high risk (avoidance), 99–103
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Deadly physical force, usage (avoidance), 222
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  drawn-out situation, 163–164
  guidelines, 158
  recommendations, 161
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Run-Hide-Fight, 82

S
Safeguards, implementation, 179
Safe havens
arrival, 136
search, 121
Safety measures. See Vehicles
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enrollment, 97
Social encounters, arrangement, 93–94
Social media
access, limitation, 183
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Surveillance. See Countersurveillance
  augmentation, video cameras (usage), 135–136
  burning, 138–139
  commonness, 127
  criminal conduct, 126
  defining, 127–128
  detection
    advice, 136
    golden rule, 129
  fixed surveillance, 128e
  methods, 129–131
  moving box surveillance, 133e
  presence, obliviousness, 136
  team surveillance techniques, 131–134
  technical surveillance, 134–139
Suspect item, handling (advice), 53
Suspicious bags/packages
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one-lane roads, avoidance, 114, 117
Pakistan, car attack (analysis), 122–125
parking, caution, 143
point vehicle, offset position tracking, 131e
predictable travel, avoidance, 119
preparation/selection, 140
roadblock, defeating, 123
roadside emergency equipment, 150–151
roads, usage (rules), 114
safe havens, search, 121
safety measures, 139–151
principles, 113–121
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Maiquetía International Airport, 102–103
money, changing (care), 103
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