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pwd command, 412

Q
quality of service (QoS)
  congestion management, 264–268, 265–267
  device trusts, 261–262, 261
  focus, 259–260
  marking, 260–261
  prioritization, 262–263, 262
  shaping, 263–264, 264
  voice, 262
queues
  congestion management, 265–266, 266
duplex issues, 205

R
RA (router advertisement) messages, 53–54
RADIUS (Remote Authentication Dial-In User Service), 352–354
radius server command
  RADIUS, 353
  TACACS+, 354
random access memory (RAM), configuration in, 410
Rapid PVST+ protocol, 85
Rapid Spanning Tree Protocol (RSTP), 85
REACH state, 213
read-only SNMP option, 364
read-write SNMP option, 364
recovery
  IOS, 402–404
  passwords, 408–410
  ports, 310–311
redundancy in MLP, 236
reference models, OSI, 2–4, 3–4
register, configuration. See configuration register
registered jack (RJ) connectors, 19, 25, 25–26
relay, DHCP, 277–278, 277
Reliable Transport Protocol, 187
reload command, 389
reloading routers, 409–410
remote access VPNs, 252
Remote Authentication Dial-In User Service (RADIUS), 352–354
reserved addresses
  DHCP servers, 276
  IP, 32–33
reset command, 409
resetting configuration register, 410
restoring device configuration, 374
restrict violations for MAC addresses, 310
RIDs (router IDs) – severity levels in syslog messages

<table>
<thead>
<tr>
<th>Severity Level</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>Not set</td>
</tr>
<tr>
<td>1</td>
<td>Emergency</td>
</tr>
<tr>
<td>2</td>
<td>Alert</td>
</tr>
<tr>
<td>3</td>
<td>Critical</td>
</tr>
<tr>
<td>4</td>
<td>Error</td>
</tr>
<tr>
<td>5</td>
<td>Warning</td>
</tr>
<tr>
<td>6</td>
<td>Notice</td>
</tr>
<tr>
<td>7</td>
<td>Information</td>
</tr>
</tbody>
</table>

**RIDs** (router IDs)
- EIGRP, 189
- OSPF, 154–157, 154, 174
- Right-To-Use (RTU) licensing, 384, 386–389
- ring topologies, 19
- RIPv2 configuration, 193–197, 193 default routes, 198
- propagations, 197
- RJ (registered jack) connectors, 19, 25, 25–26
- rmdir command, 412
- ROAS (router on a stick), 128, 128, 130–135, 131–133, 135
- rolled cable, 23–25, 24–25
- ROM monitor mode, 405
- root bridge selection, 85–86, 85–86
- round-robin scheduling, 265
- route print command, 200–201
- router advertisement (RA) messages, 53–54
- router bgp command, 255–256
- router boot sequence, interrupting, 409
- router eigrp command, 179–181
- router-id command
  - EIGRP, 189
  - OSPF, 157, 163, 174
- router IDs (RIDs)
  - EIGRP, 189
  - OSPF, 154–157, 154, 174
- router on a stick (ROAS), 128, 128, 130–135, 131–133, 135
- router ospf command, 146–153, 163–165
- router rip command, 194–198, 396
- router solicitation (RS) requests, 53

**Systems**
- See also switches and switching technologies
  - DHCP servers, 276
  - HSRP, 285–286
  - interfaces, 396–399
  - modes, 394
  - reloading, 409–410

**Routing**
- configuration register. See configuration register
  - EIGRP. See Enhanced Interior Gateway Routing Protocol (EIGRP)
  - forwarding, 122
  - IGPs and EIGPs, 139
  - inter-VLAN. See inter-VLAN routing (IVR)
  - link-state vs. distance-vector, 138
  - OSPF. See Open Shortest Path First (OSPF)
  - packet handling, 116–121, 116, 118
  - RIPv2, 193–199, 193
  - router configuration. See routers
  - static vs. dynamic, 136–137
  - troubleshooting
    - end-to-end connectivity, 199–209, 199
    - IPv6 extended access lists, 216–219
    - IPv6 network connectivity, 209–216, 209

**Routing Protocols**
- configuring, 396
- routing tables, 124–125
- components, 123–126, 123
- information sources, 127
- RS (router solicitation) requests, 53
- RSTP (Rapid Spanning Tree Protocol), 85
- RTU (Right-To-Use) licensing, 384, 386–389
- runt frames, 69

**Secure Shell (SSH)**
- device security, 348–349
- in-band connections, 392

**Security**
- technology package, 384
- segment format
  - in TCP, 6–8, 6
  - in UDP, 8–9, 8
- Seq no stamp, 364
- sequence numbers in TCP segment, 7
- serial links, verifying, 230–232, 230–231
- server name command
  - RADIUS, 354
  - TACACS+, 355
- servers
  - DHCP, 276–277, 276
  - syslog, 364–368, 367
  - VTP, 81
- service abstraction layer (SAL), 339
- Service Level Agreements (SLAs), 369–371
- service password-encryption command
  - PPP, 229
  - security, 347
- service sequence-numbers command, 368
- service timestamps log datetime msec command, 303
- session establishment in PPP, 228, 228
- SET messages in SNMP, 361–362
- setup command, 393
- severity levels in syslog messages, 365
show access-list command, 332
show access-lists command, 208, 218, 336
show cd command, 332
show cd entry command, 99
show cdp command, 95, 375–376
show cdp entry command, 99
show cdp neighbors command, 88, 96–99, 101, 376–377, 382
show cdp neighbors detail command, 235, 378–379
show etherchannel port-channel command, 106
show etherchannel summary command, 106
show file command, 412
show host command, 216, 335
show hosts command, 273
show interface brief command, 397–398
show interfaces command
mismatched IP addresses, 235
MLP, 236
serial links, 231
troubleshooting, 68–70
show interfaces gigabitethernet command, 311
show interfaces multilink command, 238
show interfaces switchport command, 73, 75
show interfaces trunk command, 72, 78
show interfaces tunnel command, 244
show ip access-list command, 332
show ip arp command, 37, 119
show ip bgp command, 257–258
show ip bgp neighbors command, 258–259
show ip bgp summary command, 256–257
show ip dhcp binding command, 280
show ip dhcp conflict command, 281
show ip dhcp pool command, 280
show ip eigrp events command, 186
show ip eigrp interfaces command, 181–183
show ip eigrp neighbors command, 181–182
show ip eigrp topology command, 181, 183–184
show ip eigrp traffic command, 181, 185
show ip interface command
access lists, 332–333, 337
connectivity, 208
show ip interface brief command
connectivity, 205–206
GRE, 244
mismatched IP addresses, 235
OSPF, 151–152, 172
PPPoE, 240
RIPv2, 194–195
show ip nat translations command, 296–298
show ip ospf command, 155–156, 158–159, 166–168
show ip ospf database command, 159–160, 165, 172–173
show ip ospf interface command, 160–161, 165, 168–169
show ip ospf neighbor command, 161–162, 165–166
show ip protocols command
EIGRP, 181
OSPF, 162–163, 165, 170–171
show ip route command, 118, 122–124
correction problems, 206
EIGRP, 184
GRE, 245
OSPF, 153, 157, 165, 171–172
RIPv2, 195–198
static routing, 141, 144
in troubleshooting, 205
show ip route eigrp command, 181, 183
show ip sla configuration command, 370
show ip sla statistics command, 370–371
show ipv6 eigrp interfaces command, 190
show ipv6 eigrp neighbors command, 190
show ipv6 eigrp topology command, 191
show ipv6 interface brief command, 212, 218, 336
show ipv6 neighbors command, 212–213
show ipv6 ospf command, 178
show ipv6 ospf interface command, 177
show ipv6 ospf neighbor command, 177
show ipv6 protocols command, 177, 190
show ipv6 route command, 51–52, 214–215
show ipv6 route eigrp command, 192
show ipv6 route ospf command, 176
show license command, 387
show license feature command, 387–389
show license udi command, 384, 389
show logging command, 367
show mac address-table command, 65, 308
show ntp command, 303
show ntp associations command, 304
show ntp status command, 304
show ppp multilink command, 238
show pppoe session command, 241
show run command, 142
show run interface command, 313
show run interface tunnel command, 243
show running-configuration command, 218
access lists, 331–332
CDP, 100, 381
extended access lists, 336–337
interfaces, 400
mismatched IP addresses, 235
passwords, 346–347
verifying configuration, 372
show sessions command, 274
show spanning-tree command, 87–88, 92
show spanning-tree summary command, 90
show spanning-tree vlan command, 86–90
show standby command, 289, 293
show standby brief command, 289
show startup-config command, 372
show version command
configuration register, 406
licenses, 388–390
show vlan command, 71–72, 74
shutdown command
HSRP, 290
interfaces, 399
shutdown violations in MAC addresses, 310
Simple Network Management Protocol (SNMP), 360–361, 360
configuring, 362–364
single-area OSPF design – syslog server

MIB, 361–362, 362
versions, 361
single-area OSPF design, 146
single-homed WAN connections, 248
single-mode fiber-optic cable, 27, 27
site-to-site VPNs, 252
SLAs (Service Level Agreements), 369–371
SNMP (Simple Network Management Protocol), 360–361, 360
configuring, 362–364
MIB, 361–362, 362
versions, 361
snmp-server community command, 363
snmp-server contact command, 363
snmp-server host command, 363
snmp-server location command, 363
Software as a Service (SaaS), 13–14
Software Defined Networking (SDN)
control planes and data planes, 418–419
stacks, 338–339, 339
Source Address (SA) in Ethernet frames, 66
source ports
TCP segment, 6
UDP segment, 9
southbound APIs, 419–420, 419
SPAN feature, 415–416, 416
spanning-tree bpduguard command, 94
spanning-tree mode rapid-pvst command, 91
spanning-tree portfast command, 93–94
Spanning Tree Protocol (STP), 84
PortFast, 92–94, 92
root bridge selection, 85–86, 85–86
troubleshooting, 85–92
varieties, 85
Speak state in HSRP, 290
special addresses
IPv4, 31
IPv6, 56–57
speed command, 204
speed settings, 204–205
SSH (Secure Shell)
device security, 348–349
in-band connections, 392
StackWise technology, 109–110, 109
STAKE state, 213
standard access lists, 315–322, 319–321
standby command, 288, 292
standby routers, 281–283, 282, 285
Standby state, 290
standby timers, 284
star topologies, 19
Start Frame Delimiter (SFD) in Ethernet frames, 66
startup-config file, 410
stateless IP autoconfiguration, 48–49, 48, 53–55, 54
static MAC addresses, 308–309
static NAT, 294
static routing, 139–140
configuring, 140–144, 141
default routes, 144
vs. dynamic, 136–137
floating static, 145
host routes, 145
network routes, 145
sticky command, 309
sticky MAC addresses, 309–310
STP (Spanning Tree Protocol), 84
PortFast, 92–94, 92
root bridge selection, 85–86, 85–86
troubleshooting, 85–92
varieties, 85
straight-through cable, 21–22, 21
stubs, 144
subinterfaces in inter-VLAN routing, 130
subnets, routing, 124
switch ports in VLANs, 73–75
switched virtual interface (SVI), 129, 135–136, 136
switches and switching technologies
access ports, 75–76
CDP, 94–101, 95, 99, 101
configuring, 70–72
Etherchannels, 102–108, 104
Ethernet frames, 66–67, 66
frame flooding, 64–65, 64
frame switching, 64
interfaces, 396–399
interswitch connectivity, 76–84, 80, 82
LLDP, 101–102
MAC tables, 62–63, 62–63, 65
PortFast, 92–94, 92
SFP, 85–91, 85–86
switch ports, 73–75
switch stacking and chassis aggregation, 109–110, 109
troubleshooting, 68–70
trunking on, 76–84
switchport command, 73–74
switchport access vlan command, 74, 132, 134
switchport mode command, 74
switchport mode access command, 77–78, 309
switchport mode dynamic command, 77–78
switchport mode trunk command, 76, 78, 105–106, 131–134
switchport nonegotiate command, 78
switchport port-security mac-address command, 309–310
switchport port-security maximum command, 309–310
switchport port-security violation command, 309–310
switchport trunk allowed vlan command, 78–79
switchport trunk encapsulation command, 76, 105–106
switchport trunk native vlan command, 83, 313
Synch field in Ethernet frames, 66
synchronization, clock for, 302–304, 303
syslog server, 364–365
configuring, 366–367, 367
verifying, 367–368
TACACS+ (Terminal Access Control Access Control System), 354–356
TCP (Transmission Control Protocol)
congestion management, 266, 266
overview, 5–8, 6
TCP/IP, 4–5, 5
telnet application
device security, 348–349
extended access lists, 335
in-band connections, 392
passwords, 344–345
in troubleshooting, 207–209, 216–218
telnet command, 335
temporary IPv6 addresses, 213
10Base-T standard, 20
10GBase-T standard, 20
terminal monitor, 415
terminal monitor command, 364
testing NAT, 297–302, 299–301
TFTP
copying configurations to, 373
IOS upgrades, 402–403
server address assignment, 278
tftp-server flash command, 403
three-layer hierarchical model, 15–18, 15
TID (Traffic Identifier) fields, 260
time zones, 390
timed-out messages, 120
timers
CDP, 95–96, 95, 375–376, 375
HSRP, 283–284, 284
timestamp in syslog messages, 365
TLV (Type-Length-Value) support, 81
Token Ring support, 81
top-down troubleshooting, 28
topologies
network, 18–19, 18
WAN technologies, 246–248, 246–248
ToS (Type of Service) fields, 260
traceroute command
connectivity problems, 202
IP addresses, 37
working with, 414–415
tracert command
connectivity problems, 202
IP addresses, 37
IPv6 networks, 211–212
working with, 414
Traffic Identifier (TID) fields, 260
traffic paths to cloud resources, 12
Transmission Control Protocol (TCP)
congestion management, 266, 266
overview, 5–8, 6
transparent mode in VTP, 71
transport input command, 349
TRAP messages in SNMP, 360, 360, 362
troubleshooting
device maintenance, 413–417, 416
DHCP connectivity issues, 278–281
DNS connectivity, 275
end-to-end connectivity, 199–209, 199
HSRP, 293
interfaces and cables, 68–70
IP addressing, 34–41, 35, 38–41
IPv6 extended access lists, 216–219
IPv6 network connectivity, 209–216, 209
methodologies, 28
NAT, 297–302, 299–301
STP, 85–92
switches, 68–70
trunk ports, 76–78
trunks
switches, 76–84
VLANs allowed on, 78–79
trust boundaries, 262
trusted domains, 262
tunnel destination command, 243–244
tunnel mode command, 243
tunnel source command, 243–244
Type-Length-Value (TLV) support, 81
Type of Service (ToS) fields, 260

U

U/L (universal/local) bit, 48
UDP (User Datagram Protocol), 8–9, 8
unicast addresses
description, 43–44, 44
IPv6, 55
Unified Communications technology package, 384
uninstalling licensing, 390
unique local addresses, 56
universal images, 384
universal/local (U/L) bit, 48
unshielded twisted-pair (UTP) cabling, 19
untrusted domains, 262
upgrades for IOS, 402–404
upper layers in OSI Reference Model, 3–4, 3
upstream inter-VLAN routing, 130
urgent field in TCP segment, 7
user-tacacs password option, 342
User Datagram Protocol (UDP), 8–9, 8
user exec mode, 393
username command
device security, 348
PPP, 229
RADIUS, 353
TACACS+, 354
UTP (unshielded twisted-pair) cabling, 19
UTP Gigabit Wiring (1000Base-T), 23, 23

V

version-dependent transparent mode in VTP, 81
versions
HSRP, 292
SNMP, 361
video QoS, 263
violation actions for MAC addresses, 310
virtual accounts, 390
virtual circuits, 6
virtual LANs (VLANs), 10
configuring, 70–72
default, 76
inter-VLAN routing. See inter-VLAN routing (IVR)
native, 83–84
nondefault native, 314–315
switch ports, 73–75
on trunks, 78–79
verifying, 72–73
virtual MAC addresses, 283
virtual private networks (VPNs), 251–253
virtual routers, 285
virtual services in cloud resources, 13–14, 13
vlan command, 71
VLAN Trunk Protocol (VTP), 79–80
operation modes, 80–81, 80
transparent mode, 71, 80–82
VTPv2, 81–82
VLANs. See virtual LANs (VLANs)
voice
access ports, 75–76
QoS, 262–263
VPNs (virtual private networks), 251–253

W

WALK messages in SNMP, 362
Warning severity level in syslog messages, 365
weighted fair queuing (WFQ), 266
weighted fair scheduling, 265
weighted random early detection (WRED), 266
WFQ (weighted fair queuing), 266
wide area network (WAN) technologies, 226
access connectivity options, 248–253, 249, 252–253
BGP. See Border Gateway Protocol (BGP)
GRE, 241–246, 241–242
PPP. See Point-to-Point Protocol (PPP)
PPPoE, 239–240, 239
QoS, 259–263, 261–262, 264–267
topologies, 246–248, 246–248
VPNs, 251–253
wildcards
access lists, 317–319
OSPF, 147–150, 149
window field in TCP segment, 7
wireless controllers, 10–11
workgroup layer, 16–17
WRED (weighted random early detection), 266

Z

Zero Touch Deployment, 339