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Risk Function 13, 15
Risk Goal 11, 5
Risk of Mission Failure 11, 3
Risk of Power Loss 15, 2
Risk Trends Positive 13, 13
Risks of Operating Mobile Devices 15, 1
Risky Requirements 11, 4
Roadmap for Improving Real-Time System Design 4, 25
Robustness 15, 13
Routes Are Subject to Frequent Breakage 15, 3
Rule of Considering Real-World Operational Details during Abstract Design 4, 3
R-S Flip Flop 1, 42
Run Realistic Tests That Stress the Hardware and Software to Fail 16, 14
S/N Can Be Used to Rank the Reliability of Mobile Device Software 16, 10
S/N Can Be Used to Prioritize Software Modules for Testing 16, 13
S/N Influences Test Effectiveness 16, 1
S/N Limit 16, 16
S/N Ratio Is Computed and Test Software is Used to Compare the Required Ratio with the Ratio Actually Generated in the Network 7, 14
Safe Mission 11, 3
Safer, Lower Risk Alternative 13, 15
Safety Against Cost 11, 5
Safety of the Mission 11, 2
Sample Data 13, 1
Sample and Hold Circuit 3, 4
Sample and Hold Circuit Must Sample Input at a Rate at Least Twice the Frequency of the Input in Order to Produce the Desired Output 3, 14
Satisfy All the Functional Requirements and Timeliness Demands 4, 1
Satisfy Response Time Requirements 4, 25
Save Energy 15, 12
Schedule Test Time 13, 4
Scheduled Operating Times 12, 2
Scheduling Algorithms 10, 6
Scheduling Efficiency 10, 7
Scheduling Policy 10, 11
Scheduling and Timing Risks 11, 2
Schneidewind Software Reliability Model 11, 3; 13, 4
Secondary Storage Component 15, 15
Security 15, 1
Security Breach on the Device 15, 1
Select Personnel by Evaluating the Results for Accuracy, Reliability, and Quality of Design Documentation 17, 19
Select Solution Routines That Have Good Convergence Properties for the Given Problem 17, 2
Self-Shutdown 16, 5
Self-Shutdown (Silent Failure) 15, 4
Self-Shutdown and Unstable Behavior Are Considered to Be High-Severity Failures 16, 6
Self-Shutdown and Unstable Behavior Are High-Severity Failures 15, 6
Send Responses Back for the User 16, 3
Sense All Context Information 15, 13
Sensitivity Can Be Interpreted as Sensor Error 3, 12
Sensor Attached to Access Point Records the Range Between the Mobile Device and the Access Point 7, 14
Sensor Error Occurs When the Input Range Exceeds the Output Range 3, 13
Sensor Is a Device That Receives and Responds to a Signal 3, 12
Sensor’s Sensitivity Indicates How Much the Sensor’s Output Changes When the Measured Quantity Changes 3, 12
Separation of Application Concerns and Implementation 4, 2
Sequence Analysis 2, 10
Sequence Diagram Is an Interaction Diagram That Shows How Software Processes Operate with One Another and in What Order 17, 2
Sequence Diagrams Are Capable of Representing Sequential Interactions (e.g., Only a Single Elevator Floor Request at a Time) 17, 3
Sequence Diagrams Provide Both the Sequence of Model Operations on Data and the Sequence of Steps That Implement the Model Operations 17, 9
Sequence Diagrams Show the Sequence of Operations Between Objects and the Sequence of Program Steps That Are Required to Implement a Model 17, 9
Sequence Failure Rate 2, 11; 7, 5
Sequence of Fault and Failure Injection 7, 5
Sequence Input Rate 7, 9
Sequence of Interactions 14, 4
Sequence of Operations 12, 13
Sequence of Operations on the Network 6, 1
Sequence Probability 2, 10
Sequence Probability and Sequence Response Time Predictions and Analysis 2, 10
Sequence of the Reliability Simulation 7, 5
Sequence Relationships 2, 10
Sequence Response Time 2, 10
Sequences Associated with Local Network Components 7, 6
Sequential Circuits 1, 39
Sequential System 12, 2
Series Component 12, 2
Series Configuration 12, 3
Series-Parallel Configuration 12, 5
Series System Reliability 12, 3
Server Component Is the First in Line for Reliability Improvement 14, 18
Server Consists of Multiple Single-Threaded Processes, Each of Which Handles One Request at a Time 6, 2
Server-Side Problems 14, 16
Server Uses the Error Control Function to Increase the Clock Rate 4, 17
Service Performance 14
Service the Phone 15, 5; 16, 5
Service Requirements Impose Ordering on the Invocation of Operations 14, 3
Session and Presentation Layer Services 5, 7
Several Metrics of Real-Time System Performance Are Modeled and Evaluated 4, 1
Severe Reliability Problem Will Prevail Short of 18 Months 16, 17
Severity Levels Corresponding to the Difficulty of the Recovery Action(s) 15, 6; 16, 4
Severity Reflects Both Failure Type and Recovery Type 16, 9
Shape Parameter 12, 15
Shape of the Reliability Function 12, 15
Shared Data Areas Are Protected, Reducing the Possibility of Unexpected Modifications 17, 4
Shared, Noisy, Highly Variable, and Limited Wireless Communication Links 7, 12
Software Defined Device Provides Needed Functionality (e.g., Short Range to Long Range Communication) 16, 4
Software Demonstrating the Lowest Probability of Failure 14, 11
Software Developers Can Incorporate Compatibility into Standards 7, 10
Software Development Cycle 11, 4
Software Development Models for Mobile Devices to Communicate with the Electric Grid in a Collaborative Processing Mode 16, 24
Software Development Process 17, 19
Software Dimension 8, 2
Software, Due to Its Complexity, Has Caused More Problems Than Hardware 7, 9
Software Evolves and These Changes Can Negatively Affect Performance 15, 15
Software Failures 14, 5
Software Compatibility Standards Issue 7, 9
Software for Controlling a Nuclear Reactor 17, 1
Software Functions 4, 11
Software Has the Best Prediction Accuracy 14, 10
Software Inoperable 12
Software Is First Modeled Abstractly without Considering Its Execution Platform 4, 2
Software Is in Need of Significant Software Development Process Improvement to Reduce Failures 16, 8
Software Is Released 13, 4
Software Level 4, 5
Software Management Requiring Traceability among Software Products and the Process Steps That Produce Them 17, 4
Software Mobile Network Products 15, 3
Software Models That Deal with Mobile Devices 16, 1
Software Portability 15, 14
Software Product Logic 17, 19
Software Redundancy 12, 18
Software Reliability (Object) Must Achieve Its Specification (Task) during Test and Operating Time) 17, 5
Software Reliability Assessment Problem 13, 18
Software Reliability Improvement 13, 3
Software Reliability Prediction Metrics 13, 18
Software Reliability Profile Implementation 11, 3
Software Reliability Results 13, 11
Software Reliability Results Cannot Be Considered Representative 16, 10
Software Reuse and Support of Various Tools 17, 3
Software System Could Be Operated Safely 13, 15
Software System Designed with Procedures to an O-O Perspective 17, 4
Software Written in Event-Driven Style Typically Waits for an Event to Occur 4, 6
Software Would Never Be Able to Achieve a Specified Reliability 17, 18
Source of Failure Data 11, 3
Specified Critical Value 11
Specified Network Hardware and Software 7, 13
Specified Number of Failures 13, 15
Specified Number of Remaining Failures 13, 13
Specified Reliability 11, 1; 12, 4; 15, 1
Specified Reliability Requirement 16, 11
Specified Reliability Values 15, 1
Specifying a Requirement, While Neglecting to Provide a Rationale 7, 13
Spectrum Considerations 7, 13
SR Latch 1, 40
Stabilization Time 16, 3; 16, 1
Stabilization Time Is the Operating Time during Which Specified Reliability Is Achieved 15, 3
Stack 1, 4
Standard Communication Protocols 14, 2
Standard for Hardwired Networks 7, 10
Standard for the Recovery of Failed Web Services 14, 2
Standard Internet Protocols 14, 1
Standardization Simplifies Interoperability 14, 2
State Diagram: Diagram That Shows States and Transitions Between States 17, 2
State Diagrams Are Effective for Representing This Environment
State Machines to Model the Order of Web Service Operations
State of an Object Represents the Results of Its Behavior
State Transition Connects Two States
State Transition Probabilities
State Transition That Causes a Web Server to become Active
StateTransitions
State Transitions That Must Be Tested
Statement Execution Result
States and State Transitions Form the Core Processes
Static Part of the Mobile Device Is Its Hardware
Stationary Service Always Executes on the Same Node
Statistical Metrics to Compute and Predict Reliability for Illustrative Web Servers
Statistical Modeling Theory for the Evaluation of Web-Based System Reliability
Statistical Routine
Statistical Testing and Reliability Analysis
Steady State Reliability
Steps Necessary to Define the Components of the Model
Steps in Real-Time System Design
Storage
Storage (Digital Data Stored in Database)
Storage Architecture
Storage Capabilities
Storage Capacity Prediction
Storage Requirement Test Is Conducted with Test Software by Comparing the Database Capacity with the Web Page Storage Requirement
Storage Requirements Must Be Predicted
Storage System with Sufficient Capacity to Support the Input, Storage, and Output of Real-Time Transactions
Strategy Does a Good Job of Exercising Many, but Not All, of the Paths
Strength of Functions Lies in the Fact That They Are Programs within a Program
Stress to Identify Both Hardware and Software Failures
Strong Partitioning
Strong Partitioning of Applications
Structural Hazards
Structure
Structure of Reliability Equations
Structure of a Software Application
Study the Effects of Increasing Bandwidth and Operating Time on Communication Channel Reliability
Subcontracting Risks
Subject the System to Increasing Values of Mission Duration
Success of HPC Computing Will Depend on the Ability to Provide High Reliability
Success of the Input Received Function
Successful Execution
Successful Intrusion Increases the Noise in a Mobile Network
Successful Operation Between a Pair of Nodes
Sudden Jumps in Hazard Function
Sudden Need for the Mobile Device to Move with the user (Context Aware)
Sum Failure Count State
Sum of Correct Modules and Failed Modules
Summary of Queuing Model Computations for Present and Proposed Internets
Summary of Simulation Model Computations
Summary of Software Development Approaches
Summation of Link Delay, Processing Time, and Wait Time
Summing the Node and Link Times
Super Computer
Superiority of Neural Network Criterion
Superiority of Neural Network Reliability Criterion Limit 13, 8
Support Multimedia Services 7, 13
Support Requirements 9, 11
Synchronized Program Development Activities 17, 13
Synchronous and Asynchronous Communication among Components 12, 13
Syntax Oriented (e.g., Emphasis on UML Diagramming Techniques) 17, 3
System Bus with Sufficient Bandwidth to Accommodate Expected Data Transfer Requirements 4, 14
System Changes Will Only Affect the Interface 17, 2
System Clock of the Mobile Device 15, 13
System Configuration Descriptions 14, 3
System Decomposition Into Components 9, 2
System Error 4, 19
System Error Feedback Correction 4, 19
System Failures Include User and Computer Operator Errors 14, 10
System Functionality Risks 11, 2
System Identification 13, 1
System Level 4, 5
System Must Be Capable of Detecting Logical as Well as Timing Errors in the Design 4, 23
System Must Respond to Asynchronous Events 4, 8
System Queues Are Used to Store Backlog of User Requests 4, 4
System Reliability 12, 2
System Reliability Model 12, 1
System Resources, such as Microprocessor Cycles, Communication Bandwidth, and Storage Memory Are Restricted 4, 1
System, Software, and Hardware Failure Rates 14, 11
System Storage 4, 6
System Validation 12, 13
System View That Is Desired 17
System Workload Is Desired 16, 10

TCP Connection to the Web Server 14, 4
TCP/IP Is a Protocol That Interfaces with Local Network Protocols such as Ethernet 7, 10
TCP/IP Is a Protocol That Operates at the Transport Layer of the Seven Layer Network 7, 10
Teaching Neural Networks 13, 2
Telecom Service Providers 7, 12
Template for Using Various Objects (Probability Functions) and Their Attributes (Variables and Parameters) in the Same Probability Distribution Class 17, 11
Test Bed for Testing Networks 7, 14
Test Case Selection Is Designed to Provide Adequate Coverage of System Components by Deriving Test Cases from Software Designs 4, 22
Test Cases Are Based on Recovery Action (e.g., Remove Battery) 16, 17
Test Cases Are Based on Type of Failure (e.g., Freeze) 16, 17
Test Data Design 2, 8
Test Duration Serves as a Test Stopping Rule 16, 14
Test Effectiveness Can Be Used to Prioritize Modules for Testing 16, 13
Test Effectiveness of Failure Type 16, 17
Test Effectiveness Increases with Lower Signal to Noise Ratio 16, 16
Test Effectiveness Is the Duration of Test Necessary to Achieve That Effectiveness 16, 14
Test the Interaction in Terms of Performance Results 4, 22
Test Interval 13, 4
Test Measurements Are Instrumented 7, 14
Test Paths Associated with the Program Input Variables 17, 17
Test Paths Used to Debug the C++ Program 17, 13
Test Plan 2, 7
Test Plan Support Functions 2, 7
Test Plans Must Recognize Constraints 16, 3
Test Results Reflect Realistic Operating Conditions 16, 3

T Flip Flop 1, 49
Target User 15, 13
Test Software Compares the Actual Range with the Received Range 7, 14
Test Software Computes Required Time and Compares It with Clock Time 7, 14
Test Software Records a Compatibility Result If the Signal Is Received 7, 14
Test Strategies 2, 6
Test Time 11, 2; 13, 2; 16, 14
Test Time Increases with Decreasing Signal to Noise Ratio (i.e., Many Failed Modules Compared with the Number of Correct Modules) 16, 17
Test Time Is Equal to Number of Failed Modules That Are Corrected Divided by the Failure Rate 16, 14
Test Time Is Modeled as a Two Phase Sequence 16, 17
Testing 12, 1; 14, 1
Testing for All Possible Exceptions in all Possible Places Where an Exception Could Be Raised Is Impractical 17, 17
Testing Approach Must Be Highly Non-Intrusive 16, 3
Testing Challenge Is to Include the Number of Active Users Connected to Mobile Networks 16, 3
Testing Challenges 16, 2
Testing of Mobile Devices Is Difficult Because the Environment Is Complex 16, 2
Testing Must Be Performed in the Constrained Memory of the Mobile Device 16, 3
Testing Problems 16, 1
Testing and Reliability Have a Synergistic Relationship 16, 12
Testing under Simulated Operational Conditions 11, 4
Testing for a Time to Assure High Reliability 12, 12
Text Message Was Being Received 15, 5
Text Messaging 15, 15
Thorough Testing of Real-Time Systems 4, 22
Thread-Based Architecture 6, 2
Throughput 4, 21; 10, 6; 15, 14
Throughput per User 16, 3
Time 7, 1; 15, 1
Time-Based Reliability Model 16
Time of Completion of Service Request 4, 19
Time-Driven Software Design Style Corresponds to Using Cyclic Activities, Triggered by Time 4, 7
Time to Failure 11, 2
Time to Failure Risk 11, 6
time to Failure across Various Time Intervals 13, 15
Time of Failure Occurrence 17, 6
Time to Let the Device Deliver the Expected Service 15, 5
Time to Next Failure 11, 6; 13, 15
Time Required to Request a Web page from Web Server 7, 14
Time of Service Request 4, 6, 19
Time Slice Length Strategy 10, 8
Time of Switch Action 10, 13
Time in System 6, 45
Time of Testing Software 13, 2
Times When the Failures Occurred 17, 12
Timing Constraints Are Addressed in Analyzing Real-Time System Performance 4, 2
Today, Many Computer Systems Are Being Used to Measure and Control Real-World Processes 4, 2
To Minimize Low Pass Filter Error, Maximize the Signal to Noise Ratio S/N 3, 14
To Minimize Operational Amplifier Error, Ensure That the Output/Input Ratio = Amplification Factor 3, 14
To Minimize Voltage Sensor Error, the Sensor Should Produce an Output Change to Input Change Ratio = 1 3, 14
To Prevent Sample and Hold Circuit Error, Ensure That the Circuit Can Sample at a Frequency fSH > Desired Frequency fI 3, 14
Too Little Memory Space Allocated to Buffers, Resulting in Buffer Overflow 16, 7
Topology 2, 2
Total Expected Operational Time 4, 21
Total Number of Failures 16, 7
Total Number of Failures Reported at the Scheduled Test Time Interval 13, 12
Total Number of Mobile Device Modules 16, 9
Total Number of Modules in a Mobile Device 16, 6
Total Paging Time 10, 13
Total Quantity of Data Processed at all Nodes and Associated Links in a Network 7, 8
Total Scheduled Test Time 13, 7
Total System Reliability Analysis 14, 1
Total System Reliability Models 14, 18
Traceability of Product and Process 17, 4
Track the Hazard Function Produced by Web Servers 14, 10
Tracked by Using User and Computer Operator Logs 14, 10
Traditional System 14, 1
Traditional Testing Methods 4, 21
Trained to Operate in a Specific Environment 13, 1
Transfer the Process to this Device 16, 24
Transfer Program Control 15
Transformed to a Software Design Model on the Target Platform 4, 2
Transition Information 14, 3
Transmission Control Protocol (TCP) Connection to the Remote Web Server 14, 10
Traverse All Links and Nodes to the Web SERVER 7, 9
Tree Structure 14, 3
Trend to Connect More Devices Will also Accelerate, Facilitated by the Increasing Installation of Internet Protocol version 6 (IPv6) 6, 2
Trigger (Event) for the Poisson Failure Model (Object) to Store the Failure Count (Action) 17, 10
Triggered by Sensing an Intrusion 15, 14
Triggering of Flip-flops 1, 3
Turnaround 10, 6
Type of Failure and Category of Failure Recovery Action 15, 1
Type of Failure Recovery Action 16, 1
Types of Failures 14, 3; 16
Types of Failures and Responses to the Failures 15, 1
Types of Synchronous Sequential Circuits 1, 57
Unacceptable Mission Duration at the Specified Reliability 16, 16
Unambiguous (Meaning Is Clearly Expressed) 17, 4
Ultimately, the Particular Characteristics of the Application Must Be Considered 4, 25
Unexpected Interactions with other Program Modules Are Unlikely 17, 4
Unified Hardware-Software Reliability Model 12, 13
Unified Modeling Language: Standardized Notation and Set of Diagrams 17, 2
Unified Modeling Language (UML) Diagrams Can Be Used to Model the Elements 17, 8
Unified System That Includes A/ D Conversion 3, 9
Units 9, 11
Unreliability 15, 7
Unreliable and Unmaintainable Code 4, 2
Unstable Behavior (Erratic Failure) 15, 4; 16, 6
Unweighted Probability 14, 9
Upload Direction (i.e., Request for Web page) and Download Direction (i.e., Delivery of Web Page) 6, 1
Upon Failure Detection, the Logger Gathers Useful Information 15, 5
Usage Scenarios Are Difficult to Automate 16, 3
Use of Compatible Interfaces 7, 14
Use the Generic Design to Guide the Development of the Application-Specific Design 4, 1
Use of Low Power Enables Longer Battery Life Applications such as a Personal Data Assistant 7, 13
Use Standardized Interfaces 7, 12
Useful for Debugging 17, 4
User Computers and Mobile Devices Would Access a Web Server by Providing a Universal Resource Locator (URL) (Web Site Address) to the Internet Service Provider 6, 2
User-Defined Functions Are Functions That Programmers Create for Specialized Tasks 17, 5
User of the Device 15, 13
User Having to Restart the Application 15, 4
User-Initiated Actions to Recover from a Device Failure 16, 5
User-Injected Errors 15, 12
User Interface 16, 4
User Is Switched to Other Access Points 15, 12
User of a Mobile Device Seldom Changes 15, 12
User Mobility 7, 12
User Perceived Application Response Times Are Often Poor 15, 14
User-Perceived Reliability and Availability Data 12, 13
User Perceived Response Time 15, 14
User System Requests Must Be Queued Because the System Controller Is Unable to Respond to All Requests Immediately 44
User Turns Off the Device and Then Turns It On to Restore the Correct Operation 15, 5
User Will Interact with the System, Supplying Information to Help It Choose the Right Algorithms and Transformations 17, 3
Users Experience a Failure (Freeze or Self Shutdown) 15, 4
Users’ Requests Can Be Supported by a Proxy 14, 5
Users Should Not Have to Wait for a Response in Order to Recover from a Failure 16, 16
Using the Successful Time Obtained from the Previous Test, and Compares It with the Specified Reliability 7, 14
Utility of the Prediction Is to Delineate The Maximum Storage Requirement 7, 9
Utilization of Resources 15, 14
Validating Real-Time Systems 12, 13
Validation of Computer System Reliability 12, 13
Validity Checks on Memory Access 15, 7
Validity of Equation 13, 4
Validity of the Neural Network Criterion Limit 13, 5
Validity of Reliability Predictions 14, 8
Valuable for Portraying the Process That Develops the Product 17, 19
Value of Total Web Services 14, 18
Value-Added Total Web Services 14, 18
Variable: A Model Predictor Specified in a Function (e.g., Predictor of Software Reliability) 17, 5
Variable Assumes Values Based on a Function 17, 6
Variable Number of Active Users 16, 3
Variance Between Actual and Predicted Values 12, 13
Vendors Should Provide Better Protection Against Memory Violations 15, 7
Verification Error Can Be Minimized 4, 22
Verification Step 17, 17
Verifying That the Specifications Can Be Achieved 7, 15
Very High Reliability Software And Hardware Components 12, 19
Virtual Operating Systems 10, 18
Visual Language Alternative 9, 19
Voice and Data in Wired Networks Increasingly Converge to Use the Internet 7, 11
Voice over Internet Protocol (VoIP) 15, 12
Voltage Regulation 3, 10
Voltage Regulator of the Electric Distribution System 3, 9
Voltage Sensor 3, 12
Voting Mechanism 14, 2
Wait an Amount of Time 15, 5
Wait for a Response 16, 6
Wait Time 6, 9
Waiting for the Phone to Respond 16, 7
Weak Spots in Component and System Reliability 14, 1
Web Client 14, 2
Web Client and Server Interactions 14, 9
Web Client Directly Accessing the Web Server to Obtain a Page 14, 4
Web Client Meets the Reliability Requirement 14, 17
Web Client Reliability Analysis 14, 16