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Synchronize Directory Service right, 342
synchronizing date and time, 168, 168
Syssrep.exe (System Preparation Tool), 62–66, 68
system bottlenecks, 470–471
System Center Configuration Manager
(SCCM), 55
System Configuration utility, 500–503, 500–503
System group, 320
System icon, 176, 179–184, 179–182
System Image Recovery Tool, 537
system images, 535
creating, 535–537, 536–537
restoring, 537
System Information utility, 491–492
System log, 508
System object, 487
system partitions, 21
system performance, 485
disks, 488–489
memory, 485–486
processors, 486–488
System Preparation Tool (Sysprep.exe), 62–66
for imaging, 70–72
summary, 67–68
System Preparation Tool dialog box, 72
System Properties dialog box, 538, 538, 540, 540
System Protection dialog box, 539–540, 539
System Protection feature
overview, 538–539, 538
restore points
   cleaning up, 542–543
   creating, 184, 539–540
   restoring, 181, 181, 540–542, 541
System Protection tab, 538–541, 538–540
System Recovery Options dialog box, 527, 537, 542
System Requirements report, 17
System Restore, 121, 538
System section, 179
System Volume Warning dialog box, 85

T

Take Ownership Of Files Or Other Objects
right, 342
Task Manager, 492–493
   Applications settings, 493, 493
   Networking settings, 496, 497
   Performance settings, 496, 496
   Processes settings, 493–495, 494
   Services settings, 495–496, 495
   Users settings, 497–498, 497
Task Manager Wizard, 504
Task Scheduler utility, 503, 503
   creating scheduled tasks, 504–506, 504–505
   properties of scheduled tasks, 506–507, 506
   troubleshooting scheduled tasks, 507
Taskbar, pinning sites to – User Account Control screen

Taskbar, pinning sites to, 261
Taskbar And Start Menu icon, 176
Taskbar And Start Menu Properties dialog box, 204
TCP/IP. See Transmission Control Protocol/Internet Protocol (TCP/IP)
TCPv4 Segments/Sec counter, 489
TCPView application, 476
Telnet program, 175
/tempdrive option in Setup.exe, 70
Teredo tunneling, 416, 419, 424–425
terminal Server User group, 320
testing
configuration changes and tuning, 471
IP configuration, 429–430
Theme Settings dialog box, 162
themes, Desktop, 162–164
thresholds, alert, 471–477, 472–476
/1394debug option in Setup.exe, 69
32-bit version, 6
time synchronization, 168, 168
/timeout command in bcdedit, 38
Timeout startup option, 500
timing Web Slices, 264
Tools And Extensions option, 272–273
Tools And Settings menu, 348–351, 348–351
Tools tab
System Configuration, 502–503, 503
volume properties, 118, 118
TPM (Trusted Platform Module), 354
Trace-command cmdlet, 448
tracert command, 426, 429
tracert6 command, 426
transitive two-way trusts, 386
Transmission Control Protocol/Internet Protocol (TCP/IP), 409
APIPA, 428
benefits and features, 409–410
configuring, 426–430
DHCP, 389, 427–428
installation problems from, 29
IP addresses. See IP addresses troubleshooting, 430
transparent caching, 200
trends, performance, 471
triggers for scheduled tasks, 504, 506
troubleshooting
authentication, 315
installation problems, 29–30
network adapters, 395–396
scheduled tasks, 507
TCP/IP, 430
wireless networks, 407–408
Troubleshooting icon, 177, 177
Trusted Platform Module (TPM), 354
trusts, 386
tunneling
IPv6 addresses, 416, 419, 423–424
VPN, 197–200, 198–200
Turn Off Schedule option, 535
two-way trusts, 386

U

UAC (User Accounts Control), 343
options, 297–298
 privilege elevation, 343–345, 343, 345
Registry and File Virtualization, 345–346
Ultimate version, 9–11
/unattend option
Setup.exe, 70
Sysprep.exe, 71
unattended installation. See automating installation
UNC (Universal Naming Convention) path, 313
unicast addresses, 412, 419, 421
/uninitialized-server option, 83
uninstalling drivers, 236, 236
unique local addresses, 422
Universal Naming Convention (UNC) path, 313
Unknown disk status, 132
/unmount switch, 74
Unreadable disk status, 132
Unsafe Download - Security Warning dialog box, 268, 268
/update option in WDSUTIL, 84
upgrading
drivers, 233–234, 233, 393, 489–490
Upgrade Advisor, 16–19
Upgrade Advisor Setup Wizard, 17, 17
upgrades
basic disks to GPT disks, 124–125, 125
checklist, 19–20
considerations, 16–19
contingency plans, 20
vs. new installs, 14–16
performing, 27–28
from Windows XP, 34–36
% Usage counter, 486
Use Active Directory Domain Services option, 88
Use Easy Connect option, 191
Use The Windows Networking Protocols option, 88
User Account Control screen, 90, 327
User Accounts Control (UAC), 343
- options, 297–298
- privilege elevation, 343–345, 343, 345
- Registry and File Virtualization, 345–346
User Accounts icon, 177
User Cannot Change Password option, 299
User Documents shortcut, 161
User mode-full access, 112
User mode-limited access
  - MMC multiple window, 112
  - MMC single window, 112
User Must Change Password At Next Logon option, 299, 302, 305
User Name option, 299
User Profiles section, 182
User-Specific LGPOs, 326
User State Migration Tool (USMT), 31–33
  - usernames
    - authentication errors from, 315
    - domains, 385
    - in installation, 25, 25
    - logon, 294
    - rules and conventions, 300
    - VPN connections, 198
users
  - accounts
    - authentication, 315
    - built-in, 292–293, 292
    - creating, 301–302, 301
    - deleting, 303–305, 304
    - disabling, 302–303
    - local and domain, 293
    - pictures, 163–164
    - policies, 330–335, 331, 333
    - renaming, 305–306
    - types, 291–292, 291
  - creating, 298–300
  - exam essentials, 371–372
  - group membership, 307–308, 308
  - home folders, 313–314
Local Users and Groups utility, 295–297, 296–297
logging off, 295
logging on, 293–295
logon scripts, 312–313
overview, 290–291
passwords. See passwords
profiles, 308–312
properties, 306–307, 307
review questions, 373–380
rights, 338–342
security identifiers, 301
summary, 371
User Accounts Control, 297–298
  - usernames. See usernames
Users group, 319
Users tab in Task Manager, 497–498, 497
USMT (User State Migration Tool), 31–33

V

vendors, driver recommendations from, 237
/verify switch in ImageX, 74
verifying signed drivers, 240–241, 240
versions, 2–3, 6–11
video adapter requirements, 12
View And Print Your HomeGroup Password screen, 435–436, 436
View Available Networks feature, 4
View Available Updates option, 40
View tab for folders, 358–359, 358
View Update History option, 41, 42
views for counters, 478–479, 478–479
virtual domains, 383
Virtual Hard Disk screen, 258
Virtual Hard Disk Name and Location screen, 258
virtual machines (VMs), 454–455
virtual memory, 182–183
Virtual PC, 256–258
virtual private networks (VPNs)
  - connections, 197–200, 198–200
  - vs. DirectAccess, 452
virtualization, 454–457
  - File Virtualization, 345–346
  - Windows Virtual PC, 256–258
viruses, 346–347, 346
Visual Effects tab, 499
VMs (virtual machines), 454–455
volumes
  - creating, 123–124, 123–124
  - deleting, 127–128
  - extended, 129–131, 130
  - properties, 116
    - General, 117, 117
    - Hardware, 118–119, 119
    - Previous Versions, 121, 121
    - Quota, 121–122, 122
    - Security, 120, 120
    - Sharing, 119, 120
    - Tools, 118, 118
  - RAID, 142
  - simple, 107, 107, 129
striped, 108–109, 109, 129
Volumes tab, 115, 116, 129
VPNs (virtual private networks)
connections, 197–200, 198–200
vs. DirectAccess, 452

W
-waketimes switch, 206
WAPs (wireless access points), 401–403, 402–403, 408
Warning category in Reliability Monitor, 491
Warning dialog box for processes, 494–495
wbadmin.exe command, 535
WDS. See Windows Deployment Services (WDS)
WDSUTIL, 83–84
Web Slices, 5, 262–264, 262–263
WFAS (Windows Firewall with Advanced Security), 329, 441–443, 442–443
What Do You Want To Back Up? screen, 530, 530
Who Do You Want To Help screen, 188
Windows Activation, 38, 38, 65, 180
Windows Activation Wizard screen, 38, 38
Windows Aero theme, 162–164
Windows Automated Installation Kit (Windows AIK), 66–67
downloading and installing, 78–79, 78
summary, 67–68
Windows CardSpace, 178
Windows category in Reliability Monitor, 491
Windows Color And Appearance option, 162
Windows Defender, 178, 347, 347
Allowed Items, 352–353
configuring, 348, 348
History menu, 353
manual scans, 353
Microsoft Malware Protection Center, 353
Options settings, 349–351, 349–351
Quarantined Items, 352
SpyNet, 351–352, 352
Windows Defender Website, 353
Windows Deployment Services (WDS), 61–62, 61
clients, 86–87
installing, 84–85
network services, 83
overview, 80–82, 81
servers
component installation, 83–85
configuring, 85–86, 85–86
preparation, 82
requirements, 82
summary, 67–68
Windows DVD Maker application, 160
Windows Easy Transfer utility, 15, 33–35
Windows Edition section, 179
Windows Event Collector Service, 511
Windows Experience Index, 173, 173, 498–499
Windows Fax And Scan application, 160
Windows Features dialog box, 175, 175
Windows Firewall, 178, 178, 439
advanced settings, 441–444, 442–443
basics, 439–441, 440–441
connection rules, 445
inbound and outbound rules, 442–444, 443
monitoring, 445
Windows Firewall settings dialog box, 344–345, 439–440, 440
Windows Firewall with Advanced Security (WFAS), 329, 441–443, 442–443
Windows Firewall With Advanced Security dialog box, 441–443, 442–443
Windows Internet Explorer 9. See Internet Explorer 9 (IE9)
Windows Management Instrumentation (WMI), 87
Windows Media Center, 158
Windows Media Player application, 160
Windows PE component in Windows SIM, 77
Windows PowerShell, 447–449, 448
Windows Remote Assistance screen, 189–190, 190
Windows Remote Management (WinRM) utility, 446–447
Windows Server Update Service (WSUS), 40
Windows System Image Manager (Windows SIM) utility, 68, 76–80, 78–80
Windows Taskbar, 3
Windows Touch feature, 3–4
Windows Update application, 38–39, 39, 160
checking for updates, 40, 40
command-line options, 43
frequently asked questions, 42
hidden updates, 42
history, 41, 42
installed updates, 42
settings, 41, 41
Windows Update Automatic Update Client (wuauc1t.exe), 43
Windows Update icon, 179
Windows Virtual PC, 256–258, 457
Windows Vista, upgrading, 27–28
Windows XP, upgrading, 34–36
Windows XP Mode, 4, 256
WinRM (Windows Remote Management) utility, 446–447
wipe and load installations, 32–33
wireless access points (WAPs), 401–403, 402–403, 408
Wireless adapter settings, 203
wireless devices, Device Stage support for, 224
Wireless Network Connection Status window, 399
Wireless Network Properties dialog box, 404–405, 404
wireless networks
  connection status, 397–400, 398–399
  security, 400–401, 402–407
  settings, 396–397, 397–398
  troubleshooting, 407–408
wireless routers, 408
WMI (Windows Management Instrumentation), 87
workgroups
  changing, 179
  peer-to-peer networks, 383
Write permission, 363
WSUS (Windows Server Update Service), 40
wuapp.exe file, 43
wuauclt.exe (Windows Update Automatic Update Client), 43

X

XP Mode, 4, 256
XPS viewer application, 160
XSS (cross-site scripting), 267–268, 267

Z

zero-touch deployments, 56
zeros in IPv6 addresses, 416
zipped folders, 135