Index

Numbers
6to4
  DirectAccess and, 247–248
  IPv6 tunneling, 42–43
  transitioning from IPv4 to IPv6, 36
32 bit, IP address structure, 6
128 bit address space, in IPv6, 3
802.11, IEEE wireless standard, 248
8021X, IEEE
  authentication of remote users, 252
  configuring NAP (Network Access Protection), 271

A
A/AAA (host) records
  adding with IPAM, 181
  DnsUpdateProxy, 79
  dynamic updates, 149–150
  handling IPv6 addresses, 53
  overview of, 83
  stub zone record types, 70
ABE (Access-Based Enumeration)
  advantages of DFS, 288
access control
  configuring user access, 253–254
  multifactor, 244
  remote access, 253
  role-based, 192–194
  setting network access policies, 256–259
access control lists (ACLs), Data Center Firewalls, 383
Access-Based Enumeration (ABE)
  advantages of DFS, 288
account management, auditing, 304
accounting, controlling server security, 269
ACLs (access control lists), Data Center Firewalls, 383
Active Directory. See AD (Active Directory)
Active Directory Federation Services (AD FS), 244
Active Directory Integrated DNS
  advantages/disadvantages, 68–69
  setting up, 67–68
Active Directory Users and Computers, 305–306
AD (Active Directory)
  authorizing DHCP for, 126–128
  comparing DNS zones with AD domains, 58
  enabling auditing of AD objects, 305
  integration with DNS, 67–69
  IPAM support, 168
  multiple forest support with IPAM, 166
  primary zone with Active Directory Integration, 65
  setting up user remote access profiles, 254–255
  Windows Server 2016 clustering features, 352
AD FS (Active Directory Federation Services), 244
Ad Hoc mode, configuring wireless access, 249–250
Add Roles and Features
  configuring NFS data store, 295
  enabling BitLocker Drive Encryption, 284–285
  installing BranchCache, 299
  installing DFS namespace service, 288
  installing DHCP service, 124
  installing DNS service, 86
  installing Failover Cluster feature, 338
  installing FSRM service, 279
  installing Hyper-V role, 396
installing IPAM feature, 169
installing iSNS feature, 310
installing NLB nodes, 323
installing Remote Access role, 221
verifying Hyper-V hardware requirements, 395
address pool, DHCP scope options, 124
Address Resolution Protocol (ARP)
  improvements in IPv6, 36
  at Internet layer of TCP/IP protocol stack, 2
address translation, IPv4/IPv6 integration, 41
administrators, IPAM, 191–192
AES (Advanced Encryption Standard), 24
affinity, NLB administrator setting, 328–329
agining, DNS, 95
ALG (Application layer gateway), 36
alias (canonical) records, 83
ANI (automatic number identification), in connection security, 252–253
anonymous addresses, IPv6, 40
anycast
  broadcasting improvements in IPv6, 36
  IPv6 scope prefixes, 138
  types of IPv6 addresses, 39–40
APIs (application programming interface), Network Controller options, 381
AppleTalk
  encapsulation process and, 215
  PPP and, 212
Application layer gateway (ALG), 36
Application layer, TCP/IP model, 2–3
application programming interface (APIs), Network Controller options, 381
applications
  application virtualization, 388
  cluster settings, 345–347
  publishing using Web Application Proxy, 243–244
  that can be clustered, 343–345
architecture, Hyper-V, 388, 393–394
ARP (Address Resolution Protocol)
  improvements in IPv6, 36
  at Internet layer of TCP/IP protocol stack, 2
ASM (IP address space), IPAM administration options, 192
auditing
  AD objects, 305
  advanced auditing features in Windows Server 2016, 307
  Audpol.exe command, 306–307
  implementing, 304–305
  IPAM, 189–191
  overview of, 303
  services using IPAM, 197–199
  viewing audit information, 305–306
Audpol.exe command, 306–307
authentication
  configuring for Live Migration, 370–372
  controlling server security, 269
  DANE (DNS-based Authentication of Named Entities), 78
  multifactor authentication, 244
  pass-through authentication, 244
  RADIUS settings, 269
  of remote users, 250–251
Authentication link, configuring remote access profiles, 264
authorization, of DHCP for Active Directory, 126–128
autoconfiguration
  DHCPv6, 154
  IPv6, 34
automatic number identification (ANI), in connection security, 252–253
AVMA (Automatic Virtual Machine Activation), Hyper-V, 390
AXFR (full zone transfer), 71

B
background zone loading, DNS advantages, 69, 74
BACP (Bandwidth Allocation Control Protocol), 218, 264
bandwidth, enhancements in BranchCache, 302
BAP (Bandwidth Allocation Control), 218, 264
bare-metal operating system, ESXi, 295
Berkeley Internet Name Domain (BIND), 58, 106–107
BGP (Border Gateway Protocol) configuring IP-based remote connections, 221
RAS Gateways and, 384
BIND (Berkeley Internet Name Domain), 58, 106–107
BitLocker Drive Encryption comparing in Windows OS versions, 283–284
BOOTP (Bootstrap Protocol), 121, 124
Border Gateway Protocol (BGP) configuring IP-based remote connections, 221
RAS Gateways and, 384
BYOD (bring your own device), 244

C
CA (certificate authority), infrastructure, 248 cache locking, DNS, 76 cache-poisoning attacks, protecting against, 75–76 caching, DNS queries, 63–64 caching-only server, configuring DNS, 87–88 Callback Control Protocol (CBCP) connection security, 252 PPP connection protocols, 211 Caller ID configuring user remote access, 255 in connection security, 252–253 canonical name (CNAME) records, 83
CAU (Cluster-Aware Updating), 351
CBCP (Callback Control Protocol) connection security, 252 PPP connection protocols, 211
CCP (Compression Control Protocol) configuring Remote Access servers, 219 PPP connection protocols, 211 certificate authority (CA), infrastructure, 248 Chaoosnet class, DNS record types and, 80
CHAP (Challenge Handshake Authentication Protocol) iSCSI using for authentication, 308 Microsoft version (MS-CHAP), 251, 308 PPP connection protocols, 211 check boxes, configuring Hyper-V settings, 402
CIDR (Classless Inter-Domain Routing) determining quantitates of subnets and hosts, 32 eliminating need for network classes, 7 identifying subnet characteristics, 30–31 working with, 29–30
CIFS (Common Internet File System), 308 Cipher command, in Encrypting File System, 286–287
Class A networks identifying subnet characteristics using CIDR, 31 setting up subnets, 28–29 supernetting, 32 understanding network classes, 8–9
Class B networks identifying subnet characteristics using CIDR, 31 setting up subnets, 26–28 subnet mask exercises, 20–21 supernetting, 32 understanding network classes, 9
Class C networks calculating values for eight-subnet Class C network, 24–26
determining subnet numbers, 24
identifying subnet characteristics using CIDR, 30–31
subnet mask exercises, 19–20
subnetting, 22–23
supernetting, 32
understanding network classes, 9
Class D networks
multicast addresses, 147
understanding network classes, 10
Class E networks, 10
classes
configuring user class options, 145
DHCP, 121, 144
DNS record types and, 80
network, 6–10
setting up Class A subnets, 28–29
setting up Class B subnets, 26–28
setting up Class C subnets, 22–26
classification, setting file classification, 279
Classless Inter-Domain Routing. See CIDR
(Classless Inter-Domain Routing)
clients
DHCP, 144
DNS clients, 58
enhancements in BranchCache, 302
Hyper-V guests, 392–393
Hyper-V supported, 400
RADIUS, 260
Windows, 246–247, 400
clients, DNS
DNS devolution, 78–79
DNSSEC, 78
overview of, 58
clients, VPN
configuring (Connection Properties dialog), 236–237
General tab, Connection Properties dialog, 237–238
Networking tab, Connection Properties dialog, 241–242
Options tab, Connection Properties dialog, 238–239
Security tab, Connection Properties dialog, 239–241
Sharing tab, Connection Properties dialog, 242–243
troubleshooting, 227
Cloud Service Providers. See CSPs (Cloud Service Providers)
Cloud Service Providers (CSPs), 382
Cloud Witness, witness configuration for cluster quorums, 337
Cluster Dashboard, 353
Cluster Node Fairness, 351
Cluster Operating System Rolling Upgrade, 351
Cluster Shared Volumes (CSV), 350, 357
Cluster-Aware Updating (CAU), 351
clustered applications, 331
clusters
Failover Clustering. See Failover Clustering
NLB. See NLB (Network Load Balancing)
CNAME (canonical name) records, 83
collections, managing IPAM, 195
Common Internet File System (CIFS), 308
compression, performance options for Live Migration, 371
Compression Control Protocol (CCP)
configuring Remote Access servers, 219
PPP connection protocols, 211
conditional forwarding, DNS, 93–94
Connection Manager, setting up VPN access policy, 267–268
connections
configuring IP-based, 219–221
methods, 210
PPP, 211–212
securing remote access, 252–253
troubleshooting, 227
connections, VPN clients
configuring, 236–237
General tab of Connection Properties dialog, 237–238
Networking tab of Connection Properties dialog, 241–242
Options tab of Connection Properties dialog, 238–239
Security tab of Connection Properties dialog, 239–241
Sharing tab of Connection Properties dialog, 242–243
Constraints tab, configuring remote access profiles, 264
converged deployment, in Storage Spaces Direct, 358
CredSSP (Credential Security Support Provider), 370–372
Cross-Site Heartbeating, in Windows Server 2016, 334–335
CSPs (Cloud Service Providers), 236, 382
CSV (Cluster Shared Volumes), 350, 357

D

DANE (DNS-based Authentication of Named Entities), 78
Data Center Bridging (DCB), 385
Data Center Firewalls, 383–384
Data Encryption Standard (DES), 265
data files
  policies, 278
  setting file classification, 279
data store, configuring NFS data store, 295–296
database cloning, what’s new in DFS, 291
database recovery, what’s new in DFS, 291
  databases
    how DDNS populates DNS database, 61–62
    IPAM storage options, 191
    working with DHCP database files, 152–153
Datagram Transport Layer Security (DDTL), 252
DCB (Data Center Bridging), 385
DCM (Desired Configuration Manager), 320
DDA (Discrete Device Assignment), 390
DDNS (Dynamic DNS)
  integrating with IPv4 DHCP, 107–108, 149–151
  populating DNS database using, 61–62
  vs. nondynamic DNS, 59–61
DDTL (Datagram Transport Layer Security), 252
Default Routing and Remote Access class, DHCP user classes, 145
debiguation
  configuring zone delegation, 67
  delegation of administration in IPAM, 191–192
  DNS zones, 92–93
dependencies, resource, 347–348
dependency viewer, 347
deployment options, Storage Spaces Direct, 358
DES (Data Encryption Standard), 265
Desired Configuration Manager (DCM), 320
desktop virtualization, 388
device naming, VM advanced features, 364
device unique identifier (DUID), implementing DHCPv6, 154
DFS (Distributed File System)
  advantages of, 287–288
  installing DFS namespace service, 288–289
  management console, 289–290
  overview of, 287
  RDC (Remote Differential Compression), 292
  setting up DFS namespace, 292–294
  types of, 288
  what’s new in Windows Server 2016, 290–291
DFS Namespace
  installing, 288–289
  setting up, 292–294
  types of DFS, 288
DFS Replication (DFS Replication), 288, 290–291
DHCP (Dynamic Host Configuration Protocol)
  activating/deactivating scopes, 135–136, 146
  address pool, 124
  advantages/disadvantages, 120–121
  authorizing for Active Directory, 126–128
changing IPv4 and IPv6 server properties, 140–141
changing scope properties, 139–140
comparing dynamic vs. nondynamic DNS, 60–61
configuring basic options, 132–135
configuring failover and high availability, 155–156
configuring filtering, 156–157
configuring IP-based remote connections, 220
configuring name protection, 157
creating IPv4 multicast scopes, 147–149
creating new scope in IPv4, 129–131, 136
creating new scope in IPv6, 136–139
creating scope with IPAM, 185–187
creating superscope for IPv4, 146–147
DHCP snap-in, 125–126
DORA process, 119
failover architecture, 151–152
how DDNS populates DNS database, 61–62
implementing DHCPv6, 154
installing, 124–125
integrating dynamic DNS with IPv4
DHCP, 107–108, 149–151
ipconfig lease options, 121–122
IPv6 address assignment, 38
iSNS using DHCP discovery, 309
lease renewal/release, 119–120
managing DHCP service, 184–189
managing reservations and exclusions, 141–143
managing superscopes, 146–147
overview of, 118
PowerShell commands, 158–160
relay agent, 124
review Q&A, 162–163, 436–437
scope, 122–123
setting lease duration for new scope, 131–132
setting scope options for IPv4, 143–145
setting up policies with IPAM, 185–187
split scopes, 156
stateless autoconfiguration, 34
summary and exam essentials, 160–161
working with database files, 152–153
DHCP guard, VM advanced features, 363
DHCP servers
auditing with IPAM, 190, 197–199
authorization of, 127–128
IPAM and, 166, 168
JET (Joint Engine Technology), 152–153
managing IPAM collections, 195
options, 144
DHCP snap-in
configuring user class options, 145
creating multicast scope, 148–149
creating new scope, 136
creating superscope, 146
managing DHCP authorization for Active Directory, 127–128
overview of, 125–126
DHCPACK, DORA process, 119
DHCPDISCOVER, DORA process, 119
DHCPOFFER, DORA process, 119
DHCPREQUEST, DORA process, 119
diaing options, configuring VPN clients, 239
Dial-Up Networking. See DUN (Dial-Up Networking)
differencing disks
creating, 407
in Hyper-V, 406
Digital Subscriber Line (DSL), 210
DIPs (dynamic IP addresses), 383
Direct Access
infrastructure requirements, 247–248
overview of, 245
prerequisites, 246–247
understanding, 247
VPNs compared with, 245
Direct Server Return, NAT, 382–383
directory service, auditing access, 304
disaster recovery (DR), 318
Discover, Offer, Request, Acknowledge (DORA), in DHCP processes, 119
discovery, IPAM, 168, 176–177
Discrete Device Assignment (DDA), 390
disk drives, BitLocker. See also HDDs (hard disks drives), 283
disk space quotas, configuring with FSRM, 278
Disk Witness, witness configuration for
cluster quorums, 336–337
distributed cache mode, BranchCache, 297
Distributed File System. See DFS (Distributed
File System)
DNS (Domain Name System)
Active Directory Integrated, 67–69
adding resource records with IPAM, 180–182
advantages in Windows Server 2016, 74
aging and scavenging, 95
CNAME (canonical name) records, 83
configuring, 85
configuring caching-only server, 87–88
configuring IP-based remote
connections, 220
configuring stub zone transfers using
zone replication, 73
configuring zone delegation, 67
configuring zones for dynamic updates,
91–92
creating resource records, 94–95
delegating zones, 92–93
DNS Notify, 71–72
dynamic vs. nondynamic DNS, 59–61
exam essentials, 112–113
exam objectives, 51
forwarding, 93–94
General tab of zone properties, 88
GlobalName zones, 70–71
hierarchy of, 57–58
host (A/AAAA) records, 83
how IP addresses are formed, 53–54
iDNS service, 381–382
installing, 86
integrating dynamic DNS with IPv4
DHCP, 107–108
issues with non-Microsoft servers,
106–107
load balancing with round robin, 86–87
loading zones in background, 74
managing DNS service, 179–184
managing zones with IPAM, 182–184
monitoring with DNS snap-in, 96–97
MX (mail exchanger) records, 83–84
NS (name server) records, 82
NS (name server) tab of zone properties, 90
overview of, 51
populating DNS database using dynamic
DNS, 61–62
PowerShell commands, 108–111
primary zones, 65–66
PTR (pointer) records, 83–84
queries, 62–64
record weighting, 79
review Q&A, 114–116
resolving machine logical name to IP
address, 54–56
resource record types, 80
review Q&A, 435–436
secondary zones, 66–67
servers, clients, and resolvers, 58–59
setting zone properties, 88
simple tests, 97–98
SOA (start of authority) records, 81–82
SOA tab of zone properties, 89
SRV (service) records, 85
stub zones, 69–70
summary and exam essentials, 111–113
top-level domains, 55–56
troubleshooting generally, 98
troubleshooting .(root) zone, 106
troubleshooting using DNSCmd, 104–105
troubleshooting using DNSLint, 102–103
troubleshooting using ipconfig,
103–104
troubleshooting using log file, 105–106
troubleshooting using nslookup, 98–102
WINS tab of zone properties, 90
zone properties, 88
zone transfer tab of zone properties, 90–91
zone transfers and redirection, 71
zones, 65
DNS cache locking, 76
DNS clients, 58
DNS devolution, 78–79
DNS forwarding, 93–94
DNS Notify, 71–72
DNS Policies, 79–80
DNS servers
auditing with IPAM, 190, 197–199
configuring basic DHCP options, 133–135
DNS snap-in – EAP-TLS module

dotted-decimal notation, in IP addressing, 53
DR (disaster recovery), 318
drive encryption
  with BitLocker. See BitLocker Drive Encryption
EFS, 285–286
DSL (Digital Subscriber Line), 210
dual stack, IPv4 and IPv6, 41–42
DUID (device unique identifier),
  implementing DHCPv6, 154
DUN (Dial-Up Networking)
  infrastructure options, 209–210
  multilink extensions to PPP, 212
  overview of, 208–209
  PPP (Point-to-Point Protocol), 211–212
  VPN clients, 238
  what it does and how it works, 209
Dynamic DNS. See DDNS (Dynamic DNS)
Dynamic Host Configuration Protocol. See
  DHCP (Dynamic Host Configuration Protocol)
dynamic IP addresses (DIPs), 383
Dynamic Memory, Hyper-V features,
  390
dynamic quorum management, Failover Clustering, 337
dynamic updates
  comparing dynamic vs. nondynamic DNS, 60–61
  configuring DNS zones for, 91–92
  DNS aging and scavenging, 95
  integrating dynamic DNS with IPv4
  DHCP, 149–151
  setting zone properties, 88
dynamic witness, Windows Server 2016 clustering features, 352

E

EAP (Extensible Authentication Protocol)
  authentication of remote users, 251
  configuring VPN clients, 241
  VPNs and, 214
EAP-RADIUS, 251
EAP-TLS module, 214, 251
EFS (Encrypting File System)
Cipher command, 286–287
drive encryption, 285–286
EIGRP (Enhanced Interior Gateway Routing Protocol), 28
encapsulation
defined, 212
process, 214–216
Encrypting File System (EFS)
Cipher command, 286–287
drive encryption, 285–286
encryption
configuring remote access profiles, 265
configuring VPN clients, 241
enhancements in BranchCache, 303
file and disk encryption with BitLocker.
See BitLocker Drive Encryption
VPN use of encrypted tunnels, 213
Enhanced Interior Gateway Routing Protocol (EIGRP), 28
Enhanced Session Mode, Hyper-V features, 389–390
errors
logging Remote Access servers, 230
nslookup error messages, 100–101
ESXi, Windows Server 2016 integration with, 295
Ethernet
hardware requirements for Storage Spaces Direct, 356
at Link layer of TCP/IP protocol stack, 2
EUI-64 (Extended User Interface 64 bit), 40
event logging. See also logs/logging
monitoring with DNS snap-in, 96
reviewing remote access logs, 233
Event Viewer, viewing auditing information, 305
exclusions, DHCP
adding/removing, 138, 141–142
scope options, 123
expression-based audit policies, 307
Extended User Interface 64 bit (EUI-64), 40
Extensible Authentication Protocol. See EAP (Extensible Authentication Protocol)
external forwarding, DNS forwarding, 93

F
failback, 346
failover
Hyper-V replica and, 362
when it occurs, 346
failover architecture, DHCP configuring, 155–156
hot standby, 151–152
load sharing, 151
overview of, 151
Failover Clustering
cluster quorums, 335
clustered application settings, 345–347
clustering roles, services, and applications, 343–345
connecting Storage Spaces Direct servers, 356
creating clusters, 342–343
dynamic quorum management, 337
high availability options, 321
installing, 338–339
overview of, 330–332
PowerShell commands, 354–355
requirements for, 332–334
resource properties, 347–350
site-aware, stretched, or geoclustering, 334–335
Validate a Configuration Wizard, 339–342
validating cluster configuration, 337
Windows Server 2016 features, 350–354
witness configuration, 335–337
workgroup and multi-domain clusters, 334
working with cluster nodes, 343
FAT/FAT32, EFS compared with, 285
fault tolerance
advantages of Active Directory Integrated DNS, 68
benefits of Storage Spaces Direct, 357
disadvantages of primary zones, 66
high availability compared with, 331
secondary zones and, 67
FDE (Full Disk Encryption), BitLocker features, 283
Features on Demand, managing server free space, 311
Fibre Channel
Hyper-V features, 389
storage solutions, 308
File and Print service
clustering roles, services, and applications, 344–345
Failover Clustering, 330
File Server Resource Manager. See FSRM
(File Server Resource Manager)
file services
BitLocker Drive Encryption, 280–283
BranchCache. See BranchCache
comparing BitLocker Drive Encryption in Windows OS versions, 283–284
configuring and optimizing storage. See storage optimization
configuring NFS data store, 295–296
distributed file system. See DFS
(Distributed File System)
EFS Drive Encryption, 285–287
enabling BitLocker Drive Encryption in Windows Server 2016, 284–285
File and Print service, 330, 344–345
FSRM (File Server Resource Manager), 277–280
implementing audit policy. See auditing overview of, 277
review Q&A, 314–316, 439
summary and exam essentials, 312–313
File Share Witness, witness configuration for cluster quorums, 337
File Transfer Protocol (FTP), 2–3
filtering, DHCP allow/deny, 156–157
firewalls
BranchCache exceptions, 297–299
Data Center Firewalls, 383–384
prerequisites for, 246
FIS (FreeBSD Integrated Services), 425
flat addressing, compared with hierarchical, 5–6
flexible host isolation, configuring NAP, 271
forensics, DNS Policies, 80
formats, IPv6 addresses, 36–37
FQDN (fully qualified domain names)
DNS devolution, 79
overview of, 56
FreeBSD, 422–423
FreeBSD Integrated Services (FIS), 425
FSRM (File Server Resource Manager)
features, 277–278
installing, 279
PowerShell commands, 279–280
FTP (File Transfer Protocol), 2–3
Full Disk Encryption (FDE), BitLocker features, 283
full installation mode, Hyper-V, 396–398
Full Volume Encryption (FVE), BitLocker features, 283
fully qualified domain names (FQDN)
DNS devolution, 79
overview of, 56
FVE (Full Volume Encryption), BitLocker features, 283

G
General tab, Connection Properties dialog, 237–238
General tab, DNS zone properties, 88
Generic Routing Encapsulation (GRE) encapsulation process and, 215–216
RAS Gateways and, 384
global unicast addresses, IPv6, 39
Global Update Manager (GUM), 353
GlobalName zones, DNS, 70–71
GPOs (Group Policy Objects), enhancements in BranchCache, 302
GPUs (graphical processing units), configuring Hyper-V settings, 402
GRE (Generic Routing Encapsulation) encapsulation process and, 215–216
RAS Gateways and, 384
Group Policy
configuring wireless access, 250
controlling remote access, 253
provisioning IPAM, 170–175
Group Policy Management Console, 297–299
Group Policy Objects (GPOs), enhancements in BranchCache, 302
guests, Hyper-V, 391–393
GUM (Global Update Manager), 353

H

HA (high availability)
achieving, 319
components of, 318–319
configuring DHCP, 155–156
with failover clustering. See Failover Clustering
foundation of, 320
with Hyper-V. See Hyper-V
with Network Load Balancing. See NLB (Network Load Balancing)
overview of, 317–318
patch management, 320–321
review Q&A, 377–378, 440
with Storage Space Direct. See Storage Spaces Direct
summary and exam essentials, 375–376
hard drives. See HDD (hard drives)
hardware
desktop class vs. server-class, 320
Hyper-V, 389, 395
IPAM, 167–168
NLB, 323
Storage Spaces Direct, 356
HBA (host bus adapter)
hardware requirements for Storage Spaces Direct, 356
Windows Server 2016 support for iSCSI, 308–309
HDDs (hard disk drives)
tiered storage, 312
virtual. See VHDS (virtual hard disks)
Hesoid class, DNS record types and, 80
hierarchical addressing, compared with flat, 5–6
high availability. See HA (high availability)
HNV (Hyper-V Network Virtualization), 379
host addresses
IP address structure, 6
subnetting and, 13
using subnet masks, 14–16
host records. See A/AAA (host) records
hosted mode, BranchCache configuration, 297
enhancements, 303
requirements, 299
hosts, Hyper-V, 361
HOSTS file, resolving names to TCP/IP addresses, 53–55
hot standby, DHCP failover, 151–152
HTTP (Hypertext Transfer Protocol), 2
Hyper-converged deployment, in Storage Spaces Direct, 358
Hyper-V
architecture, 393–394
changing configuration of virtual machines, 416–418
comparing generations of virtual hard disks, 408–410
configuring, 401–402
configuring CredSSP or Kerberos, 370–371
connecting to virtual machines, 418–419
creating and managing VMs, 410–415
creating Linux virtual machine, 423–425
creating virtual hard disks, 406–408
deleting virtual machines, 418
features, 388–391
full installation mode, 396–398
guests, 391–393
hosts, 361
implementing Hyper-V replica, 361–362
installing Integration Components, 422
integrating into Server Manager, 399
Linux and FreeBSD image deployment, 422–423
Live Migration, 369–372
managing virtual hard disks, 408
managing virtual switches, 402–405
nesting, 391
NIC Teaming and, 364–365, 420
overview of, 361
PowerShell commands, 374–375, 426–429
RDMA and, 365, 420
requirements, 394–396
review Q&A, 431–432
RSS (Receive Side Scaling), 366–367
Server Core installation, 398–399
SET and, 365–366, 420–421
storage migration, 372–373
Storage Quality of Service, 421
summary and exam essentials, 430
upgrading Linux Ubuntu 16.10, 426
using Hyper-V Manager, 399–401
virtual hard disks supported by, 405–406
virtual machine advanced features, 362–364
virtual server, 380
virtualization and, 387–388
VM checkpoints, 369
VM states, 416
VMMQ (Virtual Machine Multi-Queue), 368
VMQ (virtual machine queue), 366
vmQoS (Virtual Machine Quality of Service), 368–369
VRSS (Virtual Receive-side Scaling), 367–368
Windows Server 2016 clustering features, 353
Hyper-V Containers, 386
Hyper-V Manager
changing configuration of virtual machines, 416–418
configuring Hyper-V settings, 401–402
creating and managing VMs, 410–415
creating differencing hard disk, 407
creating internal virtual network, 404
creating Linux virtual machine, 423–425
implementing Live Migration, 371–372
installing Integration Components, 422
managing virtual hard disks, 408
updating Linux Ubuntu 16.10, 426
using, 399–401
Hyper-V Network Virtualization (HNV), 379
Hyper-V replica
configuring Hyper-V settings, 402
extended (chained) replication, 362
implementing, 361
replication and change tracking, 361–362
Hyper-V Replica Broker, 353
hypervisor, Hyper-V architecture, 393–394

IANA (Internet Assigned Numbers Authority), port number assignments, 4
IAS (Internet Authentication Service), setting network access policies, 256
ICANN (Internet Corporation for Assigned Names and Numbers), assigning top-level domains, 56
ICMP
improvements in IPv6, 36
multicasting and, 40
iDNS (Internal DNS Service), 381–382
iDNS Proxy, 382
iDNS servers, 382
IEEE 802.11, wireless standard, 248
IEEE 8021X
authentication of remote users, 252
configuring NAP (Network Access Protection), 271
IGMP Multicast, NLB cluster operation modes, 327
IKEv2 (Internet Key Exchange version 2), 384
incremental zone transfer (IXFR), 71
information commands, IPv6, 44
infrastructure
Direct Access, 247–248
DUN (Dial-Up Networking), 209–210
Infrastructure mode, configuring wireless access, 249–250
Integrated Services Digital Network (ISDN), 210
integration, IPv6 addresses, 41–44
Integration Components, Hyper-V, 422
Internal DNS Service (iDNS), 381–382
Internet Assigned Numbers Authority (IANA), port number assignments, 4
Internet Authentication Service (IAS), setting network access policies, 256
Internet class, DNS record types and, 80
Internet Connection Sharing, configuring VPN clients, 242–243
Internet Corporation for Assigned Names and Numbers (ICANN), assigning top-level domains, 56
Internet Key Exchange version 2 (IKEv2), 384
Internet layer, TCP/IP model, 2–3
Internet Protocol. See IP (Internet Protocol)
Internet Protocol version 4. See IPv4 (Internet Protocol version 4)
Internet service provider (ISP)
IPv6 address assignment, 38
subnet mask use in, 28
Internet Small Computer System Interface (iSCSI), 308–309
Internet Storage Name Service (iSNS), 309–311
Internet Wide RDMA (iWARP), 356
interoperability, IPv4 and IPv6, 35
Intra-Site Automatic Tunnel Addressing Protocol. See ISATAP (Intra-Site Automatic Tunnel Addressing Protocol)
inverse queries
overview of, 63
types of DNS queries, 59
IP (Internet Protocol)
configuring IP-based connections, 219–221
capsulation process and, 215
PPP connection protocols, 211
in TCP/IP bundle, 2
IP Address Management. See IPAM (IP Address Management)
IP addresses
address structure, 6
auditing/tracking with IPAM, 167
configuring remote access profiles, 264
configuring user remote access, 255
creating/managing IP blocks and ranges, 177–178
defining address range in DHCP scope, 130
DHCP address pool, 124
DHCP advantages, 120–121
exclusions and reservations, 123
hierarchical scheme, 5–6
how they are formed, 53–54
managing with DHCP, 118
network classes, 6–10
resolving machine logical name to, 54–56
SLB support for DIPs and VIPs, 383
viewing with ipconfig, 38–39
virtual, 195
IP Control Protocol (IPCP), 211
IP datagrams. See also packets, 215–216
IP headers, improvements in IPv6, 34–35
IPAM (IP Address Management)
access control, 189–191
adding resource records, 180–181
auditing, 189–191, 197–199
configuring role-based access control, 192–194
configuring server discovery, 176–177
creating DHCP scope, 185–187
creating/managing IP blocks and ranges, 177–178
delegation of administration, 191–192
hardware and software requirements, 167–168
installing, 169–170
managing collections, 195
managing DHCP service, 184–185
managing DNS service, 179
managing DNS zones, 182–184
managing IP services, 178
migrating to, 191
overview of, 165–167
PowerShell commands, 200–202
provisioning manually or with Group Policy, 170–175
review Q&A, 204–205, 437–438
ipconfig – just-in-time allocations

setting up DHCP policies, 187–189
summary and exam essentials, 203
verifying resource records, 182
VMM (Virtual Machine Manager) and, 195–197

ipconfig
DHCP lease options (renew/release), 121–122
setting class ID for DHCP client (setclassidclassid0), 121
troubleshooting DNS, 103–104
viewing IP addresses, 38–39
viewing IPv4 and IPv6 configurations, 43–44

IPCP (IP Control Protocol), 211
IPsec (Internet Protocol Security)
configuring NAP (Network Access Protection), 270–271
and, 245, 247–248
L2TP/IPsec tunneling, 216–217
Windows Server 2016 clustering features, 353
IPv4 (Internet Protocol version 4)
address format, 37
address translation, 41
changing server properties, 140–141
configuring IP-based remote connections, 219–220
creating IPv4 multicast scopes, 147–149
creating new DHCP scope, 129–131, 136
creating superscope, 146–147
DNS support in Windows Server 2016, 75
dual stack with IPv6, 41
improvements to in IPv6, 34
integrating dynamic DNS with IPv4
DHCP, 107–108, 149–151
interoperability with IPv6, 35–36
IPAM support, 168
limitations of, 33
setting scope options, 143–145
transitioning to IPv6, 36
viewing configuration, 43–44
IPv6 (Internet Protocol version 6)
address assignment, 38–39
address format, 36–37
address prefixes, 41
address shortcuts, 37–38
address types, 39–40
changing server properties, 141
configuring IP-based remote connections, 220–221
creating new DHCP scope in, 136–139
and, 248
DNS support in Windows Server 2016, 75
handling addresses with DNS, 53
information commands, 44
integration and migration, 41–44
IPAM support, 168
new features and improvements in, 34–36
overview of, 33
root hint support, 77
subnetting, 44–45
ISATAP (Intra-Site Automatic Tunnel Addressing Protocol)
infrastructure, 248
improvements in IPv6, 36
IPv6 tunneling, 42–43
prerequisites for, 246
iSCSI (Internet Small Computer System Interface), 308–309
ISDN (Integrated Services Digital Network), 210
iSNS (Internet Storage Name Service), 309–311
ISP (Internet service provider)
IPv6 address assignment, 38
subnet mask use in, 28
iterative queries
overview of, 62
types of DNS queries, 59
iWARP (Internet Wide RDMA), 356
IXFR (incremental zone transfer), 71

J

JET (Joint Engine Technology), 152–153
just-in-time allocations, thin provisioning for, 311
K

Kerberos
  authenticating remote users, 252
  configuring for Live Migration, 370–372
keyboard, Hyper-V settings, 402

L

L2TP (Layer 2 Tunneling Protocol)
  configuring VPN ports, 225–226
  how VPNs work, 214
  troubleshooting VPNs, 227
  tunneling, 216–217
  Windows Server 2016 support, 213
Layer 4 load balancing, 383
layers, TCP/IP
  communication between, 3
  overview of, 2–3
LBFO (load balancing and failover). See also NIC Teaming, 364, 420
LCP (Link Control Protocol)
  configuring Remote Access servers, 218
  PPP connection protocols, 211
leases, DHCP
  ipconfig options, 121–122
  renewal/release, 119–120
  setting duration for new scope, 131–132
Link Control Protocol (LCP)
  configuring Remote Access servers, 218
  PPP connection protocols, 211
Link layer, TCP/IP model, 2–3
link-local addresses, IPv6, 39–40
Linux
  creating virtual machine, 423–425
  Hyper-V guests, 392–393
  image deployment, 422–423
  updating Linux Ubuntu 16.10, 426
LIS (Linux Integration Services), 423, 425
Live Migration
  configuring CredSSP or Kerberos, 370–372
  configuring Hyper-V settings, 402
  implementing, 371–372
  overview of, 369–370
live migration, of virtual machines, 331
load balancing. See also NLB (Network Load Balancing)
  across NUMA systems, 366–367
  DNS Policies, 79
  with round robin, 86–87
  secondary zones and, 66
SLB (Software Load Balancing), 382–383
Windows Server 2016 clustering features, 351
load balancing and failover (LBFO). See also NIC Teaming, 364, 420
load sharing, DHCP failover, 151
logical unit number (LUN), Quick Migration and, 407
Logman switches, in NAP monitoring, 271
logon, auditing, 304
logs/logging
  controlling Remote Access logging, 229–232
  generating and viewing audit logs, 305–306
  monitoring with DNS snap-in, 96
  reviewing Remote Access event logs, 233
  reviewing remote access logs, 233
  troubleshooting DNS, 105–106
LUN (logical unit number), Quick Migration and, 407

M

MAC addresses
  broadcasting improvements in IPv6, 36
  multicasting and, 40
  VM advanced features, 363
MADCAP (Multicast Address Dynamic Client Allocation Protocol), 148
mail exchanger (MX) records, 84
management, subnets simplifying, 10
management console, DFS, 290
masked bits, calculating number of subnets, 16
maximum transmission unit (MTU), 211
MD-5, 241
mean time between failure (MTBF), in
service level agreement, 319
mean time to recovery (MTTR), in service
level agreement, 319
MFA (multifactor authentication), 244
Microsoft Challenge Handshake
Authentication Protocol version 2
(MS-CHAPv2)
authentication of remote users, 251
iSCSI using for authentication, 308
Microsoft Exchange
clustering roles, services, and
applications, 344
Failover Clustering, 330
requiring direct access to storage, 308
Microsoft Point-to-Point Encryption (MPPE)
algorithm
configuring remote access profiles, 265
PPTP tunneling and, 216
migration
IPAM, 191
IPv6 addresses, 41–44
Live Migration. See Live Migration
simplified data migration with DFS, 287
storage migration, 372–373
mobility, improvements in IPv6, 35
modem (modulator-demodulator), in
POTS, 210
monitoring
with DNS snap-in, 96–97
port status and activity, 233
Remote Access servers, 229
mouse, Hyper-V settings, 402
MPPE (Microsoft Point-to-Point Encryption)
algorithm
configuring remote access profiles, 265
PPTP tunneling and, 216
MS-CHAPv2 (Microsoft Challenge
Handshake Authentication Protocol
version 2)
authentication of remote users, 251
iSCSI using for authentication, 308
MSM (Multiserver Management) module
IPAM administration options, 192
managing DHCP servers, 190
MTBF (mean time between failure), in
service level agreement, 319
MTTR (mean time to recovery), in service
level agreement, 319
MTU (maximum transmission unit), 211
multicast
broadcasting improvements in IPv6, 36
creating IPv4 multicast scopes, 147–149
IPv6 scope prefixes, 138
NLB cluster operation modes, 327
types of IPv6 addresses, 39–40
Multicast Address Dynamic Client
Allocation Protocol (MADCAP), 148
multi-domain clusters, Failover Clustering, 334
multifactor authentication (MFA), 244
multihomed routers, in Windows Server
2016, 14
multilink
configuring remote access profiles, 264
configuring Remote Access servers,
217–219
extensions to PPP, 212
Multiserver Management (MSM) module
IPAM administration options, 192
managing DHCP servers, 190
Multitenant Mode, RAS Gateways, 384
MX (mail exchanger) records, 84

N

NA (neighbor advertisement), ICMPv6, 40
name protection, configuring DHCP, 157
name server (NS) records
NS (name server) tab of DNS zone
properties, 90
overview of, 82
stub zone record types, 70
name servers, DNS, 58
namespace, domain. See domain namespace
NAP (Network Access Protection), 270–271
NAS (network attached storage)
configuring and optimizing storage, 308
Storage Spaces Direct and, 355, 357
NAT (Network Address Translation)
6to4 and, 36
availability of IP addresses and, 33
Direct Server Return, 382–383
implementing, 234
NDDNS (Non-Dynamic DNS), 59–61
NDP (Neighbor Discovery Protocol), 40
neighbor advertisement (NA), ICMPv6, 40
neighbor discovery, broadcasting
improvements in IPv6, 36
Neighbor Discovery Protocol (NDP), 40
neighbor solicitation (NS), ICMPv6, 40
netmask ordering, DNS advantages, 79
netsh, IPv6 information commands, 44
Network Access Layer, 2–3
Network Access Permission Control
Group, 255
Network Access Protection (NAP), 270–271
Network Address Translation. See NAT
(Network Address Translation)
network addresses
subnetting and, 13
using subnet masks, 14–16
network attached storage (NAS)
configuring and optimizing storage, 308
Storage Spaces Direct and, 355, 357
network classes
Class A networks, 8–9
Class B networks, 9
Class C networks, 9
Class D and E networks, 10
overview of, 6–8
Network Controllers, 381
Network Files System (NFS)
configuring data store, 295–296
NAS devices connecting via, 308
network interface cards (NICs). See also
NIC Teaming, 385
Network Isolation, Hyper-V features, 390
Network layer protection, configuring
NAP, 270
Network Load Balancing. See NLB
(Network Load Balancing)
Network Policy Server. See NPS (Network
Policy Server)
network traffic
advantages of Active Directory Integrated
DNS, 68–69
disadvantages of primary zones, 66
DNS Policies, 80
even distribution with SLB, 382–383
performance options for Live
Migration, 371
subnets reducing, 10
Network Unlock, BitLocker features, 282
Network Virtualization Generic Route
Encapsulation (NVGRE), 379, 391
Networking tab, Connection Properties
dialog, 241–242
networks/networking
configuring access, 207
dial-up networking. See DUN (Dial-Up
Networking). See Direct Access
Failover Clustering and, 333
hardware requirements for Storage Spaces
Direct, 356
remote access server. See RRAS (Routing
and Remote Access Services)
review Q&A, 275–276, 438–439
setting network access policies, 256–259
software-defined. See SDN (Software
Defined Networking)
summary and exam essentials, 273–274
virtual private networks. See VPNs
(virtual private networks)
Web Application Proxy. See Web
Application Proxy
New Scope Wizard, IPv4, 129–131
NFS (Network Files System)
configuring data store, 295–296
NAS devices connecting via, 308
NIC Teaming
overview of, 420
SET as alternative to, 385
VM advanced features, 364–365
NICs (network interface cards), 385
NLB (Network Load Balancing)
  high availability options, 321
  Hyper-V support, 388
  installing NLB nodes, 323–328
  overview of, 321–323
  PowerShell commands, 327–328
  requirements for, 323
  setting affinity, 328–329
  upgrading clusters, 328
Non-Dynamic DNS (NDDNS), 59–61
Non-Uniform Memory Access. See NUMA
  (Non-Uniform Memory Access)
non-volatile memory express (NVMe), 356
Northbound API, Network Controller API options, 381
NPS (Network Policy Server)
  configuring, 260
  creating access policy, 258–259
  importing/exporting policies, 261–263
  setting network access policies, 256–258
  setting up as RADIUS Proxy Server, 259–260
  templates, 261
NS (name server) records
  overview of, 82
  stub zone record types, 70
NS (name server) tab, DNS zone properties, 90
NS (neighbor solicitation), ICMPv6, 40
nslookup
  from command-line, 99
  iterative mode, 99–100
  responses and error messages, 100–101
  troubleshooting DNS, 98–99
  using, 102
NTFS, EFS compared with, 285
NTLM (Windows NT LAN Manager), 252
NUMA (Non-Uniform Memory Access)
  configuring Hyper-V settings, 402
  Hyper-V features, 390
  load balancing and, 366–367
NVGRE (Network Virtualization Generic Route Encapsulation), 379, 391
NVMe (non-volatile memory express), 356

O

objects
  auditing access, 304
  enabling auditing of AD objects, 305
  global access auditing, 307
  octets, in IP addressing, 5
  offline performance, enhancements in BranchCache, 302
  Open Shortest Path First (OSPF), 28
  operating systems. See OSs (operating systems)
  options, DHCP
    assigning, 144
    configuring user class options, 145
    types of, 122–123, 143–144
  Options tab, Connection Properties dialog, 238–239
  OSI model. See also TCP/IP (Transmission Control Protocol/Internet Protocol)
    configuring NAP, 270
    encapsulation process and, 215
  OSPF (Open Shortest Path First), 28
OSs (operating systems)
  supported, 246–247
  Hyper-V guests, 392–393
  Hyper-V supported, 388, 400
  wireless access and, 248

P

packets
  encapsulation process and, 215–216
  network packet size, 211
  PAP (Password Authentication Protocol), 250–251
  pass-through authentication, 244
  pass-through disks, in Hyper-V, 406–407
  Password Authentication Protocol (PAP), 250–251
  passwords
    BitLocker features, 282
    configuring VPN clients, 241
    recovery using BitLocker, 281
PAT (Port Address Translation) – PTR (pointer) records

PAT (Port Address Translation), 33
patch management, HA (high availability), 320–321
payload files, Features On Demand and, 311
PEAP (Protected Extensible Authentication Protocol), 251
performance, benefits of Storage Spaces Direct, 357
permissions, Network Access Permission Control Group, 255
ping, IPv6 information commands, 44
PINs (personal identification numbers),
BitLocker encryption options, 282
Plain Old Telephone Service (POTS), 210
pointer records. See PTR (pointer) records
Point-to-Point Tunneling Protocol. See PPP (Point-to-Point Protocol)
Point-to-Point Tunneling Protocol. See PPTP (Point-to-Point Tunneling Protocol) policies
applying to data files, 278
auditing policy changes, 304
DNS Policies, 79–80
importing/exporting NPS policies, 261–263
resources, 348–350
setting network access policies, 256–259
setting up DHCP policies with IPAM, 185–187
troubleshooting VPNs, 227
Windows Server 2016 auditing features, 307
Port Address Translation (PAT), 33
port mirroring, VM advanced features, 364
port numbers, TCP/IP, 4
ports
configuring VPN ports, 225–226
monitoring status and activity, 233
POTS (Plain Old Telephone Service), 210
PowerShell
BranchCache commands, 300–302
configuring RBAC, 192
DFSR commands, 290–291
DHCP commands, 158–160
DNS commands, 108–111
Failover Clustering commands, 350, 354–355
FSRM commands, 279–280
Hyper-V commands, 374–375, 426–429
IPAM commands, 167, 200–202
NLB commands, 329–330
RRAS commands, 272–273
Storage Spaces Direct commands, 359–360
PPP (Point-to-Point Protocol)
configuring Remote Access servers, 217–219
capsulation process and, 215–216
establishing TCP/IP connections, 211–212
how DUN works, 209
multilink extensions to, 212
PPTP (Point-to-Point Tunneling Protocol)
configuring VPN ports, 225–226
how VPNs work, 214
troubleshooting VPNs, 227
routing, 216
Windows Server 2016 support, 213
Preboot Execution Environment (PXE),
DHCP advantages, 121
predefined options, DHCP, 143
prefixes, IPv6 addresses, 41
presentation virtualization, 388
primary zones, DNS
Active Directory Integrated DNS, 67–69
disadvantages of local database, 66
types of, 65
Print service, clustering, 330, 344–345
private networks, Failover Clustering and, 333
privileges, auditing use, 304
profiles
configuring remote access profiles, 263–265
setting up user profiles, 254–255
Protected Extensible Authentication Protocol (PEAP), 251
Protected Network, VM advanced features, 364
provisioning, BitLocker, 281–282
provisioning, IPAM
overview of, 170–172
Server Manager snap-in for provisioning IPAM server, 172–175
PTR (pointer) records
DnsUpdateProxy, 79
dynamic updates, 149–150
inverse queries using, 63
overview of, 83–84
public networks, Failover Clustering and, 333  
publishing applications, using Web  
Application Proxy, 243–244  
PXE (Preboot Execution Environment),  
DHCP advantages, 121

Q

QoS (Quality of Service)  
Storage Quality of Service (QoS), 421  
vmQoS (Virtual Machine Quality of Service), 368–369

queries, DNS  
caching and time to live, 63–64  
filtering, 80  
inverse queries, 63  
iterative queries, 62  
recursive queries, 62–63  
types of, 59

Quick Migration  
compared with Live Migration, 369–370  
Hyper-V features, 389  
LUN (logical unit number) and, 407

quorums, Failover Clustering  
dynamic management, 337  
overview of, 335  
witness configuration, 335–337

R

RADIUS (Remote Authentication Dial-In User Service)  
authentication and accounting, 269  
clients, 260–261  
EAP-RADIUS, 251  
managing remote users, 229  
setting network access policies, 256–258  
setting up NPS as RADIUS Proxy Server, 259–260

RAID (Redundant Arrays of Independent Disks), 320  
ranges, creating/managing IP blocks and ranges, 177–178

RAS. See Remote Access servers  
RAS (Remote Access Server) Gateways, 236, 384  
RBAC (role-based access control), 192–194  
RDC (Remote Differential Compression), 292  
RDMA (Remote Direct Memory Access)  
 enabling on Hyper-V network adapters, 384–385  
 hardware requirements for Storage Spaces Direct, 356  
 overview of, 420  
 VM advanced features, 365  
 RDMA over Converged Ethernet (RoCE), 356  
 read-only domain controllers (RODC), 75  
 Receive Side Scaling (RSS), 366–367  
 recovery point objective (RPO), in high availability solutions, 318–319  
 recovery time objective (RTO), 318–319  
 recursive queries  
 overview of, 62–63  
 types of DNS queries, 59  
 redundancy, hardware, 320  
 Redundant Arrays of Independent Disks (RAID), 320  
 ReFS (Resilient File System), 357  
 relay agent, DHCP, 124  
 remote access policies, 256–259  
 Remote Access role, installing, 221–223  
 Remote Access servers. See also RAS  
 (Routing and Remote Access Services)  
 configuring PPP options, 217–219  
 controlling server security, 268–269  
 logging, 229–232  
 monitoring, 229  
 RAS Gateways, 236, 384  
 reviewing event logs, 233

Remote Authentication Dial-In User Service.  
See RADIUS (Remote Authentication Dial-In User Service)

Remote Differential Compression (RDC), 292

Remote Direct Memory Access. See RDMA (Remote Direct Memory Access)

Remote Server Administration Tools (RSAT), 167
RemoteFX, Hyper-V features, 389
removable storage devices, Windows Server 2016 auditing features, 307
replication. See also Hyper-V replica configuring Hyper-V settings, 402
configuring stub zone transfers using zone replication, 73
DFSR (DFS Replication), 288, 290–291
setting zone properties, 88
reports, data files, 279
Representational State Transfer (REST) API, 381
request for comments. See RFCs (request for comments)
reservations, DHCP adding/removing, 142–143
scope options, 123
Resilient File System (ReFS), 357
resolvers, DNS disadvantages of primary zones, 66
overview of, 58–59
resource records. See RRs (resource records)
resources benefits of Storage Spaces Direct, 358
dependencies, 347–348
Hyper-V metering, 389
overview of, 347
policies, 348–350
Response Rate Limiting (RRL), 76–77
REST (Representational State Transfer) API, 381
RFCs (request for comments)
DANE (RFC 6698), 78
DDNS standard (RFC 2136), 59
DHCP documentation (RFC 2131-2132), 118
Unknown Records (RFC 3597), 76–77
RIP (Routing Information Protocol), 236
RoCE (RDMA over Converged Ethernet), 356
RODC (read-only domain controllers), 75
role-based access control (RBAC), 192–194
root hints configuring caching-only server, 87–88
IPv6 support, 77
root servers, TLDs (top-level domains), 58
.(root) zone, troubleshooting DNS, 106
round robin load balancing with, 86–87
netmask ordering, 79
route print, IPv6 information commands, 44
router guard, VM advanced features, 363–364
routers/routing configuring basic DHCP options, 133
configuring routes, 234–236
multihomed, 14
supporting subnet 0, 23
Routing and Remote Access Services. See RRAS (Routing and Remote Access Services)
Routing Information Protocol (RIP), 236
routing tables route print, 44
subnetting and, 11
RPO (recovery point objective), in high availability solutions, 318–319
RRAS (Routing and Remote Access Services) access control, 253
configuring IP-based connections,
219–221
configuring NAP, 270–271
configuring PPP, 217–219
configuring remote access profiles,
263–265
configuring routes, 234–236
configuring user access, 253–254
connection security, 252–253
controlling Remote Access logging,
229–232
controlling server security, 268–269
enabling as VPN, 225
importing/exporting NPS policies,
261–263
installing Remote Access role, 221–223
managing Remote Access server, 229
managing remote users with RADIUS server, 229
monitoring port status and activity, 233
monitoring Remote Access servers, 229
multilink support, 212
NAT and, 234
overview of, 217
PowerShell commands, 272–273
RADIUS authentication settings, 269
RAS Gateways, 236, 384
review Q&A, 275–276, 438–439
reviewing Remote Access event logs, 233
setting network access policies, 256–259
setting up NPS as RADIUS Proxy Server, 259–261
setting up user profiles, 254–255
setting up VPN access policy, 265–268
setting up VPN server, 228
summary and exam essentials, 273–274
troubleshooting VPNs, 226–227
user authentication, 250–251
VPN implementations in, 224
Windows authentication settings, 269–270
RRAS snap-in
configuring encryption, 265
configuring remote access logging, 232
configuring routes, 234–236
creating network access policy, 258–259
creating VPN access policy, 266–267
implementing NAT, 234
monitoring port status and activity, 233
monitoring Remote Access server activity, 229
using network access policies, 256
RRL (Response Rate Limiting), 76–77
RRs (resource records)
adding, 180–182
CNAME (canonical name) records, 83
creating manually, 94–95
in DNS zones, 58
host (A/AAAA) records, 83
IPAM support, 168
MX (mail exchanger), 84
NS (name server) records, 82
PTR (pointer) records, 83–84
record weighting, 79
SOA (start of authority) records, 81–82
SRV (service) records, 85
types, 80
verifying resource records with
IPAM, 182
RSAT (Remote Server Administration Tools), 167
RSS (Receive Side Scaling), 366–367
RTO (recovery time objective), 318–319
S
S2S (site-to-site) VPNs, 384
SAN (Storage Area Network)
LUN (logical unit number) and, 407
Storage Spaces Direct and, 355
SAS, hardware requirements for Storage Spaces Direct, 356
SATA, hardware requirements for Storage Spaces Direct, 356
scalability
benefits of Storage Spaces Direct, 358
NLB and, 321
scale-out file servers
Storage Spaces Direct and, 357
Windows Server 2016 clustering features, 351–352
scavengering, DNS aging and scavengering, 95
SCCM (System Center Configuration Manager), 320
scope, DHCP
activating/deactivating, 135–136, 139, 146, 154
changing scope properties, 139–140
configuring basic options, 132–136
creating IPv4 multicast scopes, 147–149
creating new scope in IPv4, 129–131, 136
creating new scope in IPv6, 136–139
creating superscope for IPv4, 146–147
creating with IPAM, 185–187
exclusions and reservations, 138
managing reservations and exclusions, 130–131, 141–143
managing superscopes, 146–147
overview of, 122–123
prefixes, 137–138
setting lease duration, 131–132, 139
setting scope options for IPv4, 143–145
setting screen name, 137
setting screen name and defining IP address ranges, 130
split scopes, 156
scripting, Hyper-V features, 389
SDN (Software Defined Networking)
changing configuration of virtual machines, 416–418
comparing generations of virtual hard disks, 408–410
configuring Hyper-V settings, 401–402
connecting to virtual machines, 418–419
creating and managing VMs, 410–415
creating Linux virtual machine, 423–425
creating virtual hard disks, 406–408
Data Center Firewalls, 383–384
deleting virtual machines, 418
Hyper-V architecture, 393–394
Hyper-V features, 388–391
Hyper-V requirements, 394–396
Hyper-V supported guests, 391–393
iDNS (Internal DNS Service), 381–382
installing Hyper-V in full installation mode, 396–398
installing Hyper-V in Server Core, 398–399
installing Hyper-V Integration Components, 422
integrating Hyper-V into Server Manager, 399
Linux and FreeBSD image deployment, 422–423
managing virtual hard disks, 408
managing virtual switches, 402–405
Network Controllers, 381
NIC Teaming and, 420
overview of, 379–381
PowerShell commands, 426–429
RAS Gateways, 384
RDMA and, 384–385, 420
review Q&A, 431–432, 440–441
SET and, 384–385, 420–421
SLB and NAT, 382–383
Storage Quality of Service, 421
summary and exam essentials, 430
updating Linux Ubuntu 16.10, 426
using Hyper-V Manager, 399–401
virtual hard disks supported by Hyper-V, 405–406
virtualization and, 387–388
Windows Containers, 385–387
secondary zones, DNS, 66–67
Secure Sockets Layer (SSL)
SSTP tunneling, 217
TLS/SSL (Schannel), 252
Secure Sockets Tunneling Protocol. See SSTP
(Secure Sockets Tunneling Protocol)
security
advantages of Active Directory Integrated DNS, 69
advantages of DFS, 288
controlling server security, 268–269
disadvantages of primary zones, 66
improvements in IPv6, 35
Security tab, Connection Properties dialog, 239–241
Server Core
Hyper-V installation options, 398–399
installing DHCP onto, 118
Server Manager snap-in
adding IPAM IP address blocks, 178
adding resource records with IPAM, 180–182
configuring IPAM auditing, 199
configuring IPAM server discovery, 176
creating delegated DNS zone, 93
exporting NPS policies, 261–262
importing NPS policies, 262–263
installing DHCP service, 124–125
installing DNS as primary zone, 65
installing FSRM service, 279
installing Hyper-V in full installation mode, 396–398
installing IPAM, 169–170
installing Remote Access role, 221–223
installing/configuring DNS service, 86
integrating Hyper-V with, 399
provisioning IPAM server, 172–175
using with Hyper-V Manager, 399–401
Server Message Block (SMB)
hardware requirements for Storage Spaces Direct, 356
performance options for Live Migration, 371
server virtualization, 388
servers. See also by individual types
changing IPv4 and IPv6 server properties, 140–141
configuring IPAM server discovery, 176–177
controlling server security, 268–269
managing server free space with Features on Demand, 311
troubleshooting VPNs, 227
service (SRV) records
overview of, 85
record weighting, 79
service level agreement (SLA), defining high availability in, 318–319
service profiles, Connection Manager, 268
service set identifier (SSID), 250
services
auditing with IPAM, 197–199
managing DHCP service, 184–189
managing DNS service, 179–184
managing IP services, 178
that can be clustered, 343–345
SET (Switch Embedded Teaming)
as alternative to NIC Teaming, 420–421
overview of, 385
VM advanced features, 365–366
Setting tab, configuring remote access profiles, 264–265
setup requirements, Storage Spaces Direct, 358–359
Shared Nothing Live Migration, 372
Shared Virtual Hard Disks, 352, 390
Sharing tab, Connection Properties dialog, 242–243
SHV (system health validator), configuring NAP, 271
Simple Mail Transfer Protocol (SMTP), 2
single root I/O virtualization (SR-IOV), VM advanced features, 364
single sign-on (SSO), 244
Single Tenant Mode, RAS Gateways, 384
site-aware clusters (stretched clusters or geoclustering), Failover Clustering, 334–335
site-to-site (S2S) VPNs, 384
SLA (service level agreement), defining high availability in, 318–319
SLB (Software Load Balancing), 382–383
SMB (Server Message Block)
hardware requirements for Storage Spaces Direct, 356
performance options for Live Migration, 371
SMTP (Simple Mail Transfer Protocol), 2
SOA (start of authority) records
overview of, 81–82
stub zone record types, 70
SOA tab, DNS zone properties, 89
socket pools, DNS, 75–76
software
Hyper-V requirements, 396
IPAM (IP Address Management), 167–168
NLB requirements, 323
Software Defined Networking. See SDN (Software Defined Networking)
Software Load Balancing (SLB), 382–383
Software Storage Bus, 356
solid state drives (SSD), 312
Southbound API, 381
split brain DNS, 80
split scopes, DHCP, 156
SQL Server
clustering roles, services, and applications, 344
Failover Clustering, 330–332
IPAM database storage options, 191
IPAM support, 168
requiring direct access to storage, 308
SR-IOV (single root I/O virtualization), VM advanced features, 364
SRV (service) records
overview of, 85
record weighting, 79
SSD (solid state drives), 312
SSID (service set identifier), 250
SSL (Secure Sockets Layer)
SSTP tunneling, 217
TLS/SSL (Schannel), 252
SSO (single sign-on), 244
SSTP (Secure Sockets Tunneling Protocol)
how VPNs work, 214
troubleshooting VPNs, 227
tunneling, 217
start of authority (SOA) records
overview of, 81–82
SOA tab of DNS zone properties, 89
stub zone record types, 70
stateless autoconfiguration, DHCP, 34
static routes, configuring user remote access, 255
Storage Area Network (SAN)
LUN (logical unit number) and, 407
Storage Spaces Direct and, 355
Storage Migration
configuring Hyper-V settings, 402
implementing, 372–373
storage optimization
configuring iSCSI storage connection, 309
configuring iSCSI target and initiator, 308–309
configuring iSNS, 309
configuring tiered storage, 312
installing iSNS feature on Windows Server 2016, 310–311
managing server free space with Features on Demand, 311
thin provisioning and Trim, 311
storage pool, in Storage Spaces Direct, 356
Storage Quality of Service (QoS), 421
Storage Spaces Direct
benefits of, 357–358
deployment options, 358
overview of, 355–357
PowerShell commands, 359–360
setup requirements, 358–359
stretched clusters (site-aware cluster or geoclustering), Failover Clustering, 334–335
stub zones, DNS
configuring stub zone transfers using zone replication, 73
overview of, 69–70
when to use, 70
subdomains, DNS hierarchy, 57
subnet addresses, 10
subnet masks
calculating number of subnets, 16–17
CIDR as shorthand version of, 29
how to use, 14–16
setting up Class A subnets, 28–29
setting up Class B subnets, 26–28
subnet mask examples, 19–21
use in an ISP, 28
subnetting
benefits of, 10–11
calculating number of subnets, 16–17
configuring routes, 235
determining quantitates of subnets and hosts using CIDR, 32
determining subnet requirements, 11
easy method for subnetting, 18
identifying subnet characteristics using CIDR, 30–31
implementing subnets, 12–14
IPAM support, 168
IPv6, 44–45
setting up Class A subnets, 28–29
setting up Class B subnets, 26–28
setting up Class C subnets, 22–26
traditional method for subnetting, 22
supernetting, 32
superscope
creating for IPv4, 146–147
managing, 146–147
overview of, 122–123
Switch Embedded Teaming. See SET (Switch Embedded Teaming)
switches, managing virtual, 402–405
symmetric multiprocessors, 388
System Center Configuration Manager (SCCM), 320
system health validator (SHV), configuring NAP, 271

TCP
TCP (Transmission Control Protocol), 2, 4
TCP/IP (Transmission Control Protocol/Internet Protocol)
benefits of subnets, 10–11
calculating number of subnets, 16–17
Classless Inter-Domain Routing, 29–32
communication between layers, 3
configuring IP-based connections, 219–221
configuring VPN clients, 242
determining subnet requirements, 11
easy method for subnetting, 18
exam objectives, 1
hierarchical IP addressing, 5–6
how IP addresses are formed, 53–54
implementing subnets, 12–14
IPv4. See IPv4 (Internet Protocol version 4)
IPv6. See IPv6 (Internet Protocol version 6)
layers, 2–3
network classes, 6–10
performance options for Live Migration, 371
port numbers, 4
PPP and, 212
as primary networking protocol, 52
review Q&A, 47–49, 434–435
role of DHCP in managing IP addresses, 118
setting up Class A subnets, 28–29
setting up Class B subnets, 26–28
setting up Class C subnets, 22–26
subnet mask examples, 19–21
summary and exam essentials, 45–46
supernetting, 32
traditional method for subnetting, 22
using subnet masks, 14–16
Temporal Key Integrity Protocol (TKIP), 249
Teredo
and, 247–248
improvements in IPv6, 36
IPv6 tunneling, 42–43
TFTP (Trivial File Transfer Protocol), 2–3
thin provisioning, for just-in-time allocations, 311
Tie Breaker For 50% Node Split, Windows Server 2016 clustering features, 352
tiered storage, configuring, 312
time stamps, DNS aging and scavenging, 95
time to live (TTL)
configuring SOA settings, 89
DNS queries, 63–64
TKIP (Temporal Key Integrity Protocol), 249
TLDs (top-level domains), 55–56, 58
TLS (Transport Layer Security)
EAP-TLS, 214, 251
TLS/SSL (Schannel), 252
Token Ring, at Link layer of TCP/IP protocol stack, 2
top-level domains (TLDs), 55–56, 58
TPM (Trusted Platform Module), 281
tracert, IPv6 information commands, 44
Transmission Control Protocol (TCP), 2, 4
Transport Layer Security. See TLS (Transport Layer Security)
Transport layer, TCP/IP model, 2–3
Trim, reclaiming free disk space, 311
Trivial File Transfer Protocol (TFTP), 2–3
troubleshooting DNS
integrating dynamic DNS with IPv4
DHCP, 107–108
issues with non-Microsoft servers, 106–107
overview of, 98
PowerShell commands, 108–111
.(root) zone, 106
using DNSSCmd, 104–105
using DNSLint, 102–103
using ipconfig, 103–104
using log file, 105–106
using nslookup, 98–102
troubleshooting VPNs, 226–227
trust anchors, DNS advantages, 78
Trusted Platform Module (TPM), 281
TTL (time to live)
configuring SOA settings, 89
DNS queries, 63–64
tunneling
encapsulation process and, 215
IPv4/IPv6 integration, 41–43
VPNs, 216–217
what VPNs do, 213

UDP (User Datagram Protocol)
how TCP/IP layers communicate, 3
port numbers, 4
unicast — VMs

Teredo and, 36
at Transport layer of TCP/IP protocol stack, 2
unicast
  broadcasting improvements in IPv6, 36
  IPv6 scope prefixes, 138
  NLB cluster operation modes, 327
types of IPv6 addresses, 39–40
unique local addresses, IPv6, 40
Unknown Records (RFC 3597), DNS
  advantages in Windows Server 2016, 76–77
unmasked bits, in calculating number of subnets, 16
updates
  comparing dynamic vs. nondynamic DNS, 60–61
  configuring DNS zones for dynamic updates, 91–92
  setting zone properties, 88
upgrades, Cluster Operating System Rolling Upgrade, 351
Used Disk Space Only, BitLocker encryption options, 282
User Datagram Protocol. See UDP (User Datagram Protocol)
users
  authentication of remote, 250–251
  configuring user access, 253–254
  IPAM, 192
  managing remote, 229
  setting up profiles, 254–255
  setting up VPN access policy, 265–268

V

Validate a Configuration Wizard, 337, 339–342
Variable Length Subnet Masking (VLSM)
  IPv6 address assignment, 38
  subnet mask use in an ISP, 28
VHDS (virtual hard disks)
  comparing generations of, 408–410
  configuring Hyper-V settings, 401
  creating, 406–408
Hyper-V replica and, 362
  managing, 408
  shared virtual hard disks, 352
  supported by Hyper-V, 405–406
VIPS (virtual IP addresses), 383
virtual devices, Hyper-V architecture, 394
Virtual Extensible LAN (VXLAN), 379, 391
virtual hard disks. See VHDs (virtual hard disks)
virtual IP addresses (VIPS), 383
virtual LANs (VLANs), 404
Virtual Machine Connection, 418–419
Virtual Machine Drain on Shutdown, Windows Server 2016 clustering features, 352
Virtual Machine Manager (VMM), 195–197
Virtual Machine Multi-Queue (VMMQ), 368
Virtual Machine Quality of Service (vmQoS), 368–369
virtual machine queue (VMQ), 366, 391
virtual machines. See VMs (virtual machines)
virtual private networks. See VPNs (virtual private networks)
Virtual Receive-side Scaling (VRSS), 367–368
Virtual Switch Manager, 402–405
virtualization, 387–388
VLANs (virtual LANs), 404
VLSM (Variable Length Subnet Masking)
  IPv6 address assignment, 38
  subnet mask use in an ISP, 28
VM snapshot, Hyper-V features, 389
VMM (Virtual Machine Manager), 195–197
VMMQ (Virtual Machine Multi-Queue), 368
VMQ (virtual machine queue), 366, 391
vmQoS (Virtual Machine Quality of Service), 368–369
VMs (virtual machines). See also Hyper-V advanced features, 362–364
  changing configuration of, 416–418
  checkpoints, 369
  configuring Hyper-V settings, 401–402
creating and managing, 410–415
creating Linux virtual machine, 423–425
deleting, 418
live migration, 331
states, 415–416
thin provisioning, 311
Virtual Machine Connection, 418–419
Windows Server 2016 clustering features, 351–353
volumes, BitLocker features, 283
VPN clients
configuring (Connection Properties), 236–237
General tab, Connection Properties dialog, 237–238
Networking tab, Connection Properties dialog, 241–242
Options tab, Connection Properties dialog, 238–239
Security tab, Connection Properties dialog, 239–241
Sharing tab, Connection Properties dialog, 242–243
VPN servers
configuring, 228
troubleshooting, 226–227
VPNs (virtual private networks)
configuring NAP (Network Access Protection), 270
configuring VPN clients (Connection Properties), 236–237
configuring VPN ports, 225–226
Direct Access compared with, 245
enabling RRAS as, 225
encapsulation, 214–216
General tab of Connection Properties dialog, 237–238
how they work, 214, 224–225
Networking tab of Connection Properties dialog, 241–242
Options tab of Connection Properties dialog, 238–239
overview of, 212–213, 224
S2S (site-to-site) VPNs, 384
Security tab of Connection Properties dialog, 239–241
setting up VPN access policy, 265–268
setting up VPN server, 228
Sharing tab of Connection Properties dialog, 242–243
troubleshooting, 226–227
tunneling, 216–217
Windows Server 2016 and, 213–214
VRSS (Virtual Receive-side Scaling), 367–368
VXLAN (Virtual Extensible LAN), 379, 391

W
Web Application Proxy
configuring pass-through authentication, 244
overview of, 243
publishing applications, 243–244
WEP (Wired Equivalent Privacy), 249
WID (Windows Internal Database), 168, 191
Wi-Fi Protected Access (WPA), 249–250
Windows accounting, controlling server security, 269
Windows authentication, controlling server security, 269–270
Windows clients
Hyper-V supported, 400
overview of, 246–247
Windows Containers
components of, 386–387
overview of, 385–386
types of, 386
Windows file server, enhancements in BranchCache, 302
Windows Firewall, prerequisites for, 246
Windows Internal Database (WID), 168, 191
Windows Internet Name Service. See WINS (Windows Internet Name Service)
Windows NT LAN Manager (NTLM), 252
Windows OSs
authentication settings, 269–270
BitLocker Drive Encryption, 280–281
comparing BitLocker Drive Encryption in Windows OS versions, 283–284
classifying to use, 247
Hyper-V guests, 392–393
Windows PowerShell – zones

prerequisites for, 246–247
wireless access and, 248
Windows PowerShell. See PowerShell
Windows Server 2008 R2, 283–284
Windows Server 2012 R2, 261–262
Windows Server 2016
advanced auditing features in, 307
comparing BitLocker features across Windows OSs, 283–284
configuring tiered storage, 312
configuring to use, 247
Connection Manager, 267–268
Cross-Site Heartbeating in, 334–335
DNS advantages in, 74–81
DUN, 269
editions supporting Failover Clustering, 332
enabling BitLocker Drive Encryption, 284–285
enhancements in BranchCache, 302–303
Failover Clustering features, 350–354
high availability options, 321
implementing auditing, 303–305
importing NPS policies, 262–263
installing BranchCache, 299–300
installing iSNS feature on, 310–311
IPv6 address assignment, 38
multihomed routers in, 14
setting network access policies, 256
Teredo server, 43
viewing auditing information, 305
VPNs and, 213–214
what’s new in DFS (Distributed File System), 290–291
Windows Server Containers, 386
Windows servers
Hyper-V guests, 392
Hyper-V supported, 400
WINS (Windows Internet Name Service)
becoming obsolete, 70
configuring basic DHCP options, 133–135
configuring IP-based remote connections, 220
name resolution with, 59
WINS tab, DNS zone properties, 90
Wired Equivalent Privacy (WEP), 249
wireless access
configuring, 249–250
overview of, 248
witness configuration
Failover Clustering, 335–337
Windows Server 2016 clustering features, 352
workgroup clusters, Failover Clustering, 334
WPA (Wi-Fi Protected Access), 249–250

Z
zone signing, DNSSEC, 77–78
zone transfer
configuring stub zone transfers using zone replication, 73
DNS Notify for, 71–72
overview of, 71
zone transfer tab, DNS zone properties, 90–91
zones, DNS
Active Directory Integrated DNS, 67–69
configuring DNS zones for dynamic updates, 91–92
configuring stub zone transfers using zone replication, 73
controlling zone delegation, 67
deliminating, 92–93
DNS namespace and, 58
domain controllers, 71–72
GlobalName zones, 70–71
installing in background, 74
managing with IPAM, 182–184
overview of, 65
primary zones, 65–66
secondary zones, 66–67
setting zone properties, 88–90
stub zones, 69–70
support for read-only domain controllers, 75
transfers and redirection, 71
troubleshooting .(root) zone, 106