Index

accounting information system (AIS), 2, 13
access control list, 53
access security, 51
activity based costing systems, 341
activity-based costing systems (ABC), 9
agent (REA model), 224
agile development methodology, 181
AICPA Top 10 Technologies, 101
alphanumeric codes, 303
American Banking Association (ABA), 105
antivirus software, 123
application controls, 442
application interface, 372–373
application software, 124
applications portfolio, 181
arithmetic-logic unit (ALU), 109
Association of Certified Fraud Examiners (ACFE), 68
attributes, 227
Audit Control Language (ACL), 86
auditing around the computer, 469
auditing through the computer, 469
auditing with the computer, 466
automated workpapers, 468
back-office processes, 369
backup, 439
balanced scorecard, 10
bar code reader, 104
BASF, 46
batch control total, 447
benchmark test, 195
beta site, 196
best-of-breed approach, 372
big data, 16
big data, 217
biometric identification, 436
biometric scanner, 107
Bitcoin, 45, 46
block codes, 304
Bluetooth, 120
Blu-ray discs, 114
bolt-ons (ERP systems), 372
boot-sector virus, 77
bound control, 279
bring your own device (BYOD), 109
business application suites, 368
business continuity plan (BCP), 437
business event (REA model), 224
business intelligence, 10
business intelligence (BI) tools, 370
business process, 307
Business Process Management (BPM) software, 322, 334
business process outsourcing (BPO), 196, 321
business process reengineering (BPR), 182, 354, 374
business without boundaries, 321
calculated field, 287
canned software, 192
cardinalities, 225
CASE (computer-aided software engineering) tools, 163–164
CD-ROM, 115
central processing unit (CPU), 108
centralized database (ERP), 372
certificate authority, 56
Certified Fraud Examiner (CFE), 3
Certified Information Systems Auditor (CISA), 463
Certified Information Systems Auditors (CISAs), 4
Certified Information Technology Professionals (CITP), 2
close management (system implementation), 199
change management consultants, 355
checkpoint, 432
click fraud, 43
client/server computing, 118–120
closed-end questionaires, 186
cloud computing, 18, 47–49, 262
COBIT, 409, 410
cold backup, 440
cold site, 438
collaborative business partnerships, 370
communications channel, 115
compiler, 125
coreherence testing, 462
computer abuse, 69
computer facility controls, 441
computer fraud, 68
Computer Fraud and Abuse Act of 1986, 70
computer record, 112
Computer Security Institute (CSI), 68
computer software, 122–125
computer tablet, 109
computer-assisted audit techniques (CAATs), 462
coreherence controls, 222
consensus-based protocols, 439
context diagram, 145
continuous auditing, 474
control activities, 400
INDEX

control break, 289
control environment, 394, 426
Control OBjectives for Information and Related Technology (COBIT), 465
Control Source property (form control), 280
cookie, 89
corporate governance, 393
corrective controls, 412
COSO Guidance on Monitoring Internal Control Systems (GMICS) of 2009, 408
Coso Report of 1992, 393
COSO Report of 2013, 395
cost accounting, 9
cost accounting subsystems, 340
CPA Trust Services, 12
CPA WebTrust, 479
critical path (PERT), 199
customer relationship management (CRM), 312, 369
cybercrime, 68
dashboards, 10, 373
data, 14
data communications, 115–122
data communications protocol, 116
data definition language (DDL), 251
data dictionary, 220
data diddling, 74
data encryption, 55, 430
data encryption standard (DES), 55, 56
data field, 218
data flow diagrams (DFDs), 144–149
data hierarchy, 218
data integrity controls, 221
data manipulation controls, 448
data manipulation language (DML), 255
data mart, 264
data mining, 261
data modeling, 223
data transcription, 102
data type, 246
data warehouse, 263
database, 216
database administrator, 220
database management system, 216
database management system (DBMS), 244
Database-As-A-Service (DAAS), 262
datasheet screen, 276
decision tables, 160–161
decision trees, 161–162
decomposition, 147
default value, 251
demand draft, 405
denial of service attack, 53
denial of service attack, 77
design mode, 278
detail section (form or report), 275
detailed systems design, 189–197
detective controls, 412
digital certificate, 56
digital signature, 56
digital signature standard (DSS), 56
digital subscriber line (DSL), 115
digital time stamping service (DTSS), 57
digital video disk, 113
digital video input, 106
direct conversion, 198
disaster recovery, 437
discrepancy reports, 318
disk mirroring, 439
Disk shadowing, 439
document flowchart, 149–152
documentation, 139–166
domain address, 34
domain name system (DNS), 35
dot-matrix printer, 110
Dropbox, 49
dumpster diving, 90
dynaset, 255
e-accounting, 42
e-business, 17, 42–49
e-commerce, 17, 46–49
economic event (REA model), 223
economic feasibility, 188
edit programs, 444
edit tests, 444
electronic conferencing, 36–37
electronic data interchange (EDI), 47
electronic document and record management system (EDRM), 115
electronic eavesdropping, 431
electronic funds transfer (EFT), 347
electronic payments (E-payments), 44
EnCase, 86
encryption, 76
encryption key, 56
end-user computing, 164
enrollment (biometric systems), 108
enterprise application integration (EAI), 375
enterprise asset management (EAM) systems, 338
enterprise network, 118
enterprise resource planning (ERP) system, 16, 118, 124, 263, 368–376
enterprise risk management (ERM), 397
enterprise software, 368
enterprisewide database, 263
entity (REA model), 224
entity-relationship (E-R) diagram, 227
ERM Framework of 2004, 397
ethical hacker, 76
<table>
<thead>
<tr>
<th>Index Term</th>
<th>Page(s)</th>
</tr>
</thead>
<tbody>
<tr>
<td>event identification</td>
<td>411</td>
</tr>
<tr>
<td>event-driven programming language</td>
<td>125</td>
</tr>
<tr>
<td>e-wallet</td>
<td>44–45</td>
</tr>
<tr>
<td>exception report</td>
<td>305</td>
</tr>
<tr>
<td>expected annual loss</td>
<td>414</td>
</tr>
<tr>
<td>extended ERP systems</td>
<td>369</td>
</tr>
<tr>
<td>extensible business reporting language (XBRL)</td>
<td>8, 38–41</td>
</tr>
<tr>
<td>Extensible Markup Language (XML)</td>
<td>38</td>
</tr>
<tr>
<td>extranets</td>
<td>35</td>
</tr>
<tr>
<td>fault-tolerant systems</td>
<td>439</td>
</tr>
<tr>
<td>feasibility evaluation</td>
<td>187</td>
</tr>
<tr>
<td>fidelity bond</td>
<td>402</td>
</tr>
<tr>
<td>field properties</td>
<td>246</td>
</tr>
<tr>
<td>file server</td>
<td>116</td>
</tr>
<tr>
<td>financial accounting information system</td>
<td>6</td>
</tr>
<tr>
<td>financial planning models</td>
<td>347</td>
</tr>
<tr>
<td>financing process</td>
<td>346</td>
</tr>
<tr>
<td>firewall</td>
<td>53</td>
</tr>
<tr>
<td>firewall</td>
<td>78</td>
</tr>
<tr>
<td>first normal form (1NF)</td>
<td>231</td>
</tr>
<tr>
<td>fixed asset management</td>
<td>337</td>
</tr>
<tr>
<td>flash memory</td>
<td>114</td>
</tr>
<tr>
<td>flying-start site</td>
<td>438</td>
</tr>
<tr>
<td>follow-up and maintenance phase</td>
<td>202</td>
</tr>
<tr>
<td>(systems development life cycle)</td>
<td></td>
</tr>
<tr>
<td>foreign keys</td>
<td>219</td>
</tr>
<tr>
<td>forensic accountants</td>
<td>86</td>
</tr>
<tr>
<td>forensic accounting</td>
<td>21</td>
</tr>
<tr>
<td>form</td>
<td>275</td>
</tr>
<tr>
<td>form control</td>
<td>279</td>
</tr>
<tr>
<td>Form Wizard</td>
<td>277</td>
</tr>
<tr>
<td>front-office processes</td>
<td>369</td>
</tr>
<tr>
<td>Gantt charts</td>
<td>200–201</td>
</tr>
<tr>
<td>generalized audit software (GAS)</td>
<td>467</td>
</tr>
<tr>
<td>general-use software</td>
<td>466</td>
</tr>
<tr>
<td>graphical documentation</td>
<td>162–164</td>
</tr>
<tr>
<td>graphical user interface (GUI)</td>
<td>123</td>
</tr>
<tr>
<td>group code</td>
<td>304</td>
</tr>
<tr>
<td>groupware</td>
<td>36–37</td>
</tr>
<tr>
<td>hacker</td>
<td>75</td>
</tr>
<tr>
<td>hard-copy output</td>
<td>110</td>
</tr>
<tr>
<td>hash total</td>
<td>448</td>
</tr>
<tr>
<td>heading section (form or report)</td>
<td>275</td>
</tr>
<tr>
<td>hierarchical process map</td>
<td>157</td>
</tr>
<tr>
<td>hosted solution (cloud solution)</td>
<td>367</td>
</tr>
<tr>
<td>hot backup</td>
<td>440</td>
</tr>
<tr>
<td>hot site</td>
<td>438</td>
</tr>
<tr>
<td>human resource management</td>
<td>334</td>
</tr>
<tr>
<td>hypertext markup language (HTML)</td>
<td>36</td>
</tr>
<tr>
<td>hypertext transfer protocol (HTTP)</td>
<td>36</td>
</tr>
<tr>
<td>I/O-bound computer</td>
<td>110</td>
</tr>
<tr>
<td>IBM</td>
<td>42</td>
</tr>
<tr>
<td>ideal control</td>
<td>414</td>
</tr>
<tr>
<td>identify theft</td>
<td>49–50, 51, 90</td>
</tr>
<tr>
<td>identity theft</td>
<td>90</td>
</tr>
<tr>
<td>Identity Theft and Assumption Deterrence Act (ITADA) of 1998</td>
<td>50</td>
</tr>
<tr>
<td>IGT Corporation</td>
<td>117</td>
</tr>
<tr>
<td>image processing</td>
<td>114</td>
</tr>
<tr>
<td>information</td>
<td>14</td>
</tr>
<tr>
<td>information age</td>
<td>17</td>
</tr>
<tr>
<td>information security</td>
<td>51</td>
</tr>
<tr>
<td>Information Systems Audit and Control Association (ISACA)</td>
<td>4</td>
</tr>
<tr>
<td>information systems risk assessment</td>
<td>465</td>
</tr>
<tr>
<td>information technology (IT)</td>
<td>17</td>
</tr>
<tr>
<td>information technology (IT) auditing</td>
<td>461</td>
</tr>
<tr>
<td>information technology (IT) auditors</td>
<td>4</td>
</tr>
<tr>
<td>ink-jet printer</td>
<td>110</td>
</tr>
<tr>
<td>input controls</td>
<td>443</td>
</tr>
<tr>
<td>input masks</td>
<td>254</td>
</tr>
<tr>
<td>input validation routines</td>
<td>444</td>
</tr>
<tr>
<td>input-processing-output cycle</td>
<td>110</td>
</tr>
<tr>
<td>instant messaging</td>
<td>37</td>
</tr>
<tr>
<td>Institute of Internal Auditors</td>
<td>165</td>
</tr>
<tr>
<td>integrated accounting software</td>
<td>364–368</td>
</tr>
<tr>
<td>Integrated Computer-Assisted Surveillance System (ICASS)</td>
<td>78</td>
</tr>
<tr>
<td>integrated security</td>
<td>427</td>
</tr>
<tr>
<td>integrated test facility (ITF)</td>
<td>470</td>
</tr>
<tr>
<td>interactive data</td>
<td>8</td>
</tr>
<tr>
<td>Interactive Data and Electronic Application (IDEA)</td>
<td>40</td>
</tr>
<tr>
<td>internal control</td>
<td>392</td>
</tr>
<tr>
<td>internal control system</td>
<td>393</td>
</tr>
<tr>
<td>International Air Transport Association (IATA)</td>
<td>104</td>
</tr>
<tr>
<td>Internet addresses</td>
<td>34–35</td>
</tr>
<tr>
<td>Internet Corporation for Assigned Names and Numbers (ICANN)</td>
<td>35</td>
</tr>
<tr>
<td>Internet protocol (IP)</td>
<td>35</td>
</tr>
<tr>
<td>intranets</td>
<td>35</td>
</tr>
<tr>
<td>intrusion detection system (IDS)</td>
<td>53–54</td>
</tr>
<tr>
<td>intrusion testing</td>
<td>76</td>
</tr>
<tr>
<td>ISDN line</td>
<td>115</td>
</tr>
<tr>
<td>IT general controls</td>
<td>428</td>
</tr>
<tr>
<td>IT governance</td>
<td>476</td>
</tr>
<tr>
<td>job costing information systems</td>
<td>341</td>
</tr>
<tr>
<td>job stream</td>
<td>156</td>
</tr>
<tr>
<td>John Wiley and Sons, Publishers</td>
<td>48</td>
</tr>
<tr>
<td>just-in-time (JIT) inventory systems</td>
<td>342</td>
</tr>
<tr>
<td>key performance indicators (KPIs)</td>
<td>10</td>
</tr>
<tr>
<td>knowledge process outsourcing (KPO)</td>
<td>196</td>
</tr>
<tr>
<td>knowledge workers</td>
<td>17</td>
</tr>
</tbody>
</table>
INDEX

laser printer, 110
lean accounting, 343
lean manufacturing, 342
legacy system, 110
legal feasibility, 188
level 0 data flow diagram, 147
level 1 data flow diagram, 147
local area networks (LANs), 116
lock-box systems, 347
logic bomb, 77
logical data flow diagram, 146–147
logical security, 427
macro program flowchart, 159
magnetic (hard) disk, 112
magnetic ink character recognition (MICR), 104–105
mainframe computer, 108
Malware, 77
man trap, 442
Mar-Bal, 379–380
mark-sense media, 105
mashups, 373
master file, 218
Megabucks (IGT), 117
message acknowledgment procedures, 432
metadata, 221
microprocessor, 109
Microsoft Licensing, 124
minicomputer, 108
mnemonic codes, 303
modem (modulator/demodulator), 115
modular conversion, 198
multimedia, 111
navigation bar, 275
near field communications (NFC), 121–122
Newell Rubbermaid, 375
non-value-added waste, 342
normalization, 230
numeric codes, 305
objective setting, 397
object-oriented programing language, 125
object-oriented software, 141
off-shoring, 196, 321
online analytical processing (OLAP), 261
open-ended questionaires, 186
operating system (OS), 123
operational audit, 408
operational feasibility, 187
optical character recognition (OCR), 105
organization-level controls, 426
output controls, 448
outsourcing, 196–197
parallel conversion, 198
parallel simulation, 470
partner relationship management (PRM) software, 370–371
payroll processing information systems, 355
penetration testing, 5, 76, 465
PepsiCo, 122–123
peripheral equipment (computers), 102
personal productivity software, 124
phishing, 52, 90
physical data flow diagram, 145, 146
physical security, 427
picture elements (pixels), 111
pivot tables, 261
platform as a service (PaaS), 47
point-of-sale (POS) device, 104
point-scoring analysis, 194–195
Ponzi scheme, 22
portals (ERP systems), 373
Pratt and Whitney, 47
predictive analytics, 16
predictive analytics professional, 5
preliminary investigation (systems development life cycle), 185
preventive controls, 411
primary key, 219
primary memory, 109
privacy policy, 90
process costing information systems, 341
process map, 156–158
processing controls, 446
production process, 340
program change control, 471
program evaluation and review technique (PERT), 199–201
program flowcharts, 159–160
programming language, 125
project management software, 201
Property Sheet window, 280
prototyping, 191–192
proxy server, 55
public key encryption, 56
purchasing process, 315
queries (databases), 255
radio frequency identification (RFID), 120
random access memory (RAM), 109
rapid application development (RAD), 164
REA accounting, 7
REA model, 223
record, 218
record structure, 218
red flags, 436
redundant array of independent disks (RAIDs), 112–113
referential integrity, 248, 253
relational database, 216
relationship table, 229
report, 285
Report Wizard, 284
request for proposal (RFP), 193
resources (REA model), 224
responsibility accounting system, 10
responsibility system of computer program development and maintenance, 471
RFID tags, 320
risk assessment, 394
risk matrix, 415
risk response, 397
risk-based audit, 464
rollback processing, 439
routing verification procedures, 432
run mode, 278
sales process, 308
sandwich rule (system flowcharts), 156
SAP, 375
Sarbanes-Oxley Act, 162, 476
and auditing compliance, 164
Section 404, 393
SAS No. 94, 393
scalability, 365–366
scenario planning, 411
schedule feasibility, 188
schema, 255
scope creep, 190
second normal form (2NF), 232
secondary storage, 111–115
secret key cryptography, 56
security policy, 427
select query, 255
separation of duties, 402, 454
sequence code, 303
signed checklists, 143
sizing handles, 280
slack time (PERT), 200
smishing, 90
social engineering, 81
social media, 37–38
soft-copy output, 110
software as a service (SaaS), 47, 122
source document, 102
spam, 52
spend management, 375
spoofing, 53
steering committee (systems development life cycle), 183
strong passwords, 81, 430
structured programming, 159
structured query language (SQL), 260, 467
structured walkthrough, 159
structured, top-down design, 190
subform, 281
subschema, 255
supercomputer, 108
supply chain, 314
supply chain management (SCM), 369
suspicious activity reporting (SAR), 20
sustainability reporting, 19
system development life cycle (SDLC), 180–203
system flowchart, 153–156
system maintenance, 202–203
systems analysis, 184
systems approach, 183
systems consultant, 2
systems implementation, 197–203
systems specification report, 192
systems study (systems development life cycle), 180
systems survey, 185
SysTrust, 479
tab order (Access), 280
Target Corporation, 101
technical feasibility, 187
test data, 469
Thermos, Inc., 372
third normal form (3NF), 233
third-party assurance services, 479
third-party billing, 353
time and billing information systems, 350
transaction controls, 221
transaction files, 218
transitive dependencies, 233
Transmission Control Protocol/Internet Protocol (TCP/IP), 35
Trojan horse programs, 77
Trust Services, 479
turnaround document, 105
turnkey system, 192, 198
unbound control, 279
uniform resource locator (URL), 34
uninterruptible power system (UPS), 441
utility program, 123
Val IT, 410
validation rule, 251
validity test, 445
value cards, 89
value stream management, 343
value-added network (VANs), 54
value-added reseller (VAR), 378
value-added resellers (VARs), 2
vertical market, 349
view controls, 222
virtual currency, 45, 46
virtual private network (VPN), 54, 430
virtual storage, 123
virus, 77, 123
volatile memory, 111
watchdog processor, 439
waterfall model, 180
web browser, 36
Web logs (blogs), 37
what-if analysis, 201
wide-area network (WAN), 117–118
Wi-Fi (wireless fidelity), 120
wireless application protocol (WAP), 120
wireless communications, 120–122
worm (malware), 76
worm (write-once, read many) media, 113
XBRL instance documents, 39–40
XBRL International consortium, 41