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router access lists, 228–229
Routing and Remote Access (RRAS)
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RPM (revolutions per minute), 145
RRAS (Routing and Remote Access)
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scheduled downtime, 104
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scripted installations, 64
scrubbing drives, 245
SCSI interfaces, 148, 148–149
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Secure File Transfer Protocol (SFTP), 276
Secure Shell (SSH), 72, 276
Secure Sockets Layer (SSL), 231–232
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troubleshooting, 380–382
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vulnerability scans, 190–191
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Security Parameter Index (SPI), 232
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