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disadvantages, 868
International review, 470–472
International Organisation of Supreme Audit Institutions, 267–268
International Professional Practices Framework (IPPF), 506
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<td></td>
</tr>
<tr>
<td>Single audit evaluation</td>
<td>732</td>
</tr>
<tr>
<td>Six Sigma program</td>
<td>713</td>
</tr>
<tr>
<td>Smaller listed companies</td>
<td>85</td>
</tr>
<tr>
<td>Smith Report</td>
<td>135–136</td>
</tr>
<tr>
<td>Social audit, 647–650</td>
<td></td>
</tr>
<tr>
<td>advertising standards</td>
<td>650</td>
</tr>
<tr>
<td>business ethics</td>
<td>649–650</td>
</tr>
<tr>
<td>corporate code of conduct</td>
<td>649–650</td>
</tr>
<tr>
<td>denial, 648</td>
<td></td>
</tr>
<tr>
<td>environmental auditing</td>
<td>648</td>
</tr>
<tr>
<td>equal opportunities</td>
<td>650</td>
</tr>
<tr>
<td>external image</td>
<td>647–648</td>
</tr>
<tr>
<td>green movement</td>
<td>649</td>
</tr>
<tr>
<td>health and safety</td>
<td>649</td>
</tr>
<tr>
<td>implication, 648–649</td>
<td></td>
</tr>
<tr>
<td>pollution, 650</td>
<td></td>
</tr>
<tr>
<td>press relationships</td>
<td>650</td>
</tr>
<tr>
<td>Social Ethical and Environmental (SEE), 36</td>
<td></td>
</tr>
<tr>
<td>Soft controls, 284–285</td>
<td></td>
</tr>
<tr>
<td>Soft systems analysis</td>
<td>522</td>
</tr>
<tr>
<td>Southall Rail Crash</td>
<td>210</td>
</tr>
<tr>
<td>Specifying the job</td>
<td>718</td>
</tr>
<tr>
<td>Speed money</td>
<td>36</td>
</tr>
<tr>
<td>Staff appraisal</td>
<td>722, 726–728</td>
</tr>
<tr>
<td>annual/quarterly plans</td>
<td>727</td>
</tr>
<tr>
<td>audit review process</td>
<td>726</td>
</tr>
<tr>
<td>good appraisal schemes</td>
<td>728–729</td>
</tr>
<tr>
<td>methods of, 726–728</td>
<td></td>
</tr>
<tr>
<td>periodic review</td>
<td>727</td>
</tr>
<tr>
<td>reports, 925</td>
<td></td>
</tr>
<tr>
<td>Staff discipline</td>
<td>466</td>
</tr>
<tr>
<td>Staff’s preferred system</td>
<td>865–866</td>
</tr>
<tr>
<td>Stakeholders, 27–29</td>
<td></td>
</tr>
<tr>
<td>responsibilities of, 28</td>
<td></td>
</tr>
<tr>
<td>types of, 29</td>
<td></td>
</tr>
<tr>
<td>Standardization, 903–904</td>
<td></td>
</tr>
<tr>
<td>standardized forms, audit manual, 747–748</td>
<td></td>
</tr>
<tr>
<td>Statement of internal control (SIC)</td>
<td>187</td>
</tr>
<tr>
<td>Statistical sampling</td>
<td>909–920</td>
</tr>
<tr>
<td>advantages, 911–912</td>
<td></td>
</tr>
<tr>
<td>applying to audit process</td>
<td>913</td>
</tr>
<tr>
<td>automated sampling</td>
<td>915</td>
</tr>
<tr>
<td>cluster sampling</td>
<td>915</td>
</tr>
<tr>
<td>compliance test sampling</td>
<td>916, 918</td>
</tr>
</tbody>
</table>
Statistical sampling (continued)
- external audit perspective, 909–911
- haphazard sampling, 912
- interval sampling, 915
- judgement sampling, 912
- normal distribution, 912
- not using, reasons, 910–911
- random sampling, 914
- rules for applying, 918–920
- setting risk parameters, 915–916
- stratified sampling, 914
- substantive testing sampling, 916–918

Stewardship concept, 25
Stop-go sampling, 918
Strategy versus resources, 792–793
Stratified sampling, 914
Substantive tests, 916
Sumitomo Corporation, 42
Surveillance, 565–566
SWOT analysis, 704–705
- opportunities, 705
- strengths, 705
- weaknesses, 705
- threats, 705

System of internal control, 143
Systems auditing, 505–506, 511
Systems-based auditing (SBA), 505
benefits, 516–518
Systems development cycle (SDLC), 603

Technical controls, 801
Temptation, 30–31
Terms of reference, 375
Test data, 630
alternative application, 631

Testing strategies, 877–895
- achieving control objectives, 886–888
- analytical review, 882–883
- compliance and substantive tests, comparing, 880–881
- compliance, meaning of, 889–891
- 100% interrogation theory, 888–889
- testing, issues in, 891–892
- testing considerations, 881–882
- testing process, 877–879
- testing techniques, 883–886
- types of tests, 879–880

Theft, 548
Three-component model, 346–347
- examining independence, 347
- programming independence, 346
- reporting independence, 347
Three-part model, 362–363
Three-part SD model, 604
Time monitoring systems, 769–771
- data owner, 770
- input officer, 770
- systems controller, 770
- systems manager, 770
Tipp-Ex, 550
Traditional audit planning, 808
Traditional tick and check, 369
Transactions approach, 512–513

Transactions testing, 867
Transparency International (TI), 35
Transport for London (TfL), 113
- corporate governance assurance, statement of, 113–115
Treadway Commission, 255
Treadway Committee, 127
Trend analysis, 1037
Turnbull Committee, 53
Turnbull Report, risk management, 179–180

UK experience, 49–64
- Cadbury, 49–50
- combined code, 53
- Greenbury, 51–52
- Hampel, 52–53
- Nolan, 51
- Rutteman, 50–51
- Turnbull committee, 53
Undercontrol, 253

Value for money (VFM), 100, 322, 642–647, 937
- accountability, 644
- economy, 642
- effectiveness, 642–643
- efficiency, 642–643
- operations profile, 644
- programme, 643–644

Variable sampling, 917
Vinten, Gerald, 1033–1035
Visual aids, 953
Visual aids in formal presentation, 956–957
Vulnerability, 787

Warm standby centres, 620
Whistle-blowing, 37–38, 361–362
Witness, 574–575
Workable system, 866
Working papers, 897–900
- audit working paper, 905
- be complete, 899
- be consistent, 900
- be cross-referenced, 898
- be economically used, 898
- be headed up, 898
- be indexed, 898
- be signed by the auditor and the reviewer, 899
- clearly show any impact on the audit report, 898–899
- include summaries wherever possible, 900
- indicate which matters are outstanding, 899
- objectives of work, 897
- professionalism and, 904–905
- show any impact on the next audit, 899
- show clarity, 898
- show the source of information/data, 899
- support the audit decisions/opinion, 898
- use pro formas, 898

WorldCom, 45–46
Xerox, 46