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U/L (universal/local) bit, 158
UDIs (unique device identifiers), 221
UDP protocol, 22
undebug all command, 92–93
unequal-cost load balancing, 253
unicast addresses
description, 143
global, 156, 156
Unified Communications package, 221
unique device identifiers (UDIs), 221
unique local addresses, 157
universal images, 221
universal/local (U/L) bit, 158
unshielded twisted-pair (UTP) cabling, 42
unused ports
shutting down, 320
switch ports, 321
update packets in Network layer, 27
upgrading IOS files, 218–220
upper layers in OSI Reference Model, 19, 19
upstream interVLAN routing, 258
use-tacacs parameter, 177, 310, 316
user exec mode, 171
passwords, 80, 178
routers, 174
switches, 69
username command
PPP authentication, 446
SSH, 181
UTP (unshielded twisted-pair) cabling, 42
UTP Gigabit Wiring (1000Base-T), 46, 46

V
variable length subnet mask (VLSM) networks
design, 147, 147
EIGRP support for, 247
implementing, 148, 149–151
overview, 145–147, 146
variance command, 253
Very Small Aperture Terminals (VSATs), 441
violation modes for switch ports, 319–320
virtual circuits
Frame Relay, 454
LMI, 456
virtual LANs (VLANs), 8
broadcast control, 102–103
configuring, 107–108
frame tagging, 104–105, 105
identification methods, 105–107, 106
interVLAN routing. See interVLAN routing (IVR)
native, 400
Network layer, 28
network segmentation and traffic management, 103–104, 103
port membership, 363–364
routing overview, 100–102, 100–102
setting, 321
switch ports, 110–112
troubleshooting, 362–365, 362
trunking problems, 365–368
on trunks, 114
verifying, 108–110
virtual private networks (VPNs), 443
Virtual Router Redundancy Protocol (VRRP), 289
virtual routers in HSRP, 293
virtual terminals, 10
vlan command, 107
VLAN leaking, 400
VLAN Trunk Protocol (VTP) transparent mode, 108
VLANs. See virtual LANs (VLANs)
VLSM (variable length subnet mask) networks
design, 147, 147
EIGRP support for, 247
implementing, 148, 149–151
overview, 145–147, 146
voice access ports, 104
VPNs (virtual private networks), 443
VRRP (Virtual Router Redundancy Protocol), 289
VSATs (Very Small Aperture Terminals), 441
VTP (VLAN Trunk Protocol) transparent mode, 108
vty parameter for passwords, 178–179
VTYs, 313–314

W
Warning severity level, 298
wide area network (WAN) technologies, 405, 439
Frame Relay configuration. See Frame Relay identifying, 440–444
implementation issues, 405–406, 406
Frame Relay, 411–417, 415–416
mismatched IP addresses, 410–411, 410
PPP authentication, 409
PPP encapsulation, 407–410, 407–408
serial interfaces, 407
PPP connections between routers, 446–452, 447–448, 450–451
PPPoE, 467–468, 468
protocols, 441–442
routers for, 5
serial connections, 444–445, 444–445
VPNs, 443
wildcards
ACLs, 325, 404
OSPF, 239
windowing in Transport layer, 25, 25

X
Xmodem protocol, 220